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[bookmark: foreword][bookmark: _Toc207633112]Foreword
[bookmark: spectype3]This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).
The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:
Version x.y.z
where:
x	the first digit:
1	presented to TSG for information;
2	presented to TSG for approval;
3	or greater indicates TSG approved document under change control.
y	the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.
z	the third digit is incremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall	indicates a mandatory requirement to do something
shall not	indicates an interdiction (prohibition) to do something
The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in Technical Reports.
The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced, non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a referenced document.
should	indicates a recommendation to do something
should not	indicates a recommendation not to do something
may	indicates permission to do something
need not	indicates permission not to do something
The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions "might not" or "shall not" are used instead, depending upon the meaning intended.
can	indicates that something is possible
cannot	indicates that something is impossible
The constructions "can" and "cannot" are not substitutes for "may" and "need not".
will	indicates that something is certain or expected to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
will not	indicates that something is certain or expected not to happen as a result of action taken by an agency the behaviour of which is outside the scope of the present document
might	indicates a likelihood that something will happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
might not	indicates a likelihood that something will not happen as a result of action taken by some agency the behaviour of which is outside the scope of the present document
In addition:
is	(or any other verb in the indicative mood) indicates a statement of fact
is not	(or any other negative verb in the indicative mood) indicates a statement of fact
The constructions "is" and "is not" do not indicate requirements.
[bookmark: introduction][bookmark: scope][bookmark: _Toc207633113]
1	Scope
The present document specifies the Medium Access Control (MAC) protocol of Ambient IoT.
[bookmark: _Toc197703322][bookmark: _Toc207633114]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 38.291: "Ambient IoT Physical layer".
[3]	3GPP TS 38.300: "NR; Overall description; Stage 2".
[4]	3GPP TS 23.369: "Architecture support for Ambient power-enabled Internet of Things; Stage 2".
[5]	3GPP TS 23.003: "Numbering, addressing and identification".
[bookmark: definitions][bookmark: _Toc197703323][bookmark: _Toc207633115]3	Definitions, symbols and abbreviations
[bookmark: _Toc197703324][bookmark: _Toc207633116]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Access occasion: A time-frequency resource for device(s) to transmit Msg1 (i.e., the Access Random ID message) during a CBRA procedure.
AS ID: The AS layer identifier to address the specific device for R2D reception and D2R scheduling. 
Device: A device that supports A-IoT radio interface towards reader, as defined in TS 38.300 [3].
Reader: A reader providing A-IoT protocol terminations towards the A-IoT device, as defined in TS 38.300 [3].
Access occasion: A time-frequency resource for device(s) to transmit Msg1 (i.e., the Access Random ID message) during a CBRA procedure.
AS ID: The AS layer identifier to address the specific device for R2D reception and D2R scheduling. 
[bookmark: _Toc197703325][bookmark: _Toc207633117]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
A-IoT	Ambient IoT
CBRA	Contention-Based Random Access
CFA	Contention-Free Access
D2R	Device to reader
IoT	Internet of Things
PDRCH	Physical D2R channel
PRDCH	Physical R2D channel
R2D	Reader to device
[bookmark: OLE_LINK8]TBS	Transport Block Size
TrCH	Transport Channel
[bookmark: clause4][bookmark: _Toc197703326][bookmark: _Toc207633118]4	General
[bookmark: _Toc197703327][bookmark: _Toc207633119]4.1	Introduction
This clause describes the A-IoT MAC architecture and the A-IoT MAC entity of the device from a functional point of view.
[bookmark: _Toc197703328][bookmark: _Toc207633120]4.2	A-IoT MAC architecture
Figure 4.2-1 illustrates a model of the A-IoT MAC entity; and it does not restrict implementations.
The A-IoT MAC entity of the device handles the data received from R2D transport channel or to be transmitted via D2R transport channel, as specified in TS 38.291 [2].

[bookmark: _Hlk195793478]Figure 4.2-1: A-IoT MAC structure overview
[bookmark: _Toc37296160][bookmark: _Toc46490286][bookmark: _Toc52796443][bookmark: _Toc52751981][bookmark: _Toc185623502][bookmark: _Toc197703329][bookmark: _Toc207633121]4.3	Services
[bookmark: _Toc29239807][bookmark: _Toc195805172][bookmark: _Toc46490287][bookmark: _Toc52796444][bookmark: _Toc52751982][bookmark: _Toc37296161][bookmark: _Toc185623503][bookmark: _Toc197703330][bookmark: _Toc207633122]4.3.1	Services provided to upper layers
[bookmark: _Hlk197618073]The A-IoT MAC layer provides the following services to upper layers:
-	data transfer.;
[bookmark: _Toc195805173][bookmark: _Toc185623504][bookmark: _Toc46490288][bookmark: _Toc37296162][bookmark: _Toc52751983][bookmark: _Toc52796445][bookmark: _Toc29239808][bookmark: _Toc197703331][bookmark: _Toc207633123]4.3.2	Services expected from physical layer
The A-IoT MAC layer expects the following services from the physical layer:
[bookmark: _Toc52796446][bookmark: _Toc46490289][bookmark: _Toc185623505][bookmark: _Toc52751984][bookmark: _Toc29239809][bookmark: _Toc37296163]-	data transfer.;
[bookmark: _Toc197703332][bookmark: _Toc207633124]4.4	Functions
The A-IoT MAC layer supports the following A-IoT MAC functions:
-	constructing MAC PDUs to be mapped onto transport blocks (TB) to be delivered to the physical layer on D2R transport channel;
-	receiving MAC PDUs from transport blocks (TB) delivered from the physical layer on R2D transport channel;
-	message type determination;
-	paging;
-	radio resource selection;
-	access;
-	transfer of upper layer data;
-	D2R segmentation;
-	failure detection.
[bookmark: _Toc52751994][bookmark: _Toc29239818][bookmark: _Toc37296173][bookmark: _Toc52796456][bookmark: _Toc185623515][bookmark: _Toc46490299][bookmark: _Toc197703333][bookmark: _Toc207633125][bookmark: OLE_LINK7]5	A-IoT MAC procedures
[bookmark: _Toc197703334][bookmark: _Toc207633126]5.1	General
The clause describes the A-IoT MAC procedures.
When the device is powered on, the device starts monitoring PRDCH for an R2D message, as specified in TS 38.291 [2], in order to perform the corresponding A-IoT MAC procedures.
[bookmark: _Toc197703335][bookmark: _Toc207633127]5.2	A-IoT paging
The purpose of this procedure is to transmit A-IoT Paging message to one or more devices. The reader may include the Paging ID field to select a specific device or a group of devices, or may not include Paging ID field to select all devices.
The device always monitors for the A-IoT Paging message, and determines whether the device is selected to initiate the access procedure.	Comment by Nokia (Jakob): We don’t think this is needed as we have no place where we specify it will not monitor. Also, whether or not is also in RAN1 scope	Comment by ZTE(Eswar): Agree. In fact the whole sentence is redundant in our view. Please see comment below. 	Comment by Huawei, HiSilicon_Rapp1: Thanks for the comments, the reason of adding always is that companies suggest to add “monitor paging” after transmission of msg1, msg3… almost every D2R messages, to avoid the duplication, I tried to clarified here, at least there is no wrong to say always monitor paging.
About whether to specify “monitoring for xx message” behaviour, in the beginning I also thought there is no need, however, since we have msg2 monitoring window, NACK monitor (only after msg3 but before paging), trigger monitor (before paging), it seems inevitable to mention when to monitor what, then companies commented we should include all “monitor” cases to make the spec consistent and no misleading to device implementation.
	Comment by Ofinno - Marta: For completion, it might be good to clarify that reception of paging may also trigger other key action (i.e., the release of the AS ID). E.g.
“The device always monitors for the A-IoT Paging message and determines whether the device is selected to initiate the access procedure and whether the device releases a stored AS ID as specified in this clause.”	Comment by Nokia (Jakob): Adding this may be to strong, as we may result in procedural text not matching, we prefer the current wording, as “initiate “ may have similar meaning	Comment by ZTE(Eswar): Per below, we think the entire sentence can probably be removed. The actual device behaviour should be clear from the procedure below and we don’t need to summarise it in the introductory sentence here again. 
	Comment by Huawei, HiSilicon_Rapp1: Thanks for the discussion.
I understand this sentence is just a high level description for the main purpose of paging, no need to repeat every details of the procedure. I have no strong view to remove or keep the last part, and continue review in next meeting.	Comment by ZTE(Eswar): This whole sentence is redundant in my view. 
Firstly, in the section above we say that the device monitors PRDCH “when the device is powered on”. But here we say it always monitors for paging. This is contradictory. i.e. the device cannot “always” monitor unless it has power… 
Then, I am not sure we need to capture that the device monitors for paging message. I thinkt he previous sentence above is sufficient. i.e the device monitors PRDCH and it may receive paging or something else… So, the first sentence captures all behaviour and it is not clear what this sentence adds.	Comment by Huawei, HiSilicon_Rapp1: Let me explain, in 5.1, we say monitoring PRDCH to catch any R2D message. In the function clause, we say device need to process which message, before that device needs to monitor “for” it. 
Hope this clarifies, if the wording is not clear enough, we can find someway to refine.
Upon receiving the A-IoT Paging message, the A-IoT MAC entity shall:
[bookmark: _Hlk193994655]1>	if the Access Type field in the A-IoT Paging message indicates CBRA:
2>	if the device has no stored Transaction ID; or
2>	if the value of the Transaction ID field is different from the stored Transaction ID; or
2>	if the value of the Transaction ID field is the same as the stored Transaction ID, and the previous procedure was determined as failed for this Transaction ID as specified in clause 5.5:
3>	release the stored AS ID, if any;	Comment by Futurewei (Yunsong): Editorial: insert “,” after “ID”.	Comment by Huawei, HiSilicon_Rapp1: Done. Thanks.
3>	store the received value in Transaction ID field, if the device has no stored Transaction ID, or replace the previously stored Transaction ID with the current received value, if the value of the Transaction ID field is different from the stored Transaction ID;
3>	if the Paging ID Presence Indication field indicates Paging ID field is absent:	Comment by San (LGE): If the stored transaction ID is the same as the transaction ID indicated in the paging message and the previous procedure is failed, i.e., re-access case, the device does not need to deliver the paging ID to the upper layer. This is because, the reader transmits the same transaction ID for the same service request. (for the same service request, the same paging ID is contained in the paging message) Thus, if the value of the Transaction ID field is the same as the stored Transaction ID and the previous procedure was determined as failed for this Transaction ID, the device considers that the device is selected and indicate to the upper layer (similar to a case for the absent of the paging ID case). 
Considering the above, we propose to add a condition as follows (Please refer to the red text highlighted in yellow).
We think that the delivery of the paging ID causes the unnecessary processing overhead which unnecessarily consumes the battery.

Upon receiving the A-IoT Paging message, the A-IoT MAC entity shall:
1>	if the Access Type field in the A-IoT Paging message indicates CBRA:
2>	if the device has no stored Transaction ID; or
2>	if the value of the Transaction ID field is different from the stored Transaction ID; or
2>	if the value of the Transaction ID field is the same as the stored Transaction ID, and the previous procedure was determined as failed for this Transaction ID as specified in clause 5.5:
3>	release the stored AS ID if any;
3>	store the received value in Transaction ID field, if the device has no stored Transaction ID, or replace the previously stored Transaction ID with the current received value, if the value of the Transaction ID field is different from the stored Transaction ID;
3> if the device has been selected for the stored transaction ID; or
3>	if the Paging ID Presence Indication field indicates Paging ID field is absent:
4>	consider the device is selected and indicate to the upper layers;
3>	else:
4>	forward the value of the Paging ID field to the upper layers;
4>	if the upper layers indicate that the Paging ID is matched:
5>	consider the device is selected;
3>	if the device is selected:
4>	initiate Contention-Based Random Access procedure as specified in clause 5.3.1;	Comment by Huawei, HiSilicon_Rapp1: Thanks for the comments. I see your point. In fact, the first version of the CR has been drafted as you suggested. However, I received some comments to say that it would be safer that device also check paging ID even in case of the re-access case, I also think this double-check has no harm. So in the CR update after May meeting, we adopted this double-check way, and seems companies are ok with it. Hope this is acceptable to you as well. 	Comment by San (LGE): Thanks for the explanation.
However, we still think that the delivery of the paging ID for the re-access case is not needed. (Thus, we need to capture something to prevent delivery of the paging ID for re-access case)

First, we think that the harm point is that the device unnecessarily delivers the paging ID to the upper layer. In A-IOT, RAN2 discussed how to reduce the processing overhead and the how to reduce the battery consumption. Thus, we think that the unnecessary device behavior should be prevented.

Second, according to current running CR,  if the device does not receive the paging ID match indication from the upper layer from the upper layer upon reception of the new paging message, the device does not deliver/forward the paging ID to the upper layer after reception of the subsequent paging message. This is because the device considers that the contention resolution has failed only when the device triggers the random access procedure. (No match case)
Considering no match case, it is questionable why the device delivers the paging ID only for the re-access case and why does not deliver the paging ID for the no match case. If the delivery of the paging ID for re-access is a safer way, the delivery of the paging ID for no match case should be supported for a safer way. However, we do not see the value of delivering the paging ID. This is because the paging ID shall be the same if the transaction ID in the paging message is the same as the stored transaction ID. Thus, for consistency, both cases should be aligned, and we think that the reasonable way is that the delivery of the paging ID should not be performed for the no match case and the re-access case.	Comment by Huawei, HiSilicon_Rapp3: Thanks for the further discussion. I got a bit confused. What is no match case, do you mean paging all without including paging ID? For group paging, the AS first forward paging ID to upper layer to let upper determine if paging ID is matched. And my understanding is that this double check (both trans ID and paging ID) is a protection from device perspective in abnormal case. But if there is only one reader, and reader implementation is correct, checking only trans ID or checking both should have the same result, so I do not see much issue. 
But if you think this worth more discussion, maybe we can do it based on contribution in next meeting, considering this part has been reviewed via last meeting post email discussion, and companies are ok, then it’s endorsed.
4>	consider the device is selected and indicate it to the upper layers;	Comment by Ofinno - Marta: The object of “indicate” is missing. It can be updated e.g. by including ‘it’ (i.e., indicate it to), including ‘that the device is selected’.	Comment by ZTE(Eswar): Agree!	Comment by Huawei, HiSilicon_Rapp1: Done. Thanks.
3>	else:
4>	forward the contentvalue of the Paging ID field to the upper layers;	Comment by ZTE(Eswar): Forwarding the value is a bit odd… 
Suggest to change it as “contents”. 
Infact, the NAS spec expects the filtering information. But, I guess we can say contents of paging ID is forwarded.	Comment by Huawei, HiSilicon_Rapp1: Good suggestion. Thanks.	Comment by Futurewei (Yunsong): Agree with ZTE. The Paging ID field contains a bitstring with a variable length. The value of the field would be insufficient for interpretation by the upper layers unless the length of the bitstring is also indicated to the upper layers. We are fine to replace “value of” with either “contents of” or “bitstring contained in”.  
4>	if the upper layers indicate that the Paging ID is matched:	Comment by ZTE(Eswar): In the latest available NAS spec, the wording used is “if the filtering information matches the AIoT device permanent identifier, the AIoT device shall indicate to the lower layer that the filtering information is matched”. 

So, we should change “Paging ID” to filtering information. i.e.: 

if the upper layers indicate that the filtering information is matched:
	Comment by Huawei, HiSilicon_Rapp1: Thanks for the comment. The intention is that we define ourself’s field name in MAC spec, the content is referring to SA2/CT4 specification. Then we kind of decouple what they will define for either filtering info or ID by using ours field name. I understand this is also what FW commented. 	Comment by Futurewei (Yunsong): We disagree with ZTE’s suggestion. We believe that the correct terminology used in TS 23.369 and 24.369 is “AIoT identification information”. In the latest TS 24.369, Page 11, it says the following:

NOTE 1:	The AIoT identification information corresponds to paging ID, as defined in 3GPP TS 38.391 [8]).

Therefore, we can stick to “Paging ID” in our spec, given that its linkage to the AIoT CN/NAS terminology is very clear, according to TS 24.369.
5>	consider the device is selected;
3>	if the device is selected:
[bookmark: _Hlk191569777]4>	initiate Contention-Based Random Access procedure as specified in clause 5.3.1;
1>	else (i.e., the Access Type field in the A-IoT Paging message indicates CFA):
2>	release the stored AS ID, if any;	Comment by Futurewei (Yunsong): Editorial: insert “,” after “ID”.	Comment by Huawei, HiSilicon_Rapp1: Done.
2>	release the stored Transaction ID, if any;	Comment by vivo(Boubacar): Typo “;”.	Comment by Huawei, HiSilicon_Rapp1: Done.
2>	forward the contentvalue of the Paging ID field to the upper layers;	Comment by Futurewei (Yunsong): Same comment as before.
2>	if the upper layers indicate that this Paging ID is matched:	Comment by ZTE(Eswar): Same comment as above. Change to: the filtering information is matched	Comment by Futurewei (Yunsong): Same response to ZTE’s suggestion as before, i.e., keep Paging ID. 
3>	consider the device is selected;
3>	initiate Contention-Free Access procedure as specified in clause 5.3.2.
[bookmark: _Toc197703336][bookmark: _Toc207633128]5.3	A-IoT access procedure
[bookmark: _Toc195805181][bookmark: _Toc197703337][bookmark: _Toc207633129]5.3.1	Contention-Based Random Access procedure
[bookmark: _Toc195805182][bookmark: _Toc197703338][bookmark: _Toc207633130]5.3.1.1	Selection of access occasion for D2R transmission of Access Random ID message
If Contention-Based Random Access (CBRA) procedure is initiated due to a reception of A-IoT Paging message according to clause 5.2, the device shall randomly selects an access occasion from the access occasions configured in the A-IoT Paging message for D2R transmission of Access Random ID message, and the start of the access occasion may be provided by based on the A-IoT Paging message or a Access Trigger message. If needed, the device monitors for Access Trigger message until it has received a A-IoT Paging message.	Comment by ZTE(Eswar): Saying “or” here is a bit misleading. It seems to say, it is allowed for the device to just select the AO randomly based on trigger message but not on paging message. Suggest to modify as follows: 

the device shall randomly select an access occasion from the access occasions configured in the A-IoT Paging message for D2R transmission of Access Random ID message based on A-IoT Paging message or Access Trigger message	Comment by Huawei, HiSilicon_Rapp1: Thanks for the good suggestion. I added the part in red fond. But I also keep the last part with some modification, to clarify the relation between access occasion and the trigger message.
The A-IoT MAC entity shall:
1>	apply the D2R Scheduling Info received in the A-IoT Paging message;
1>	generate a random number 'i' in the range: 0 ≤ i ≤ n-1, where n is the number of access occasions configured in A-IoT Paging message;
1>	select an access occasion corresponding to the random number i;
The access occasion can be selected according to a count-down behavior, which starts with the A-IoT Paging message, and continues with subsequent Access trigger message(s), until Access Random ID message is transmitted or next A-IoT Paging message is received. For this, Tthe A-IoT MAC entity should:	Comment by ZTE(Eswar): To be honest, the whole sentence looks a bit odd to me. For instance, what is “counter-based count-down behaviour”? This phrase is vague… I guess, the intention was to not specify all these details… then, may be we can simply delete this? i.e. what exactly is missing without this sentence? 	Comment by Huawei, HiSilicon_Rapp1: I do not have a strong view; this is also based on offline comment. I think the reason is that in the NOTE we say count-down is one way, but we did not say what is count-down in the body text.	Comment by Nokia (Jakob): Based on previous sentence, we believe it can be “may” as even the description can be modified to match a different implementation	Comment by Huawei, HiSilicon_Rapp1: It’s already strange to use should in normative text. :) “should” mean this is a guidance, which is aligned with agreement.
1>	set the ACCESS_OCCASION_COUNTER to 'i';
1>	if ACCESS_OCCASION_COUNTER < m, where m equals to X* (where X and  are defined in clause 6.2.1.6):	Comment by vivo(Boubacar): Not easy to follow through. Maybe an explicit definition for “X, ” can be helpful. 	Comment by Huawei, HiSilicon_Rapp1: We can update based on some solid wording suggestion next time if needed. :)
2>	select the (ACCESS_OCCASION_COUNTER+1)th access occasion from the m access occasion(s) triggered by the A-IoT Paging message;
2>	initiate the transmission of Access Random ID message, as specified in clause 5.3.1.2;
1>	else (i.e. ACCESS_OCCASION_COUNTER >= m):
2>	perform the following procedure upon reception of each Access Trigger message if Access Random ID message has not been transmitted:	Comment by Qualcomm (Ruiming): The condition ‘until Access Random ID message is transmitted’ can be removed. 
Because this bullet ‘2> perform the following procedure upon reception of each Access Trigger message’ just describes the device’s behavior and the condition should be considered in the actual transmission in the bullet of ‘4>	initiate the transmission of Access Random ID message, as specified in clause 5.3.1.2;’
And it could be revised to ‘4>	initiate the transmission of Access Random ID message, as specified in clause 5.3.1.2, upon which the procedure ends;	Comment by Ofinno - Marta: We also suggest repeating the same termination condition added on the paragraph above as follow to avoid confusions across paging cycles. This could be addressed e.g. by,
Option 1) Based on current TP:
“perform the following procedure upon reception of each Access Trigger message until Access Random ID message is transmitted or next A-IoT Paging message is received:”  
Option 2) Considering Qualcomm’s suggestion.
3>	upon reception of A-IoT Paging message, the procedure ends;
Either option would work but TP in alignment to Qualcomm’s suggestion (ie., option 2) might be cleaner.

	Comment by Futurewei (Yunsong): We prefer the Option 1 suggested by Ofinno.	Comment by Huawei, HiSilicon_Rapp1: Thanks for the suggestions. In paging clause, it has been clarified that device always monitor paging, so we do not need to repeat this everywhere. Then I tend to think the suggestion form Qualcomm is simple and clean.
3>	decrement ACCESS_OCCASION_COUNTER by m;
3>	if ACCESS_OCCASION_COUNTER < m:
4>	select the (ACCESS_OCCASION_COUNTER+1)th access occasion from the m access occasion(s) triggered by this Access Trigger message;	Comment by Qualcomm (Ruiming): How to determine the index of access occasion in each Access Trigger message? Should device first go through the frequency domain and then time domain, or first go time domain then frequency for each access trigger message. 	Comment by Huawei, HiSilicon_Rapp1: I understand the online discussion and agreement is to leave some room for device implementation as a compromise. as long as the selection is randomly, then frequency first or time domain first does not matter.
4>	initiate the transmission of Access Random ID message, as specified in clause 5.3.1.2, upon which the procedure ends.
	Comment by Futurewei (Yunsong): We don’t think these two new bullets are needed here. The level-2 bullet above clearly says “for each Access Trigger message”. So, it implies that the device will keep monitoring (for counting purpose) until an ending condition is met.

With the Option 1 suggested by Ofinno to fix the level-2 bullet above, the ending condition will cover the case where the next A-IoT Paging message is received, in which case, we loop back to 5.2.	Comment by Huawei, HiSilicon_Rapp1: Ok, since the last version did not include this branch and many companies have reviewed and no question on it. We could remove this new added part for now. Anything unclear can be fixed in next meeting.
.	Comment by Qualcomm (Ruiming): Should revise to ‘4> monitor for next Access Trigger message or A-IoT Paging message’. RAN2 discussed the case that the Reader implementation may not provide all AOs by Access Trigger messages. Thus, device should also consider to monitor the next paging message 	Comment by ZTE(Eswar): True, but then in any case the device will process the paging message whenever it receives. i.e. this is not the only place where it monitors for paging… even if paging is received before the transmission of random ID message, it will still process it… and all this is already captured in the paging section.
	Comment by Huawei, HiSilicon_Rapp1: Yes, that is why I added “always” in paging clause. But anyway this part is to be removed for now. 	Comment by CATT: Is this needed? 
In the above “2>”, it says “perform the following procedure upon reception of each Access Trigger message until Access Random ID message is transmitted” 
that means if the device does not count down to a value smaller than m, it will not trigger send RN16, otherwise, it will continue monitor access trigger until the condition of smaller than m is satisfied.

	Comment by Huawei, HiSilicon_Rapp1: Removed.
NOTE:	The count-down behaviour defined above does not preclude other device implementation alternatives of random selection of access occasion.
[bookmark: _Toc195805183][bookmark: _Toc197703339][bookmark: _Toc207633131]5.3.1.2	Transmission of Access Random ID message
The A-IoT MAC entity shall:
1>	generate a 16-bit random number 'j' in the range: 0 ≤ j < 216;
1>	set the Random ID field to the ‘j’ in the Access Random ID message;
1>	instruct the physical layer to transmit the Access Random ID message using the selected access occasion as specified in clause 5.3.1.1, and indicate the L1 parameters to the physical layer, as specified in clause 6.2.1.6.
[bookmark: _Toc195805184][bookmark: _Toc197703340][bookmark: _Toc207633132]5.3.1.3	Reception of Random ID Response message
Once the Access Random ID message is transmitted, the device shall monitor for Random ID Response message until it has received [FFS one or kK] message(s) of the Access Trigger message  or theone A-IoT Paging message (i.e., the device shalldoes not monitorprocess for the Random ID Response message after that). The K is configured in the A-IoT Paging message.	Comment by Ofinno - Marta: We suggest the following wording update for clarification on the intended behaviour:
“Once the Access Random ID message is transmitted, the device monitors for Random ID Response message until it has received K messages of the Access Trigger message or the A-IoT Paging message (i.e., the device does not process the Random ID Response message after that). The K is configured in the A-IoT Paging message.”	Comment by Huawei, HiSilicon_Rapp1: Done.	Comment by ZTE(Eswar): message(s)	Comment by Huawei, HiSilicon_Rapp1: Right.	Comment by ZTE(Eswar): Propose to remove the brackets and make it a normative requirement for the device to ignore the message: 

and the device shall ignore the Random ID Response message after that. 
	Comment by Huawei, HiSilicon_Rapp1: Thanks for the comment. Technically, I agree with you that device shall ignore. But I think we do not need to specify it. Otherwise, we need to specify when to ignore other msg.
On the other hand, I think the current description is clear, since here we are specifying a monitoring window, i.e. within the window the device monitor for msg2 and process msg2. What is in the bracket is just a explanation.	Comment by Huawei, HiSilicon_Rapp3: After further offline discussion, there can be a small revision for clarification.
Upon reception of Random ID Response message, the A-IoT MAC entity shall:	Comment by ZTE(Eswar): This procedure is a bit contradictory to the above requirement that the device ignores the response out side the window of K. Because according to this procedure, it shall process it…. 

One option is to modify this like below: 

Upon reception of a Random ID Response message that is not ignored (i.e. Random ID Response message received before the Kth Access Trigger message or the subsequent A-IoT Paging message), the A-IoT MAC entity shall:
	Comment by Futurewei (Yunsong): Could simply say “Upon processing a received Random ID Response message,”	Comment by Huawei, HiSilicon_Rapp1: Thanks for the comment. I appreciate both of your thoroughness. However, based on the window description provided earlier, here should now be unambiguous.
1>	if the device has no stored AS ID (i.e., initial reception of Random ID Response message):
2>	for each ID entry in Random ID Response message:
3>	if the value indicated by Echoed Random ID field is identical to the value of the Random ID field in the transmitted Access Random ID message; and
3>	if the Frequency Index field is present (i.e., Frequency Index Present Indication is set to 1), and the small frequency shift factor indicated by the Frequency Index field matches the value of the small frequency shift factor used for the transmission of Access Random ID message:
4>	consider this CBRA procedure is successful;
4>	if the Assigned AS ID field corresponding to the Echoed Random ID field is included (i.e., AS ID Present Indication field is set to 1):
5>	set AS ID to the value indicated by the Assigned AS ID field and store the AS ID;
4>	else:
5>	set AS ID to the value indicated by the Echoed Random ID field and store the AS ID;
4>	initiate the D2R message transmission as specified in clause 5.4.1, upon which the procedure of processing this Random ID Response message ends;
1>	else:
2>	for each ID entry in the Random ID Response message:
3>	if the Assigned AS ID field corresponding to the Echoed Random ID field is included, and the value indicated by Assigned AS ID field is identical to the stored AS ID; or
3>	if the Assigned AS ID field corresponding to the Echoed Random ID field is not included, and the value indicated by Echoed Random ID field is identical to the stored AS ID:
[bookmark: _Toc195805185]4>	initiate the D2R message transmission as specified in clause 5.4.1, upon which the procedure of processing this Random ID Response message ends.	Comment by Futurewei (Yunsong): Could add another level-4 bullet saying “consider this CBRA procedure is successful;” before this level-4 bullet to mirror the same bullet above.	Comment by Huawei, HiSilicon_Rapp1: It’s already considered as successful after going through the first branch (please note only after msg2 reception once, it may enter into this else branch).
[bookmark: _Toc197703341][bookmark: _Toc207633133]5.3.2	Contention-Free Access procedure
If Contention-Free Access (CFA) procedure is initiated according to clause 5.2, the A-IoT MAC entity shall:
1>	initiate the D2R message transmission as specified in clause 5.4.1.
[bookmark: _Toc197703342][bookmark: _Toc207633134]5.4	A-IoT upper layer data proceduretransmission
[bookmark: _Toc207633135]5.4.1	General
The purpose of this procedure is for a device to transmit or receive upper layer data. 	Comment by ZTE(Eswar): This sentence seems oddly placed and redundant. Perhaps can be removed.	Comment by Huawei, HiSilicon_Rapp1: Ok.
[bookmark: _Toc195805187][bookmark: _Toc197703343][bookmark: _Toc207633136]5.4.21	D2R message transmission
[bookmark: OLE_LINK13]Upon initiation of the procedure corresponding to the A-IoT access procedure or reception of an R2D Upper Layer Data Transfer message which contains either the Data SDU field or the Received Data Size field set to 0, the A-IoT MAC entity shall:	Comment by Futurewei (Yunsong): Editorial: “a” -> “an”.	Comment by Huawei, HiSilicon_Rapp1: Ok.	Comment by Futurewei (Yunsong): Actually, this part is not that important here. What matters is that the R2D Upper Layer Data Transfer message needs to address to the device. Suggest changing the whole paragraph to the following:

Upon initiation of the procedure corresponding to a successful A-IoT CBRA procedure, an A-IoT CFA procedure intended for the device, or reception of a R2D Upper Layer Data Transfer message addressed to the device, the A-IoT MAC entity shall:	Comment by Huawei, HiSilicon_Rapp1: If the R2D message is to provide scheduling info for segments, it should to clause 5.4.4.
[bookmark: _Hlk207576429]1>	apply the D2R Scheduling Info, received in the A-IoT Paging message with Access Type set to CFA or in the Random ID Response message or in the R2D Upper Layer Data Transfer message containing either the Data SDU field or the Received Data Size field set to 0, whichever triggered the initiation of the procedure;	Comment by Fujitsu: A device may receive multiple D2R scheduling Info from different R2D messages. To be accurate:
Apply the last received D2R scheduling Info, ...	Comment by Futurewei (Yunsong): After “0”, could add “, whichever triggered the initiation of the procedure” to address the comment from Fujitsu.
And, if this suggestion is taken, we may not need “containing …” anymore.	Comment by Huawei, HiSilicon_Rapp1: To Fujitsu, I think device does not require to store the D2R scheduling info received for previous D2R data transmission, because for next D2R data, reader always provides the scheduling in the corresponding R2D message. So there should be no ambiguity.
And the suggestion from FW seems make the intention reflected better, so I added “whichever…”. Thanks.

1>	if upper layer data is available to be transmitted:
2>	if the size of the resulting MAC PDU including the total upper layer data is smaller than or equal to the resource size given by the D2R TBS in the D2R Scheduling Info:
3>	generate the D2R Upper Layer Data Transfer message, as follows:
4>	set the More Data Indication field to value 0;
4>	include SDU Length field and Data SDU field;
4>	if the size of the resulting MAC PDU including the total upper layer data is smaller than the resource size given by the D2R TBS in the D2R Scheduling Info:
5>	include the MAC Padding field;	Comment by Futurewei (Yunsong): It is not clearly specified how many MAC padding bits are to be included in the field. Suggest adding the following at the end:
“such that the size of the resulting MAC PDU equals to the resource size given by the D2R TBS in the D2R Scheduling Info”	Comment by Huawei, HiSilicon_Rapp1: In 6.1.1, there is a general description for padding based on TBS.
3>	instruct the physical layer to transmit the D2R Upper Layer Data Transfer message and indicate the L1 parameters to the physical layer, as specified in clause 6.2.1.6;
2>	else (the size of the resulting MAC PDU including the total upper layer data is larger than the resource size given by the D2R TBS in the D2R Scheduling Info):	Comment by vivo(Boubacar): Editorial: for better readability, can add an abbreviation for TBS.	Comment by Huawei, HiSilicon_Rapp1: Done. Thanks.
3>	initiate the segmentation procedure for the upper layer data SDU is to be segmented according to clauseas specified in 5.4.43;
1>	else (i.e., upper layer data is not available to be transmitted):
2>	generate the D2R Upper Layer Data Transfer message, as follows:
3>	set the More Data Indication field to 0[value ffs];	Comment by Huawei, HiSilicon_v0: Agreement:
The reader determines no data available case by SDU length 0.   As more data indication is mandatory, the device sets this bit to "0".  
3>	set the SDU Length field to 0;
3>	if the size of the resulting MAC PDU including no upper layer data is smaller than the resource size given by the D2R TBS in the D2R Scheduling Info:
4>	include the MAC Padding field;	Comment by Futurewei (Yunsong): Same comment as before.
2>	instruct the physical layer to transmit the D2R Upper Layer Data Transfer message and indicate the L1 parameters to the physical layer, as specified in clause 6.2.1.6.
[bookmark: _Toc195805188]NOTE:	It is up to reader’s implementation to avoid segmentation for the D2R Upper Layer Data Transfer message for inventory response.
[bookmark: _Toc197703344][bookmark: _Toc207633137]5.4.32	R2D message reception
Upon reception of anOnce a R2D Upper Layer Data Transfer message is received, the A-IoT MAC entity shall:	Comment by Xiaomi-Yi: Why do we need this new condition? This sentence implies that the D2D message is the trigger of R2D command message. But it is only valid if it is Inventory response. For the case that the D2R Uper Layer Data transfer is the response of a Command message, the device does not expect an R2D Upper Layer Data Transfer message unless there is failure or segmentation. 	Comment by vivo(Boubacar): Agree with Xiaomi.	Comment by Ofinno - Marta: It is good for a device to know when R2D message needs to be monitored. Maybe it can be clarified the applicable scenario e.g. as follows:
“Once a D2R Upper Layer Data Transfer message has been transmitted, the device monitors for A-IoT Paging message and when applicable (i.e., for command) also for R2D Upper Layer Data Transfer message.”	Comment by OPPO: Agree with Xiaomi. the R2D message is not compulsory after the transmission of the D2R message	Comment by Nokia (Jakob): We believe the old wording was better i.e. without the description of D2R transmission and monitoring as we have no condition on monitor other than RAN2 assumtion that the device always monitors based on RAN1 guidance	Comment by Huawei, HiSilicon_Rapp1: Ok, we can follow majority view and revert to last version. And see if anything is needed in next meeting	Comment by Lenovo_Jing2: We also think old wording is better. We think it is clearer when to monitor R2D upper layer data transfer message with the old wording. And the old wording is also aligned with other section e.g. NACK monitoring, Msg2 monitoring etc.	Comment by Huawei, HiSilicon_Rapp3: Already reverted to last version with slightly updated based on suggestion from ZTE and Futurewei as below.	Comment by ZTE(Eswar): “if an R2D upper layer … message is recevied” or 

“Upon reception of an…”	Comment by Futurewei (Yunsong): Prefer the latter.	Comment by Huawei, HiSilicon_Rapp1: Done.
1>	if the device has a stored AS ID and the R2D Upper Layer Data Transfer message is addressed to the device (i.e., the value of AS ID field is identical to the stored AS ID):
2>	if the Choice Indication field indicates that the Data SDU field is included (i.e., CI field set to 1):	Comment by Qualcomm (Ruiming): In the end of this bullet to add ‘(i.e., CI field set to 1)’	Comment by Huawei, HiSilicon_Rapp1: Done.
[bookmark: _Hlk204971873]3>	forward the upper layer data SDU in the Data SDU field to upper layers;
3>	initiate the following D2R message transmission, as specified in clause 5.4.12;
2>	else if the Choice Indication field indicates that the Received Data Size field is included (i.e., CI field set to 0):	Comment by Qualcomm (Ruiming): In the end of this bullet to add ‘(i.e., CI field set to 0)’	Comment by Huawei, HiSilicon_Rapp1: Done.
3>	if the Received Data Size field is set to 0:
4>	initiate the D2R message transmission procedure as specified in clause 5.4.2;
3>		else:
43>	initiateperform the D2R segmentation procedure using this information as specified in clause 5.4.34;	Comment by Lenovo_Jing2: To align with other part, suggest using ‘initiate’	Comment by Huawei, HiSilicon_Rapp3: ok
1>	else if the device has no stored AS ID, and if CFA procedure has been performed in the current procedure:
2>	if the Choice Indication field indicates that the Data SDU field is included:
3>	set AS ID to the value indicated by the AS ID field and store the AS ID;
3>	forward the upper layer data SDU in the Data SDU field to upper layers;
3>	initiate the following D2R message transmission, as specified in clause 5.4.21.
[bookmark: _Toc197703345][bookmark: _Toc207633138][bookmark: _Toc195805189]5.4.43	D2R segmentation
Upon initiation of this D2R segmentation procedure according to clause 5.4.21, or upon reception of R2D Upper Layer Data Transfer message containing the Received Data Size field not set to 0, as specified in clause 5.4.32, after this segmentation procedure is initiated, the A-IoT MAC entity shall:	Comment by Fujitsu: Can be removed.	Comment by Huawei, HiSilicon_Rapp2: This is to clarify after segmentation is triggered, the device will receive scheduling info for following segment.
[bookmark: OLE_LINK15][bookmark: OLE_LINK14][bookmark: OLE_LINK16]1>	apply the received D2R Scheduling Info, received in the R2D Upper Layer Data Transfer message containing the Received Data Size field;	Comment by Fujitsu: A device may receive multiple D2R scheduling Info from different R2D Upper Layer Data Transfer messages. To be accurate:
…, received in the last R2D Upper Layer Data Transfer message ...	Comment by Huawei, HiSilicon_Rapp1: See reply for the previous comment of adding “last”.	Comment by Futurewei (Yunsong): Actually, the R2D Upper Layer Data Transfer message here may not always contain the Received Data Size field, because this D2R segmentation procedure is also initiated for the very first segment of a segmented transmission, which is triggered by an R2D Upper Layer Data Transfer message containing the command. Suggest changing to the following (also addressing the comment raised by Fujitsu above):

received in the R2D Upper Layer Data Transfer message that triggers this D2R segmentation procedure containing the Received Data Size field;	Comment by Huawei, HiSilicon_Rapp1: here we should also cover the case of segment scheduling.
1>	generate the D2R Upper Layer Data Transfer message for this segment according to resource size given by the D2R TBS in the D2R Scheduling Info, as follows:
2>	include the SDU Length field and set the Data SDU field to include the segment which starts from the (x+1)th byte of the original upper layer data SDU, where x=0 if the Received Data Size field is not included, otherwise x equals to the value indicated by the Received Data Size field;
2>	if the segment is the last segment of the original upper layer data SDU:
3>	set More Data Indication field to value 0;
3>	if the size of the resulting MAC PDU including the segment is expected to be smaller than the resource size given by the D2R TBS in the D2R Scheduling Info:	Comment by vivo(Boubacar): Prefer to remove “expected to be ”, to be aligned with description in other places in the same subclause 5.4, e.g., see highlighted yellow without “expected to be”.

2>	if the size of the resulting MAC PDU including the total upper layer data is smaller than or equal to the resource size given by the D2R TBS in the D2R Scheduling Info:
4>	if the size of the resulting MAC PDU including the total upper layer data is smaller than the resource size given by the D2R TBS in the D2R Scheduling Info:	Comment by Huawei, HiSilicon_Rapp1: Ok.
4>	include the MAC Padding field;	Comment by Futurewei (Yunsong): Same as before, it is not clearly specified how many MAC padding bits are to be included. Suggest adding the following at the end:
“such that the size of the resulting MAC PDU equals to the resource size given by the D2R TBS in the D2R Scheduling Info”

With this addition, we can agree with vivo to remove “expected to be” or replace it with “otherwise” in the level-3 bullet above.	Comment by Huawei, HiSilicon_Rapp1: See reply above.
2>	else:
3>	set More Data Indication field to value 1;
1>	instruct the physical layer to transmit the D2R Upper Layer Data Transfer message and indicate the L1 parameters to the physical layer as specified in clause 6.2.1.6.
[bookmark: _Toc195805190][bookmark: _Toc197703346][bookmark: _Toc207633139][bookmark: _Hlk201216329]5.5	Failure detection
[bookmark: _Toc207633140][bookmark: _Hlk201216286]5.5.1	General
The purpose of this procedure is to determine the failure cases.
[bookmark: _Toc207633141]5.5.2	Detection of data transmission failure
Once the device transmitted the first D2R Upper Layer Data Transfer message after CBRA procedure, the A-IoT MAC entity shall monitors for NACK Feedback message until the device receives a A-IoT Paging message or R2D Upper Layer Data Transfer message addressed to the device (i.e., the device does not process NACK Feedback message after that).	Comment by Xiaomi-Yi: Why do we need this change? Looks like, the NACK is applied for R2D data transmission, or CFA which is not true. 	Comment by Ofinno - Marta: 38.300 CR explains in section 16.x.5.3 that the first D2R Upper Layer Data Transfer message is part of the access procedure (as this is the MSG3 for CBRA). Maybe the following update could avoid confusions on this:
“Once the device transmitted the first D2R Upper Layer Data Transfer message (i.e., A-IoT MSG3) for CBRA after A-IoT access procedure,”	Comment by Huawei, HiSilicon_Rapp1: I agree with Xiaomi and Lenovo, here only CBRA applies.
To Ofinno, “data transfer ….for CBRA” seems a bit strange…so for now, I keep the previous wording, I guess we can massage it in next meeting if needed.
	Comment by Lenovo-Jing: Similar view as Xiaomi, Based on RAN2#129bis meeting agreement ‘For CFRA, NACK feedback and re-access is not supported.’ and ‘For CBRA, as a baseline, NACK based mechanism is applied only to the Msg3.’ Seems it’s better to not change ‘CBRA’ to ‘A-IoT access, otherwise, it may be misunderstood that NACK can be used for CFA
Upon reception of NACK Feedback message, the A-IoT MAC entity shall:
1>	for each AS ID entry in the NACK Feedback message:
2>	if the value indicated by the AS ID field is identical to the stored AS ID:
3>	release the stored AS ID;	Comment by Huawei, HiSilicon_v0: Agreement:
Upon reception of NACK message addressed to the device, its AS ID is released
3>	consider that the current procedure associated with the stored Transaction ID failed, upon which this procedure of processing NACK Feedback message ends.
[bookmark: _Toc207633142]5.5.3	Detection of failure related to access procedure
Upon reception of A-IoT Paging message as specified in clause 5.2, tThe A-IoT MAC entity shall:	Comment by Ofinno - Marta: We suggest simplify current procedure and also clarify when the procedure is actually initiated.

“Upon CBRA procedure has been initiated as specified in clause 5.3.1, the A-IoT MAC entity shall:
1>	if CBRA procedure has been initiated as specified in clause 5.3.1:
2>	upon reception of A-IoT paging message is received and 3>	if CBRA procedure has not been considered as successful as specified in clause 5.3.1.3:
2>4>	consider that the current CBRA procedure associated with the stored Transaction ID failed.

	Comment by Huawei, HiSilicon_Rapp1: How about we put all conditions in the level-1, maybe better?
1>	if CBRA procedure has not been initiatedconsidered as successful as specified in clause 5.3.1.3; and:
21>	upon reception of A-IoT Paging message; and	Comment by Lenovo-Jing: According to the following agreement in RAN2#130 meeting, the CBRA is considered failed based on the Msg2 reception boundary, instead of subsequent paging message. One possible change is to remove 2>	upon  reception of A-IoT paging message:

A device expecting MSG2 assumes CBRA failure if its MSG2 is not received before a boundary,	Comment by Huawei, HiSilicon_Rapp1: See reply above. 	Comment by Samsung-Weiwei: Shall we also add another condition, i.e., the reception of K Access Trigger message after the transmission of Msg1?

In RAN2#130, we reached the agreement that the boundary is used to determine the CBRA failure, i.e., 

A device expecting MSG2 assumes CBRA failure if its MSG2 is not received before a boundary, where the boundary can be further downselected between option B and C below.  A device receiving MSG2 within this boundary transmits MSG3. The device does not process MSG2 (re)transmission received after the boundary. 
Option B – the boundary is the reception of either the next R2D trigger message or the subsequent paging message 
Option C – the boundary is the reception of either the kth R2D trigger message or the subsequent paging message (K is FFS)
Option A (the boundary being the subsequent paging only) is excluded.
	For option C, further discuss in terms of complexity at the device vs reader flexibility.	Comment by ZTE(Eswar): Agree with this comment. 
But, as long as it is crystal clear that the device ignores the Random access response received outside the window, it doesn’t matter if the failure is declared immediately or upon paging reception. But, currently in section 5.3.1.3, it is a bit ambiguous … Please see comments in that section. … if we can somehow fixt that then may be we can leave this as it is.	Comment by Huawei, HiSilicon_Rapp1: Ok, I see your point. But here two cases are covered, one is device has transmitted msg1, but not received msg2; the other is device has not transmitted msg1. That is why we use the condition, if CBRA is initiated.
the description of option C is in 5.3.1.3.
and as ZTE commented, when to declare failure is not important, because the reaccess can only happen after subsequent paging.
Please note the intention here is not to define CBRA failure but a general failure so that reaccess can have a unified trigger (i.e. a general failure). So I changed the title to avoid confusion.
1>	if CBRA procedure has not been considered as successful as specified in clause 5.3.1.3:
2>	consider that the current procedure associated with the stored Transaction ID failed.
[bookmark: _Toc197703347][bookmark: _Toc207633143]6	Protocol Data Units, formats and parameters
[bookmark: _Toc185623686][bookmark: _Toc29239875][bookmark: _Toc52796561][bookmark: _Toc37296273][bookmark: _Toc46490404][bookmark: _Toc52752099][bookmark: _Toc197703348][bookmark: _Toc207633144]6.1	Protocol Data Units
[bookmark: _Toc195805193][bookmark: _Toc29239876][bookmark: _Toc52752100][bookmark: _Toc185623687][bookmark: _Toc52796562][bookmark: _Toc46490405][bookmark: _Toc37296274][bookmark: _Toc197703349][bookmark: _Toc207633145]6.1.1	General
An A-IoT MAC Protocol Data Unit (PDU) is the data unit format in which the A-IoT MAC message is encapsulated for transmission through the lower layer of the A-IoT protocol stack. An A-IoT MAC PDU is a bit string that is byte aligned (i.e., multiple of 8 bits) in length, except the Access Trigger message. The contents of each A-IoT MAC message are specified in clause 6.2 using tables to specify the fields in the message. In the tables, the most significant bit is the leftmost bit of the first line of the table, the least significant bit is the rightmost bit on the last line of the table, and more generally the bit string is to be read from left to right and then in the reading order of the lines. The bit order of each parameter field within a MAC PDU is represented with the first and most significant bit in the leftmost bit and the last and least significant bit in the rightmost bit.
An A-IoT MAC SDU is a bit string that is byte aligned (i.e., multiple of 8 bits) in length. A MAC SDU is included into a MAC PDU from the first bit onward.
A-IoT MAC Padding is placed at the end of the A-IoT MAC PDU of D2R message if present. Presence and length of padding is determined based on TBS corresponding to the A-IoT MAC PDU.
The R2D message type represents the set of A-IoT MAC messages that are sent from the reader to the device on the R2D transport channel. The R2D message names and the values of R2D message type are specified in Table 6.1-1.
Table 6.1-1: R2D Message Type
	R2D Message Type value
	R2D message name

	000
	Reserved

	001
	A-IoT Paging message

	010
	Access Trigger message

	011
	Random ID Response message

	100
	R2D Upper Layer Data Transfer message

	101
	NACK Feedback message

	110
	Reserved

	111
	Reserved



The D2R message type is the set of A-IoT MAC messages that are sent from the device to the reader on the D2R transport channel. The D2R message names and the values of D2R message type are listed in Table 6.1-2. 
Table 6.1-2: D2R Message type
	D2R Message Type value
	D2R message name

	N/A
	Access Random ID message

	N/A00
	D2R Upper Layer Data Transfer message

	01
	Reserved

	10
	Reserved

	11
	Reserved


Editor’s Note:	FFS D2R message type. Current running CR will capture no message type, but we can revisit this next meeting and also consider if any other bits are needed for the MAC header.
[bookmark: _Toc197703350][bookmark: _Toc207633146]6.2	A-IoT MAC messages
[bookmark: _Toc195805195][bookmark: _Toc197703351][bookmark: _Toc207633147]6.2.1	R2D messages
[bookmark: _Toc195805196][bookmark: _Toc197703352][bookmark: _Toc207633148]6.2.1.1	A-IoT Paging message
Figure 6.2.1.1-1 and 6.2.1.1-2 show the formats of the A-IoT Paging message.
The fields in this message are defined as follows:
[bookmark: OLE_LINK1][bookmark: OLE_LINK11][bookmark: OLE_LINK12]-	R2D Message Type: This field indicates the message type. See the Table 6.1-1. The length of the field is 3 bits.
-	R2D TBS: This field indicates the TBS of this message. The value can be {1, 2, …, 124, 125} byte(s). The length of the field is 7 bits.
-	R: This field is a future extension indication. The length of the field is 1 bit, with the value set to 0 in this release. 
-	Access Type (AT): This field indicates CBRA (when set to 1) or CFA (when set to 0). The length of the field is 1 bit.
	D2R Scheduling Info: This field contains the physical layer parameters used for D2R transmission. The child fields are defined in clause 6.2.1.6.
For CBRA, the following fields are further included:
-	Transaction ID: This field associates an inventory procedure or command procedure as specified in TS 38.300 [3]. The length of the field is 6 bits.
[bookmark: OLE_LINK3]-	Paging ID Presence Indication (PIPI): This field indicates whether Paging ID and Length of Paging ID fields are present (when set to 1) or absent (when set to 0). The length of the field is 1 bit.	Comment by Futurewei (Yunsong): Editorial: add “fields” before “are”.	Comment by Huawei, HiSilicon_Rapp1: Ok.
-	Paging ID Length: This field indicates the length of the Paging ID field in unit of bits when Paging ID field is present. If present, Tthe length of the field is 8 bits. 	Comment by Futurewei (Yunsong): -> “in the unit of bits”	Comment by Huawei, HiSilicon_Rapp1: Done.	Comment by Futurewei (Yunsong): Could add “if present,” before “The”.	Comment by Huawei, HiSilicon_Rapp1: Done.
-	Paging ID: If present, Tthis field contains AIoT Identification Information (as defined in TS 23.369 [4], clause 5 and TS 23.003 [5]). This field is of variable length.	Comment by Futurewei (Yunsong): Could add “if present,” before “This”.	Comment by Huawei, HiSilicon_Rapp1: Done.
-	Transaction ID: This field associates an inventory procedure or command procedure as specified in TS 38.300 [3]. The length of the field is xxx bits.
-	Number of Access Occasions: This field indicates the number of access occasions. The length of the field is 4 bits. The value 0 (i.e., 0000) indicates the number of access occasions is 20. The value 1 (i.e., 0001) indicates the number of access occasions is 21. The value 2 (i.e., 0010) indicates the number of access occasions is 22. And so on. The maximum number of access occasions is 215 when this field is set to 15 (i.e., 1111).	Comment by Huawei, HiSilicon_v0: Editor’s clarification:
The agreement is to “Clarify that CBRA can be used by reader for single device.”.
Considering the AO number can be set to one, and there is no restriction in spec that CBRA cannot be used for single device, which seems to be sufficient.
	D2R Scheduling Info: This field contains the physical layer parameters used for D2R transmission. The child fields are defined in clause 6.2.1.6. The length of the field is 18 bits.	Comment by vivo(Boubacar): I think it should be18 bits or according to clause 6.2.1.6 if I understand correctly, or am I missing something?
According to clause 6.2.1.6, for D2R Scheduling Info in CBRA paging msg:
Contain only one of Frequency Resource IndicationBroadcast (8-bit bitmap) and Frequency Resource IndicationUnicast(3bit frequency index);
Does not contain D2R TBS field (7-bit)

The sentence from clause 6.2.1.6:
The D2R TBS field is absent in the D2R Scheduling Info field contained in A-IoT Paging message indicating CBRA,
	Comment by Huawei, HiSilicon_Rapp1: Right, for random number, D2R TBS is not needed.
-	K: This field indicates that the value K is 1 (when set to 0) or 4 (when set to 1) used for determining monitor window for Random ID Response message. The length of the field is 1 bit.
-	Fill Bits: This field is of variable size and is optionally present. It can be used to pad for byte alignment (1-7 bits) and/or contain future extensions. In this release, the device shall ignore the values of this field.	Comment by Huawei, HiSilicon_v0: Agreement:
Paging message can be extended to add more fields at the end of the message in further releases, and Rel-19 devices ignore the extension parts added in future release instead of dropping the whole message, without extension indication.
Paging and Msg2 (Variable bit length): add one “fill field” in the end of the message (1~7bits).
For CFA, the following fields are further included:
-	Paging ID Length: This field indicates the length of the Paging ID field in unit of bit. The length of the field is 8 bits. 
-	Paging ID: This field contains AIoT Identification Information (as defined in TS 23.369 [4], clause 5 and TS 23.003 [5]). This field is of variable length.
	D2R Scheduling Info: This field contains the physical layer parameters used for D2R transmission. The child fields are defined in clause 6.2.1.6. The length of the field is 24 bits.
-	Fill Bits: This field is of variable size, and can be used to pad for byte alignment (1-7 bits) and/or contain future extensions. In this release, the MAC entitydevice shall ignore the values of this field.	Comment by vivo(Boubacar): According to Uu MAC spec in TS 38.321 6.1.1	General, there is a sentence see below:
The MAC entity shall ignore the value of the Reserved bits in downlink MAC PDUs.”
As observed above, there are 2 comments from us:
It is more conformed to use “the A-IoT MAC entity” instead of describing a physical device. 
Text related to handling of Fill Bits/R bits occurs in many places i.e., “the device ignores the value”, we think it is better to remove them and introduce one general sentence in subclause 6.1.1 to simplify the A-IoT MAC spec.	Comment by Huawei, HiSilicon_Rapp1: Fine. I received similar comments in last meeting as well, so will update according to companies’ view.





Figure 6.2.1.1-1: MAC PDU of A-IoT Paging message indicating CBRA	Comment by vivo(Boubacar): Paging ID has variable length. But in this figure, the length is 14 bits.
Moving paging ID to the end of format and with dots: “… “ for variable length would be more illustrative.	Comment by Huawei, HiSilicon_Rapp1: How about clarifying that paging ID is of varible length in field description. People need to see both of field description and format figure.	Comment by Qualcomm (Ruiming): Due to the variable length of Paging ID field, in the figure, the Number of Access Occasions field may not always be present from the start of one Octet. It is better to add this clarification in somewhere.	Comment by Huawei, HiSilicon_Rapp1: If paging ID is clarified to be varible length, it should be obvious that the location of AO number can move.





[bookmark: _Hlk201323157]Figure 6.2.1.1-2: MAC PDU of A-IoT Paging message indicating CFA	Comment by vivo(Boubacar): See similar comment above.
Editor’s Note:	FFS the length of transaction ID.
[bookmark: _Toc195805197][bookmark: _Toc197703353][bookmark: _Toc207633149]6.2.1.2	Access Trigger message
Figure 6.2.1.2-1 shows the format of the Access Trigger message.
The field in this message is defined as follows:
-	R2D Message Type: This field indicates the message type. See the Table 6.1-1. The length of the field is 3 bits.




Figure 6.2.1.2-1: MAC PDU of Access Trigger message	Comment by Qualcomm (Ruiming): The ‘Oct 1’ can be removed from the figure. Since this format is not byte-aligned PDU.	Comment by Huawei, HiSilicon_Rapp1: Ok.
[bookmark: _Toc195805198][bookmark: _Toc197703354][bookmark: _Toc207633150][bookmark: OLE_LINK5]6.2.1.3	Random ID Response message (Msg2 in CBRA)
Figure 6.2.1.3-1 shows the format of the Random ID Response message. 
The fields in this message are defined as follows:
[bookmark: _Hlk200101328]-	R2D Message Type: This field indicates the message type. See the Table 6.1-1. The length of the field is 3 bits.
-	R2D TBS: This field indicates the TBS of this message. The value can be {1, 2, …, 124, 125} byte(s). The length of the field is 7 bits.
-	D2R Scheduling Info: This field contains the physical layer parameters used for D2R transmission. The child fields are defined in clause 6.2.1.6. The length of the field is 24 bits.	Comment by CATT: Regarding vivo comment, for msg2, it seems the device cannot predict how many echoed devices are included in msg2. So frequency resource indication should be the broadcast mode, i.e., 8 bit.
	Comment by Huawei, HiSilicon_Rapp1: Agree. 
-	Frequency Index Present Indication (FIPI): This field indicates whether the Frequency Index field is present (when set to 1) in each ID entry or not (when set to 0). This field applies to all ID entry(ies). The length of the field is 1 bit.
-	This message includes an ID entry list, which consists of at most 8 ID entries with the following fields included in each ID entry:
-	Frequency Index: This field indicates the small frequency shift factor value of the access occasion associated to the Echoed Random ID. The first codepoint (i.e., 000) presents the first value in {1, 2, 4, 8, 16, 32, 64, 128}, the second codepoint (i.e., 001) presents the second value in {1, 2, 4, 8, 16, 32, 64, 128}, and so on. The length of the field is 3 bits.
-	Echoed Random ID: The length of the field is 16 bits. 
-	AS ID Presence Indication (AIPI): This field indicates whether a AS ID is assigned (when set to 1) for the corresponding Echoed Random ID or not (when set to 0). The length of the field is 1 bit.
-	Assigned AS ID: This field provides the value of assigned AS ID which is 16 bits, when AS ID Present Indication field is set to 1.
-	Fill Bits: This field is of variable size and is optionally present. It can be used to pad for byte alignment (1-7 bits).	Comment by Lenovo-Jing: Fill bits should be per-Msg2 instead of per-entry. So seems the indentation is not right	Comment by Huawei, HiSilicon_Rapp2: Good catch!
Editor’s Note:	FFS how to include multiple echoed random ID(s).




Figure 6.2.1.3-1: MAC PDU of Random ID Response message	Comment by vivo(Boubacar): Editorial: FI in the figure should be changed to FIPI; AI in the figure should be changed to AIPI	Comment by Lenovo-Jing: Same comments as Vivo	Comment by Qualcomm (Ruiming): Same comments as Vivo	Comment by Huawei, HiSilicon_Rapp1: Done. Thank.
[bookmark: _Toc197703355][bookmark: _Toc207633151]6.2.1.4	R2D Upper Layer Data Transfer message 
Figure 6.2.1.4-1 and Figure 6.2.1.4-2 show the formats of the R2D Upper Layer Data Transfer message. 
The fields in this message are defined as follows:
[bookmark: _Hlk199845321]-	R2D Message Type: This field indicates the message type. See the Table 6.1-1. The length of the field is 3 bits.
-	R2D TBS: This field indicates the TBS of this message. The value can be {1, 2, …, 124, 125} byte(s). The length of the field is 7 bits.
-	AS ID: This field provides/indicates the value of AS ID. The length of the field is 16 bits.
-	D2R Scheduling Info: This field contains the physical layer parameters used for D2R transmission. The child fields are defined in clause 6.2.1.6. The length of the field is 19 bits.
-	Choice Indication (CI): This field indicates either Data SDU field is included (when set to 1) or Received Data Size field is included (when set to 0). The length of the field is 1 bit.
When Data SDU field is included:
-	R: The 2 bits are set to 0, and the device ignores the value. 	Comment by Qualcomm (Ruiming): No need to have subscript 1, 2, … of each R. Just use R for all Reserved bits. (same comments for other R1, R2, …)	Comment by Huawei, HiSilicon_Rapp1: Ok.
-	Data SDU: This field contains the upper layer data. This field is of variable size.
When Received Data Size field is included:
-	R: The 3 bits are set to 0, and the device ignores the value. 
-	Received Data Size: This field is to indicate the number of bytes successfully received by the reader. This field is 7 bits.	Comment by Futurewei (Yunsong): Could add “of a MAC SDU that have been” after “bytes”.	Comment by Huawei, HiSilicon_Rapp1: I think from procedure, how this field is to be used should clear.





Figure 6.2.1.4-1: MAC PDU of R2D Upper Layer Data Transfer message containing Data SDU






Figure 6.2.1.4-2: MAC PDU of R2D Upper Layer Data Transfer message containing Received Data Size
[bookmark: _Toc207633152]6.2.1.5	NACK Feedback message
Figure 6.2.1.5-1 shows the format of the NACK Feedback message.
The field in this message is defined as follows:
-	R2D Message Type: This field indicates the message type. See the Table 6.1-1. The length of the field is 3 bits.
-	R2D TBS: This field indicates the TBS of this message. The value can be {1, 2, …, 124, 125} byte(s). The length of the field is 7 bits.	Comment by Futurewei (Yunsong): Could add: “ in the unit of bytes” before period.	Comment by Huawei, HiSilicon_Rapp1: Ok.
-	R: The 6 bits are set to 0, and the device ignores the value. 	Comment by CATT: No need to differentiate the R bits	Comment by Huawei, HiSilicon_Rapp1: Updated.
-	This message include a AS ID entry list which consists of one or multiple AS ID entries with the following field included in each AS ID entry:
-	AS ID: This field indicates transmission failure for the device identified by this AS ID. The length of the field is 16 bits.





Figure 6.2.1.5-1: MAC PDU of NACK Feedback message
[bookmark: _Toc207633153][bookmark: _Hlk201085284]6.2.1.6	D2R Scheduling Info field description 
This clause defines the child fields contained in D2R Scheduling Info field. See the Table 6.2.1.6-1.
For the child fields except Frequency Resource Indication, the set of valid values is given in the table and configured in the form of an enumeration type. A field with L bits can provide 2L codepoints. For instance, if L=2, the first codepoint (i.e., 00) represents the first value within the value range. The second codepoint (i.e., 01) represents the second value within the value range. And so on. If the number V of valid values in the value range is less than 2L, the codepoints after the (V+1)th codepoint are not to be used in this release.
The Time Resource Indication field is only present in the D2R Scheduling Info field contained in A-IoT Paging message indicating CBRA. The D2R TBS field is absent in the D2R Scheduling Info field contained in A-IoT Paging message indicating CBRA, and present in the D2R Scheduling Info field contained in A-IoT Paging message indicating CFA, Random ID Response message, and R2D Upper Layer Data Transfer message. The Frequency Resource IndicationBroadcast field is only present in the D2R Scheduling Info field contained in A-IoT Paging message and Random ID Response message. The Frequency Resource IndicationUnicast field is only present in the D2R Scheduling Info field contained in R2D Upper Layer Data Transfer message. All other fields are present in the D2R Scheduling Info field contained in A-IoT Paging message, Random ID Response message, and R2D Upper Layer Data Transfer message.	Comment by Lenovo_Jing2: Also contained in A-IoT paging message indicating CBRA	Comment by Huawei, HiSilicon_Rapp3: Right, thanks.	Comment by CATT: This general description does not align with the agreement, because now we define separated fields of Frequency Resource IndicationBroadcast and Frequency Resource IndicationUnicast for broadcast and unicast, respectively. Only one of them can be included in a certain D2R scheduling info.	Comment by Huawei, HiSilicon_Rapp1: Good point. Updated now.
After applying the D2R Scheduling Info field, the MAC entity derives the parameters (listed in the last column in Table 6.2.1.6-1) and indicates them to the physical layer. The MAC entity also derives some configurations to be used in MAC, e.g., X, , D2R TBS.
Table 6.2.1.6-1: Child fields of D2R Scheduling Info field	Comment by Lenovo-Jing: Could we have two table: one is for multiple D2R resource case, and another one is for single D2R resource case. Or could in somewhere to describe which case contains which parameters.	Comment by Huawei, HiSilicon_Rapp1: Considering only one field have two formats, using one table seems simple, and the field description itself clarifies when present.
	Field name
	Length
	Value range
	Description
	Indicated L1 parameter in TS 38.291 [2]

	Time Resource Indication
	1 bit
	{1, 2}
	The number of time domain resource of access occasions triggered by A-IoT Paging message or one Access Trigger message, i.e., X.
	N/A

	Bit Duration

	3 bits
	{2, 1, 1/2, 1/4, 1/8, 1/16, 1/32, 1/96} ,
where 
	The duration in microseconds of each D2R bit.
	

	Frequency Resource IndicationBroadcast
	8 bits
	An 8-bit bitmap. 

The values of small frequency shift factor are {1, 2, 4, 8, 16, 32, 64, 128}.

In the bitmap, the first/leftmost bit of the bitmap corresponds to the first value of small frequency shift factor, the second bit corresponds to the second value of small frequency shift factor, and so on. For each bit, value 0 indicates that the corresponding value is not allowed, while value 1 indicates that the corresponding value can be used.

	This field indicates:
· the set of potential small frequency shift factors when present in A-IoT Paging message for CBRA. Each small frequency shift factor corresponding to X access occasion(s).  is the number of frequency domain resource of access occasions triggered by A-IoT Paging message or one Access Trigger message, i.e., the number of bits set to value 1. Or
· one value of small frequency shift factor when present in A-IoT Paging message for CFA, R2D Upper Layer Data Transfer message. Or
· one or multiple values of small frequency shift factor when present in Random ID Response message. A device determines its small frequency shift factor value for the following D2R transmission based on its order of Echoed Random ID field in the Random ID Response message, i.e., the i-th device selects the i-th small frequency shift factor.	Comment by Fujitsu: This is the only place to describe how the device gets its frequency info in Msg2. Clarification is necessary. Suggest the following change:
...based on the order of its matched ID entry, i.e., if it’s Random ID and frequency index (if applicable) used in Access Random ID message transmission match the i-th ID entry in the Random ID Response message, then use the value corresponding to the i-th '1' bit starting from the LSB as its small frequency shift factor. Reader implementation should ensure that the number of  1’s in the bitmap should be the same as the number of ID entries.	Comment by OPPO: Agree with Fujitsu. At least ascending or descending order need to indicated	Comment by Huawei, HiSilicon_Rapp1: Ok, try to add a simple clarification.

Regarding different Bit Duration, only the following values can be indicated to 1 in the bitmap:
· {1, 2, 4, 8, 16, 32, 64, 128}, when Bit Duration is configured to μs;
· {1, 2, 4, 8, 16, 32, 64}, when Bit Duration is configured to μs;
· {1, 2, 4, 8, 16, 32}, when Bit Duration is configured to  μs;
· {1, 2, 4, 8, 16}, when Bit Duration is configured to  μs;
· {1, 2, 4, 8}, when Bit Duration is configured to  μs;
· {1, 2, 4}, when Bit Duration is configured to  μs;
· {1, 2}, when Bit Duration is configured to  μs;
· {1}, when Bit Duration is configured to  μs.
	associated to the selected access occasion or configured resource for D2R transmission

	Frequency Resource IndicationUnicast
	3 bits
	{1, 2, 4, 8, 16, 32, 64, 128}

	This field indicates a value of small frequency shift factor when present in R2D Upper Layer Data Transfer message. 

	associated to the configured resource for D2R transmission

	Block Repetition number
	1 bit
	{1, 2}
	The block repetition number.
	

	Channel Coding Indicator
	1 bit
	{FEC, no FEC}
	The channel coding indicator.
	

	Interval Bits
	2 bits
	{S*48, S*96, S*168, S*240}, S is a scale factor, and equals to:
· 1, when Bit Duration is configured to  μs;
· 2, when Bit Duration is configured to  μs;
· 4, when Bit Duration is configured to  μs;
· 8, when Bit Duration is configured to  μs;
· 16, when Bit Duration is configured to  μs;
· 32, when Bit Duration is configured to  μs;
· 64, when Bit Duration is configured to  μs;
· 192, when Bit Duration is configured to  μs.
	The interval in bits for D2R midamble insertion.
	

	Sequence Length Indicator
	1 bit
	{short, long}
	Sequence length indicator for D2R preamble/midamble.
	

	Additional Midamble Indicator
	1 bit
	{absent, present}
	Additional D2R midamble insertion indicator.
	

	D2R TBS

	7 bits
	{1, 2, …, 124, 125}, i.e. integers from 1 to 125.
	The D2R transport block size in bytes.
	


[bookmark: _Toc197703356][bookmark: _Toc207633154]6.2.2	D2R messages
[bookmark: _Toc195805201][bookmark: _Toc197703357][bookmark: _Toc207633155]6.2.2.1	Access Random ID message (Msg1 in CBRA)
Figure 6.2.2.1-1 shows the format of the Access Random ID message. 
The field in this message is defined as follows:
[bookmark: OLE_LINK2]-	Random ID: This field includes a 16-bit random number.


Figure 6.2.2.1-1: MAC PDU of Access Random ID message
[bookmark: _Toc195805202][bookmark: _Toc197703358][bookmark: _Toc207633156]6.2.2.2	D2R Upper Layer Data Transfer message
Figure 6.2.2.2-1 shows the format of the D2R Upper Layer Data Transfer message.
The fields in this message are defined as follows:
-	D2R Message Type: This field indicates the message type. See the Table 6.1-2. The length of the field is 2 bits.
-	R: The 6 bits are set to 0.
-	More Data Indication (MDI): This field indicates whether there are more upper layer data to be sent from the device (when set to 1) or not (when set to 0). This length of this field is 1 bit.
[bookmark: OLE_LINK6]-	SDU Length: This field indicates the length of the Data SDU field in the unit of byte. The length of this field is 7 bits.
-	Data SDU: This field is of variable length and includes the upper layer data.
-	MAC Padding: This field includes padding bits. This field is optional.




Figure 6.2.2.2-1: MAC PDU of D2R Upper Layer Data Transfer message
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[bookmark: _Hlk199843629]
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[bookmark: _Toc197703359][bookmark: _Toc207633157]Annex <X> (informative):
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[bookmark: _Toc207633158]Annex
No MAC impact
Captured

Agreements
1. RAN2 thinks it is feasible from a signalling perspective to add the 128 bits.  However, from RAN2 perspective the less overhead the better, so SA3 should avoid adding additional parameters if possible.  
2. Indicate to SA3 that RAN2 tries to minimize number of bits required.   Have a maximum size of 1000bits, and whatever they include has to fit in the 1000bits considering bits from all TSG.
3. RAN2 will wait for SA3 conclusions in October on whether the “128bit random number in the paging request message” is always required or not.  
4. Reply to SA3 
-     RAN2 thinks it is feasible from a signalling perspective to add the 128 bits.  However, from RAN2 perspective the less overhead the better, so SA3 should avoid adding additional parameters if possible.  
-     Indicate to SA3 that RAN2 tries to minimize number of bits required.   Have a maximum size of 1000bits, and whatever they include has to fit in the 1000bits considering bits from all TSG.   
-	Indicate space pressure from all the WG


Agreements
1	RAN2 confirms how to generate transaction ID is left to reader (no spec impact)
2	8-bit length field (in unit of bit) is assumed to indicate the paging ID length, based on current SA2/CT4 conclusion. 
3	RAN2 confirms the pervious RAN2 baseline that transaction ID is not included in paging message for CFRA.  Clarify that CBRA can be used by reader for single device. 
4	No entry number is included in either Msg2 or NACK feedback message.  RAN2 understands that device can decode the entries one by one till message end, other implementations are not precluded (we will not capture this in the spec).   
5	R2D TBS information is not included in the Access Trigger message. 
6	Add a 7-bit R2D TBS field (in unit of byte) after R2D message type indication in variable-length R2D messages (i.e., Paging message, Random ID Response message, R2D Upper Layer Data Transfer message, NACK Feedback message). 
7	6 bits for Transaction ID length. 
8	Explicit AS ID release message is not needed.
9	For forward compatibility:	
-	Paging message can be extended to add more fields at the end of the message in further releases, and Rel-19 devices ignore the extension parts added in future release instead of dropping the whole message, without extension indication. Future extension using the same message type is not supported for R2D messages other than paging message.  
-	No version bit will be introduced 
-	Remove the R-field in paging message from the running CR
-	Use 3-bit R2D message type.   
10	A 2 bits D2R message type is introduced in this release.  For Rel-19 only one message type exists for D2R message.  RN16 doesn’t include message type as already agreed.  
11	Access Trigger message is 3 bits and no padding bits are added (i.e. not byte aligned)  

Agreements
1	Keep current agreement.   The reader should provide enough access trigger to cover at least signalled AOs in current round, unless the reader choses to start the subsequent paging round.    Capture in stage 2 and rapporteur will work in the wording.   

Agreements 
1. RAN2 confirms that R2D trigger message does not include slot number/count down number in this release
2. RAN2 acknowledges the problem, and it is up to reader implementation to avoid the mismatch between reader and device due to the miss of the A-IoT paging message with updated configurations in this release.  RAN2 will not add any explicit information in this release to address this problem


Agreements
1. 3-bit frequency index is optionally included with each echoed random ID in MSG2.  We have 1 bit in MSG2 to indicate presence/absence of the frequency information for all included RN16s. 
2. The boundary is the reception of either the kth Access trigger message or the subsequent paging message. Reader implementation to send MSG2 immediately (before k) is allowed.    K can be configured to be either 1 or 4 in paging message.  



Agreements on no data available due to delay in NAS 
1 The reader determines no data available case by SDU length 0.   As more data indication is mandatory, the device sets this bit to "0".    
2 [bookmark: _Hlk207577283]The reader, in response to 0 SDU in the device’s MAC response, may send a follow-up R2D Upper Layer Data Transfer message at a later time to schedule another D2R Upper Layer Data Transfer message from the device. 
3 The follow-up R2D Upper Layer Data Transfer message includes the Received Data Size field with the Received Data Size field set to value 0, without including the original command.
4 RAN2 would like to check if there is a case where NAS doesn’t provide a response at all.   If this case exists, RAN2 will discuss this issue.  



Agreements
To ensure byte alignment for the variable size R2D message:
1 Paging and Msg2 (Variable bit length): add one “fill field” in the end of the message (1~7bits).
2 NACK feedback (AS ID entry(ies) self-aligns, message type is 3-bit fixed): add R-bit(s) after message type field.
3 R2D upper layer data message (data SDU self-aligns, other fields are of fixed bits): add R bits after CI field to differentiate R-bit number when data SDU or received data size is present. Confirm MAC padding field and SDU length field are not needed.
4 R bit is set to zero in this release and ignored by the receiver.
5 [bookmark: _Hlk207577848]What’s included in the fill field is not specified, but device ignores the fill field.   
6 When a single D2R resource is signaled in R2D upper layer data transfer message , use 3-bit field to represent “Frequence Resource Indication” instead of the 8 bit bitmap.  


Upon reception of NACK message addressed to the device, its AS ID is released
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