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====================================CHANGE START====================================

## 7.5 Procedures for Broadcast of Assistance Data

### 7.5.1 General

Positioning assistance data can be included in positioning System Information Blocks (posSIBs) as described in TS 36.331 [13], TS 38.331 [14] and TS 36.355 [19]. The posSIBs are carried in RRC System Information (SI) messages. The mapping of posSIBs (assistance data) to SI messages is flexibly configurable and provided to the UE in SIB1 for NG-RAN node TS 36.331 [13], TS 38.331 [14].

The UE may request posSI by means of on-demand SI request in RRC\_IDLE/RRC\_INACTIVE and also request posSIBs by means of on-demand SI request in RRC\_CONNECTED as described in TS 38.331 [14]. For on-demand SIB request in RRC\_CONNECTED, the UE may additionally request the number of posSIB deliveries, if configured. U2N Remote UE may also request posSIB via a U2N Relay UE as described in TS 38.331 [14]. The U2N relay UE forwards the posSIB transparently to the U2N Remote UE.

For each assistance data element, a separate posSIB-type is defined in TS 36.355 [19]. Each posSIB may be ciphered by the LMF using the 128-bit Advanced Encryption Standard (AES) algorithm (with counter mode) as described in TS 36.355 [19], either with the same or different ciphering key. The posSIBs which exceed the maximum size limit defined in TS 36.331 [13], TS 38.331 [14] shall be segmented by the LMF.
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