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[bookmark: _Hlk62667423]First change

[bookmark: _Toc60776719][bookmark: _Toc60867500]5.2.2.4.2	Actions upon reception of the SIB1	Comment by Nokia (GWO)3: No change here
Upon receiving the SIB1 the UE shall:
1>	store the acquired SIB1;
1>	if the cellAccessRelatedInfo contains an entry of a selected SNPN or PLMN and in case of PLMN the UE is either allowed or instructed to access the PLMN via a cell for which at least one CAG ID is broadcast:
2>	in the remainder of the procedures use npn-IdentityList, trackingAreaCode, and cellIdentity for the cell as received in the corresponding entry of npn-IdentityInfoList containing the selected PLMN or SNPN;
1>	else if the cellAccessRelatedInfo contains an entry with the PLMN-Identity of the selected PLMN:
2>	in the remainder of the procedures use plmn-IdentityList, trackingAreaCode, and cellIdentity for the cell as received in the corresponding PLMN-IdentityInfo containing the selected PLMN;
1>	if in RRC_CONNECTED while T311 is not running:
2>	disregard the frequencyBandList, if received, while in RRC_CONNECTED;
2>	forward the cellIdentity to upper layers;
2>	forward the trackingAreaCode to upper layers;
2>	forward the received posSIB-MappingInfo to upper layers, if included;
2>	apply the configuration included in the servingCellConfigCommon;
2>	if the UE has a stored valid version of a SIB or posSIB, in accordance with sub-clause 5.2.2.2.1, that the UE requires to operate within the cell in accordance with sub-clause 5.2.2.1:
3>	use the stored version of the required SIB or posSIB;
2>	else:
3>	acquire the required SIB or posSIB requested by upper layer as defined in sub-clause 5.2.2.3.5;
1>	if in RRC_CONNECTED while T311 is not running:
************************************ omitted unchanged parts**********************************
Second change
[bookmark: _Toc60776748][bookmark: _Toc60867529]5.3.3.4	Reception of the RRCSetup by the UE
************************************ omitted unchanged parts**********************************
1>	set the content of RRCSetupComplete message as follows:
2>	if upper layers provide a 5G-S-TMSI:
3>	if the RRCSetup is received in response to an RRCSetupRequest:
4>	set the ng-5G-S-TMSI-Value to ng-5G-S-TMSI-Part2;
3>	else:
4>	set the ng-5G-S-TMSI-Value to ng-5G-S-TMSI;
2>	if the procedure in 5.2.2.4.2 resulted in use of information in npn-IdentityInfoList upper layers selected an SNPN or a PLMN and in case of PLMN UE is either allowed or instructed to access the PLMN via a cell for which at least one CAG ID is broadcast:	Comment by Nokia (GWO)3: This change makes the text cleaner, but it has no impact to the procedure
3>	set the selectedPLMN-Identity from the npn-IdentityInfoList;
2>	else:
3>	set the selectedPLMN-Identity to the PLMN selected by upper layers from the plmn-IdentityList;
2>	if upper layers provide the 'Registered AMF':
3>	include and set the registeredAMF as follows:
4>	if the PLMN identity of the 'Registered AMF' is different from the PLMN selected by the upper layers:
5>	include the plmnIdentity in the registeredAMF and set it to the value of the PLMN identity in the 'Registered AMF' received from upper layers;
4>	set the amf-Identifier to the value received from upper layers;
3>	include and set the guami-Type to the value provided by the upper layers;
************************************ omitted unchanged parts**********************************
Third change
[bookmark: _Toc60776835][bookmark: _Toc60867616]5.3.13.4	Reception of the RRCResume by the UE
************************************ omitted unchanged parts**********************************
1>	set the content of the of RRCResumeComplete message as follows:
2>	if the upper layer provides NAS PDU, set the dedicatedNAS-Message to include the information received from upper layers;
2>	if upper layers provides a PLMN and UE is either allowed or instructed to access the PLMN via a cell for which at least one CAG ID is broadcast:	Comment by Nokia (GWO)3: This change makes the text cleaner, but it has no impact to the procedure
3> if the procedure in 5.2.2.4.2 resulted in use of information in npn-IdentityInfoList:
34>	set the selectedPLMN-Identity from the npn-IdentityInfoList;
23>	else:
34>	set the selectedPLMN-Identity to the PLMN selected by upper layers from the plmn-IdentityList;
[bookmark: _GoBack]2>	if the masterCellGroup contains the reportUplinkTxDirectCurrent:
3>	include the uplinkTxDirectCurrentList for each MCG serving cell with UL;
3>	include uplinkDirectCurrentBWP-SUL for each MCG serving cell configured with SUL carrier, if any, within the uplinkTxDirectCurrentList;
************************************ omitted unchanged parts**********************************
Fourth change
[bookmark: _Hlk62667452]************************************ omitted unchanged parts**********************************
5.3.14.2	Initiation
Upon initiation of the procedure, the UE shall:
1>	if timer T390 is running for the Access Category:
2>	consider the access attempt as barred;
1>	else if timer T302 is running and the Access Category is neither '2' nor '0':
2>	consider the access attempt as barred;
1>	else:
2>	if the Access Category is '0':
3>	consider the access attempt as allowed;
2>	else:
3>	if SIB1 includes uac-BarringPerPLMN-List that contains a UAC-BarringPerPLMN for the selected PLMN or SNPN:
4>	set the PLMN, SNPN and CAG UAC-BarringPerPLMN entry to the UAC-BarringPerPLMN entry corresponding to the plmn-IdentityIndex of the selected PLMN or SNPN, or accessed CAG cell;

[bookmark: _Hlk65072696]4>	if the cellAccessRelatedInfo contains an entry of selected PLMN and the UE is either allowed or instructed to access the PLMN via a cell for which at least one CAG ID is broadcast: if the procedure in 5.2.2.4.2 for a selected PLMN resulted in use of information in npn-IdentityInfoList and UAC-BarringPerPLMN has an entry with the plmn-IdentityIndex corresponding to used information in this list:
5>	if NAS has not set the CAG-only indication in the UE for selected PLMN:
6> if both the CAG and PLMN UAC-BarringPerPLMN entries are present:
7> if the PLMN UAC-BarringPerPLMN entry has a higher probability of allowing the access attempt in the Access barring check procedure (5.3.14.5) than the CAG UAC-BarringPerPLMN entry:	Comment by Nokia (GWO)3: CAG UAC parameters are used when CAG and PLMN have the same uacBarringFactor
8> select the PLMN UAC-BarringPerPLMN entry that is present;
7>else: 
8> select the CAG UAC-BarringPerPLMN entry that is present;
select the CAG or PLMN UAC-BarringPerPLMN entry with the highest probability of allowing the access attempt in the Access barring check procedure (5.3.14.5);
[bookmark: _Hlk64376556]6> else if either the CAG or PLMN UAC UAC-BarringPerPLMN entry are present:
7> if SIB1 includes uac-BarringForCommon and the CAG or PLMN UAC-BarringPerPLMN entry has a higher probability of allowing the access attempt in the Access barring check procedure (5.3.14.5) than for the uac-BarringForCommon:
8> select the CAG or PLMN UAC-BarringPerPLMN entry that is present;
5> else:
6> select the CAG UAC-BarringPerPLMN entry, if any;
NOTE X:	A UAC barring parameter has a higher probability of allowing the access attempt if either the bit corresponding to one of the UE’s access identities is set to zero in the uac-BarringForAccessIdentity bitmap or if the uac-BarringFactor is high.
4>	else:
5> select the SNPN or UAC-BarringPerPLMN entry, if any;

5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to used information in the npn-IdentityInfoList;
4>	else:
5>	select the UAC-BarringPerPLMN entry with the plmn-IdentityIndex corresponding to the selected PLMN and the PLMN-IdentityInfo, if any, or the selected SNPN and the npn-IdentityInfoList;
3>	if any UAC-BarringPerPLMN entry is selected:
4>	in the remainder of this procedure, use the selected UAC-BarringPerPLMN entry (i.e. presence or absence of access barring parameters in this entry) irrespective of the uac-BarringForCommon included in SIB1;
3>	else if SIB1 includes uac-BarringForCommon:
4>	in the remainder of this procedure use the uac-BarringForCommon (i.e. presence or absence of these parameters) included in SIB1;
3>	else:
4>	consider the access attempt as allowed;
3>	if uac-BarringForCommon is applicable or the uac-ACBarringListType indicates that uac-ExplicitACBarringList is used:
4>	if the corresponding UAC-BarringPerCatList contains a UAC-BarringPerCat entry corresponding to the Access Category:
5>	select the UAC-BarringPerCat entry;
5>	if the uac-BarringInfoSetList contains a UAC-BarringInfoSet entry corresponding to the selected uac-barringInfoSetIndex in the UAC-BarringPerCat:
6>	select the UAC-BarringInfoSet entry;
6>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
5>	else:
6>	consider the access attempt as allowed;
4>	else:
5>	consider the access attempt as allowed;
3>	else if the uac-ACBarringListType indicates that uac-ImplicitACBarringList is used:
4>	select the uac-BarringInfoSetIndex corresponding to the Access Category in the uac-ImplicitACBarringList;
4>	if the uac-BarringInfoSetList contains the UAC-BarringInfoSet entry corresponding to the selected uac-BarringInfoSetIndex:
5>	select the UAC-BarringInfoSet entry;
5>	perform access barring check for the Access Category as specified in 5.3.14.5, using the selected UAC-BarringInfoSet as "UAC barring parameter";
4>	else:
5>	consider the access attempt as allowed;
3>	else:
4>	consider the access attempt as allowed;
1>	if the access barring check was requested by upper layers:
2>	if the access attempt is considered as barred:
3>	if timer T302 is running:
4>	if timer T390 is running for Access Category '2':
5>	inform the upper layer that access barring is applicable for all access categories except categories '0', upon which the procedure ends;
4>	else
5>	inform the upper layer that access barring is applicable for all access categories except categories '0' and '2', upon which the procedure ends;
3>	else:
4>	inform upper layers that the access attempt for the Access Category is barred, upon which the procedure ends;
2>	else:
3>	inform upper layers that the access attempt for the Access Category is allowed, upon which the procedure ends;
1>	else:
2>	the procedure ends.

************************************ omitted unchanged parts**********************************
Fifth change

6.2.2	Message definitions
–	SIB1
************************************ omitted unchanged parts**********************************
	uac-BarringForCommon
Common access control parameters for each access category. Common values are used for all PLMNs/SNPNs, unless overwritten by the PLMN/SNPN specific configuration provided in uac-BarringPerPLMN-List. The parameters are specified by providing an index to the set of configurations (uac-BarringInfoSetList). UE behaviour upon absence of this field is specified in clause 5.3.14.2.



Sixth change
[bookmark: _Toc60867939][bookmark: _Toc60777158][bookmark: _Hlk54206873]6.3.2	Radio resource control information elements
[bookmark: _Toc60777418][bookmark: _Toc60868199]–	UAC-BarringPerPLMN-List
The IE UAC-BarringPerPLMN-List provides access category specific access control parameters, which are configured per PLMN or SNPN.
UAC-BarringPerPLMN-List information element
-- ASN1START
-- TAG-UAC-BARRINGPERPLMN-LIST-START

UAC-BarringPerPLMN-List ::=         SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN

UAC-BarringPerPLMN ::=              SEQUENCE {
    plmn-IdentityIndex                  INTEGER (1..maxPLMN),
    uac-ACBarringListType               CHOICE{
        uac-ImplicitACBarringList           SEQUENCE (SIZE(maxAccessCat-1)) OF UAC-BarringInfoSetIndex,
        uac-ExplicitACBarringList           UAC-BarringPerCatList
    }                                                                                                     OPTIONAL     -- Need S
}

-- TAG-UAC-BARRINGPERPLMN-LIST-STOP
-- ASN1STOP

End of change

3GPP
