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1   Introduction

At the RAN2#109e meeting (February 2020) the following agreements were made concerning the IP address allocation in IAB:
· R2 assumes that whether there are any additional scenarios (apart from node integration and recovery from RLF) where an IAB node may need to request one or more IP addresses is left to RAN3.
· As a working assumption, RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario. This assumption can be revisited after all cases has been addressed.
· Issue on IP address request in the NSA case is moved to email discussion to next meeting

· Issue on whether – following recovery from RLF – there is a need for the IAB node to request an IP address is moved to email discussion.
· Confirm that R2 will implement R3 agreements

-  RAN2 to implement IP address addition and removal in RRC [this serves merely as a reminder of the work to be done].


-  RAN2 to implement in RRC the mapping between the IPv4 address(es)/IPv6 prefix assigned to the IAB node, and the related donor-DU’s BAP address RRC, when assigning the IP address to the IAB node [this serves merely as a reminder of the work to be done].

To address the open issues from the February RAN2 meeting in the run up to the April RAN2 meeting (and prepare a set of agreeable proposals and ideally an agreeable TP), the following email discussion was agreed:
· [Post109e#26][IAB] IP address allocation (Samsung)


Scope: NSA case, following recovery from RLF, R3 should decide what is required, R2 should look at signalling solution (which message etc). Take R3 decisions and outcomes into consideration. 


Intended outcome: Report, possibly agreeable TP

This document captures:

· (verbatim) the individual input collected in the course of this discussion on a set of questions prepared by the rapporteur, and a number of open ended questions where respondents can indicate additional issues (Phase-I), 
· a summary by the rapporteur of the views collected, and several proposals on topics where convergence of views has been observed, 
· individual input on these proposals, a summary by the rapporteur of the views on this initial set of proposals (Phase II), and 
· (if applicable/necessary/helpful, and if time permits) a revised set of proposals for further online consideration by RAN2 at the April meeting.
2   Phase-I of the discussion: collecting views on key issues within the agreed scope

2.1   IP address request in the NSA case
As a reminder, RAN2 agreed the following working assumption for the SA case:

· As a working assumption, RRCSetupComplete message is used by the IAB node to request IP address for the case of node integration in the SA scenario. This assumption can be revisited after all cases has been addressed.
However, for the NSA case, there was a significant divergence of views at RAN2#109e (R2-2002164). Therefore this sub-section addresses the NSA case, through a series of questions addressing the issues in a structured way, based on (R2-2002164). In some cases this discussion will repeat the one captured in R2-2002164, but hopefully the companies will provide responses with new content/from a new angle, based on an increased understanding of others’ views (following the exchange of views during the February meeting) and a (hopefully) greater willingness to compromise.
The first question addresses the issue of whether there is a need at all to request an IP address in the NSA case. Some companies have voiced views during RAN2#109e that - during the IAB node integration in the NSA case, no specific mechanism is needed for the IAB node to request an IP address - in this case, the network knows this is an IAB node and can send the IP address in RRC Reconfiguration information as part of SN addition procedure.
Q1: Is there a need at all for an IAB node to request an IP address during integration in the NSA case? (yes/no)
	Company
	Yes there is a need / no there is no need
	If yes – why? If no – why not? 

	QCOM
	Yes
	RAN3 has agreed that the IAB-node should be able to request the IP address. The reason behind this is that the IP address can also be configured via OAM, in which case CU-based IP address assignment should not be performed. 

RAN3 further agreed that the request is used by the IAB-node to specify the NUMBER of IPv4 addresses and the IPv6 prefix SIZE.

	Huawei
	Yes
	In EN-DC, IP address request is needed for IAB node. 

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


The set of questions that follow (Q2/3/4) is for those respondents who have answered ‘yes’ to Q1. 

Q2 asks whether the request should be done in an explicit or implicit manner. Implicit means here that the mere sending of a message (e.g. RRCReconfigurationComplete) indicates a request. Explicit means here that an existing message (e.g. RRCReconfigurationComplete) is modified to explicitly include a request, or a new message is introduced to indicate a request.

Q2: Should the request be done implicitly or explicitly? (implicit/explicit/both are acceptable)
	Company
	Implicit/explicit (or both)
	Short explanation (detailed discussion of solutions in next two questions) 

	QCOM
	Explicit
	It is not clear how the implicit request would work. The RRCReconfigComplete message needs to be sent even if the IP addresses are configured on the IAB-node via OAM.
Further, as outlined above, the request also serves to indicate the number of IP addresses desired.

	Huawei
	Explicit
	The number of IP address needs to be indicated.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Q3 is only for those respondents who have indicated they favour an implicit approach in their answer to Q2 (although anyone can comment on the proposals, even if they are against them, e.g. why they believe a certain proposal would not work). Below the Rapporteur proposes the following implicit option:

Option 0: In the course of addition of SgNB (as IAB donor node), the MeNB includes the IAB node indication in the SgNB Addition Request message. With this indication, IAB donor CU can include one IP address (IPv4)/one IPv6 prefix in the SgNB Addition Response message (the IP address information is included in the RRC container), and finally, the RRCReconfig information message can then include the IP address/IP prefix.
Q3: Are you ok with Option 0 as the agreeable approach to implicit IP address request in the NSA case? (yes/no)

	Company
	OK with Option 0? (yes/no)
	If no, why not, and alternative implicit approach 

	Huawei
	No
	See our comments in Q4. 
We need to clarify whether the MN indicates to SN based on MT’s request or not. If not, how can MN be aware of the number of IP address required by MT?
The “IAB node indication” should be explicit the IP request indication including the number of IP address, rather than just IAB node indication.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Q4 is only for those respondents who have indicated they favour an explicit approach in their answer to Q2 (although anyone can comment on the proposals, even if they are against them, e.g. why they believe a certain proposal would not work). Below the Rapporteur proposes (based on R2-2002164) the following explicit options:

Option 1: During IAB node integration in the NSA case, RRCReconfigurationComplete message is used by the IAB node to request IP address.
Option 2: During IAB node integration in the NSA case, a new RRC message is used by the IAB node to request IP address.
Q4: Which option do you prefer as the agreeable approach to explicit IP address request in the NSA case? (Option 1/Option 2)

	Company
	Option 1/Option 2
	Explanation for your choice in either case. Additionally, for Option 1, details of the new content of the RRCReconfigurationComplete message. Additionally, for Option 2, details of the new message. Or, your preferred alternative to Options 1 & 2 if neither of these is acceptable. 

	QCOM
	Option 1
	We shouldn’t introduce a new RRC message if we can use an existing one. 

Option 1 implies that the IAB-node has NOT received an IP address via the PDN connection from OAM. This implies that it must use a PDN-connection via LTE for OAM connectivity, i.e., it cannot use PDU-session via NR. We would have to clarify this in 38.401.
The message should hold the same information as IP request via RRC Setup Complete for SA.

	Huawei
	Option 2
	As mentioned by QC in response to Q1, IAB node can obtain IP address from OAM or IAB-donor-CU. So we should be clear about one thing at first: How can an IAB node know which way it should use to obtain IP address? 

Based on our understanding, the IAB node should get instruction from OAM about the way to obtain IP address rather than make decision totally by itself, i.e. if IAB node gets IP address from OAM, then it will not initiate request towards IAB-donor-CU, else if IAB node does not get IP address from OAM, or OAM provide explicit instruction for IAB to request IP address via RRC, the IAB node can send request to IAB donor CU for IP address via RRC message.

Therefore, the IAB node should connects to OAM first (after finishing the connection to network) and then decides which way it uses to obtain IP address. 
That means IP request occurs after RRC connection setup. Namely that IP requesting via RRCSetupComplete or RRCRestablishmentComplete is not feasible. 
It is more flexible to decouple the IP request message with the RRCReconfiguration message. So, new UL RRC message via SRB1/3 can be the common solution for both SA and NSA scenarios.
Besides, IAB may need to request more IP address after integration, instructed by OAM. It should not be restricted by receiving RRCReconfiguration first.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


2.2   What happens after RLF recovery – is there a need to request an IP address?
On this matter, some companies have expressed their views that there is no need to request an IP address after RLF recovery, since they believe that CU will know whether new IP addresses should be allocated to IAB node performing RRC re-establishment based on the IAB node MT’s context. Others have however shared their views that – when the IAB donor CU knows the re-connected node is an IAB node, it will send the IP address to the IAB node (assuming the IP address is not allocated by OAM) if the IAB node re-connected to the network via a different donor DU, and that – in a sense – reconnection is an implicit request. Of course, these two views may not be so dissimilar – but there is also a third view that an explicit request is needed (e.g. RRCReestablishmentComplete message is used by the IAB node to request an IP address). While the decision on this is typically within RAN3 remit, the rapporteur feels collecting views will be useful, since it is RAN2 who will ultimately need to design the signalling.
Q5: Is there a need for an explicit IP address request from an IAB node, following recovery from RLF?
	Company
	Yes there is a need / no there is no need
	If no – why not? If yes – why, and how ( and for your preferred approach, what work is there for RAN2 to do)?

	QCOM
	No
	This is a RAN3 issue and RAN3 has already decided on this matter: 
For recovery at same donor, RAN3-defined procedure does not include IP request by IAB-node. 
For recovery at different donor, the network integration procedure is used. 

	Huawei
	No
	Since R3 does not support the inter-CU BH RLF procedure in R16, we only need to discuss the case of intra-CU RLF.
In intra-CU RLF recover, the CU rather than the IAB node can be aware of the donor DU changing. So, it is better for CU to initiate the IP address assignment/modification when IAB node changing donor DU.

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


2.3   Any other issues
Q6: Are there any additional comments you’d like to make on the issues captured in 2.1 and 2.2, and/or any issues that may have been missed altogether which RAN2 should handle at this point in time?
	Company
	Any additional comments / issues missed

	
	

	
	

	
	

	
	

	
	

	
	

	
	


3   Phase-II of the discussion: summary of collected input and identification of any convergence of views

…
4   Conclusions

