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1.
Introduction

With the approval of the SA2 MBMS Architectural TS 3GPP can now claim to have a fairly solid description of a suitable network architecture designed to provide MBMS bearer capabilities. MBMS bearers can be used to support a host of different applications some of which will use normal GPRS bearers for signalling together with MBMS bearers.

MBMS bearer capabilities bring with them the ability to transmit to multiple users over shared radio resources thereby setting a limit on the maximal amount of resources required for delivering content to large subscriber groups. However, MBMS bearers do not in themselves provide security or reliability as well as other MBMS-specific capabilities.

2.
User service capabilities
With the introduction of MBMS capabilities it is expected that service innovation can produce new classes of services and applications. Services using MBMS capabilities can range from existing ones – MMS, PSS to newly defined services with different end-user experience and service behaviour. It is fair to assume that 3GPP work will initially focus on what is already there – those services which already exist over standard GPRS bearers and under certain circumstances might enjoy the benefits of MBMS delivery.

While multiple MBMS user services may be envisioned and ultimately defined and implemented, these services and applications will typically share a set of capabilities that are not service or application specific. As examples, a mechanism for securing data delivery and distributing deciphering keys may be used and reused by different services, a mechanism for reliability enhancements employing error correction codes or repetitions may be reused by two different services, a mechanism for supplementing data delivery with point-to-point interactions may be used by different services and network level statistics may be gathered and interpreted regardless of the actual application.

Reuse is important especially when considering mobile-side implementations where application-specific behaviour is translated into application-specific code, larger memory uptake and longer testing cycles. Defining reusable capabilities for MBMS user services could in fact reduce time-to-market for different services and enable application and service diversity.

Several capabilities are identifiable off-hand based on existing TS 22.246 text and the latest TS 22.146. These include:

· Security. Ciphering, key distribution, key changes.

· Data transmission and reliability control. Data segmentation and framing, error resilience mechanisms (ECCs, repetition).

· Reception verification. Supplement missing data via point-to-point sessions. Generate charging information.

· Statistics gathering. Ability to gather statistics regarding levels of reception on different communication layers.

· Inter-operator services. Ability to provide local multicast services to roaming subscribers based on their home PLMN subscriptions.

· DRM support. Support for DRM mechanisms for multicast/broadcast transmissions.

3.
Functional model
Making use of MBMS capabilities requires a layered approach towards the development of MBMS-based applications. The MBMS bearer is used to transport data from end-to-end providing link-layer admission for multicast services. A set of components or capabilities using the MBMS bearer service are designed to provide higher application oriented capabilities including security, reliability control, statistics gathering, inter-operator services etc. These capabilities may then be used by different applications. The figure below depicts this model.
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Figure 1: Layered approach towards MBMS applications
4.
Application classes

Obviously, not all application types will use the same security capabilities, the same data transmission capabilities etc. Expectedly several profiles of each capability will exist and different applications will use these different capabilities. However based on existing TS 22.246 (Annex A) use cases it seems that applications can be mostly categorized into two major categories based on the distribution method.

· Download applications. Applications that use MBMS data download requiring storage on the handset. These can range from multimedia clips, games, configuration files, etc.

· Streaming applications. Applications that use streaming delivery i.e. a continuous data flow. Data is not stored as a whole on the handset and is consumed in real-time.

Typically, applications that use the same distribution method will tend to share many of the capabilities described above with little change. Further, capabilities introduced for one application will tend to be useful for other applications of the same class.

5. 
Conclusion

Different MBMS user services share common capabilities that are not provided by the MBMS bearer service. These capabilities may be identified based on TS 22.146 and the as stage-I work on MBMS user services continues. Prior to handling specific MBMS user services it is necessary to identify and develop these capabilities based on common service classes or profiles – streaming and download applications being available examples.
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