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Abstract of the contribution:

This contribution clarifies the technical details for applying the PNAT technology in the roaming scenario.

Introduction

Prefix-NAT can be well applied to the EPS network as a solution for IPv6 migration achieving to communicating between different IP version applications. But not all the operators will deploy the PNAT gateway, and not all the UE will install the PNAT module. So the issue of applying the PNAT in the roaming Scenario must be taken into consideration. 

Discussion
The roaming scenario for PNAT includes in-bound roaming scenario and out-bound roaming scenario. The inbound roaming means the UE roams into the VPLMN with the deployment of the PNAT Gateway, and the outbound roaming means the UE which supports the PNAT roams into the PLMN which is deployed by the PNAT Gateway or not.

Because the PNAT Gateway is located between the P-GW and the PDN, so in the situation of home-Routed, there will be no influence on both inbound roaming scenario and outbound roaming scenario. And for the situation of local break out, the influence on the inbound roaming scenario and the outbound roaming scenario is discussed separately below.

· For outbound roaming scenario with local breakout.

When the UE supporting the PNAT roams into another PLMN, the UE needn’t know whether the network supports the PNAT or not. So the UE should try to establish the dual stack type or IPv4 type PDN connection with the VPLMN to support the IPv4 application. If the VPLMN can’t allocate the IPv4 address for this roaming UE, the UE must use the PNAT module on it to support the IPv4 application. And in this situation, if the VPLMN network has no PNAT Gateway deployed, the PNAT packets sent by the UE will be dropped by the network for the reason of routing failure. If the VPLMN has the PNAT Gateway deployed, the PNAT Packet will be well routed to the VPLMN’s PNAT Gateway as long as the well-know prefix of the PNAT packet sent by the UE can be recognized by the VPLMN.

· For inbound roaming scenario with local breakout.

If the UE without the PNAT module roams into the PLMN which has PNAT Gateway deployed, there will be no issue obviously; the UE will use the dual stack to support the IPv4 applications. If the UE supporting the PNAT roams into the PLMN which has PNAT Gateway deployed, the UE can run the PNAT module and the PNAT Packet will be routed to the PNAT Gateway in the VPLMN as long as the well known prefix for PNAT in the HPLMN is same as which in VPLMN.

Conclusion 
Based on the above discussion, we conclude that the PNAT solution can work well in the roaming Scenario no matter either home-routed or local break out is used.
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