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1. INTRODUCTION 

This contribution a comparison study between the  3GPP work on "Support for SMS and MMS over generic 3GPP IP access", 3GPP TR 23.804, and ETSI TCAT work on "Short Message Communication between a fixed network Short Message Terminal Equipment and a Short Message Service Centre", ETSI DES/AT-030036.

ETSI TISPAN has expressed its concerns on the existence of two different specifications with very similar goals, but still providing to different and diverging technical solutions. While it would be feasible to implement both specifications, such situation will increase the development cost, may produce different requirements to IMS, and would have substantial technical challenges when the interface is common to both fixed and mobile networks (e.g., WLAN, which specification to follow?).

This document analyzes and compares 5 different aspects of both specifications, with the aim of avoiding two different implementations. The contribution tries to identify the best technical solution when it is clear, and provide further guidance.

The different aspects explored in this contribution are:

1- Scope of the work

2- Architecture

3- Registration procedures

4- SMS delivery

5- SMS Protocol layers

6- Presence

2. DISCUSSION

2.1 Scope of the work

Both specifications have areas of commonality and areas that are not covered in the other specification. 

Among the areas of commonality we found the architecture and stage 2 procedures for the registration and delivery of SMS to a terminal that is connected to the IP Multimedia Subsystem (IMS).

On the other hand, 3GPP TR 23.804 provides architecture and procedures for:

- Delivery of MMS to an IP terminal

- Using direct IP access (e.g., not using IMS)

And ETSI DES/AT-030036 considers:

- The actual message payload, which is said to be SMS-TL.

The fact that the ETSI specification is devoted to fixed access terminals and the 3GPP specification is devoted to mobile terminals is not relevant for the discussion, since both terminals support an IP access to the IMS.

While both scopes do not overlap severely, we recommend to unify them, along the following lines:

- The 3GPP specification should consider the actual level of encapsulation of the SMS.

- The ETSI specification could be expanded to include not only SMS, but also MMS delivery.

From architecture point of view is important that ‘SMS and MMS over IP access” service could be realised through re-use of existing messaging protocols supported by the UE and core network. This way current services over new access can be added to existing networks without big changes and make sure that SMS from IP access also reach mobile network user (and vice versa). Following chapters analyses alternatives for different procedures that are need for offering SMS and MMS over IP access.

2.2 Architecture

2.2.1 3GPP Specification

Figure 1 presents the solution architecture defined in the 3GPP specification.
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Figure 1 Architecture for SMS support with an IP attached terminal

In the 3GPP architecture, a new functional entity named IP-Message-Gateway is added, preserving existing functional entities and interfaces. A new reference point R6 in Figure 1 enables the delivery of the short message between IP-Message-GW and GMSC/SMS-IWMSC. 

Reference point R2 in Figure 1 enables the IP Based UE to access to 3GPP network and to use the short message service. It is possible that the IP Based UE accesses the IP-Message-GW over various IP networks, including, but not restricting to, WLAN, broadband access, and GPRS.

Generally speaking the intention of the 3GPP architecture is that it could be realised through re-use of existing messaging protocols supported by the UE, e.g., SMS
or MMS. The primary purpose of this architecture is to describe the interaction between the IP-Message-GW and the existing elements supporting the Short Message Service (GMSC/SMS-IWMSC, SM-SC and HLR/HSS).

The IP-Message-GW should be considered as consisting of all the functional entities needed to interwork between the chosen existing messaging protocol(s) and the existing SMS elements. For example, in the case IMS Messaging is chosen, the requirements on the IP-Message-GW specified here could be met by an IMS Application Server which interworks to the GMSC/SMS-IWMSC.

2.2.2. ETSI Specification

The architecture model depicted in DES/AT-030036 as shown in Figure 2.  The architecture adds a SIP interface to the existing SM-SC. In addition, the architecture comprises a SIP server (e.g., CSCF), a presence server, and a database. According to the specification, the database stores the IP address of the UE and the proxy location (in IMS, the IP address of the UE and the P-CSCF address are registered in the S-CSCF; the database only stores the address of the S-CSCF). The conclusion is that the architecture defined in this document is a modified IMS architecture that, most likely, cannot leverage the IMS.  The presence server is relevant for providing notifications when the user becomes online and pending SMS to be delivered.
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Figure 2: System Architecture in DES/AT-030036

2.2.3. Recommendation

The ETSI specification does not seem to be fully compliant with the IMS architecture, since an external database is keeping track of the user's location (IP address and proxy), function that in IMS is allocated to the S-CSCF.

Additionally, the ETSI specification requires modifications to existing functional entities. The SM-SC is modified by adding a SIP interface to it, whereas the 3GPP specification respects existing SM-SC implementations, and solves the problem by adding a new functional entity, the IM-Messaging-Gateway. 

We believe the 3GPP architecture is more respectful to existing implementations and it should be the reference architecture.

2.3 Registration status for SMS delivery

2.3.1 3GPP Specification

Figure 3 compares the 3GPP and ETSI specifications regarding registration. In 3GPP the registrar will get information about UE availability via IMS when the UE registers to the IMS. Shortly, the IMS entity called as Serving Call/Session Control Function (S-CSCF) acts as a SIP registrar. When the S-CSCF receives an IMS registration, it will perform a 3rd party registration to the IP-Message-GW. When the IP-Message-GW learns that the UE is reachable via IMS then it will perform registration towards HLR/HSS using existing MAP signalling. The IM-Message-GW will registers its own address in the HLR. 

2.3.2 ETSI Specification

Figure 3 also shows the ETSI model for registration. In the ETSI specification, a new database is introduced where the SIP server updates the UE registration status, including its IP address and the address of its proxy server (P-CSCF). SMSC uses same database in order to check if the destination terminal is SIP terminal. Also the UE seems to require an explicit registration to the SMS over IP service.
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Figure 3: Comparison of registration procedure

2.3.3. Recommendation

The 3GPP Specification leverages the IMS without extra requirements. A 3rd party registration is used for the S-CSCF to inform the IM-Messaging-GW, and the IM-Messaging-GW updates the HLR with its address. The third party registration is configured in the initial filter criteria of the user, and it does not require an explicit user's registration.

The ETSI specification introduces a new database that stores some information that, otherwise, is already stored in the S-CSCF. Therefore, it does not support well legacy systems. The SIP server requires an interface to the database to update the user registration status.

3GPP does not require an explicit terminal registration: the regular IMS registration triggers a 3rd party registration towards the IM-Messaging-Gateway. However, in the ETSI specification an explicit registration is required in order to send and receive SMS.

We believe the 3GPP solution is superior, since it does not require a new database, and because the terminal does not require an explicit registration to the SMS service. We propose to follow the 3GPP registration model.

2.4 SMS Delivery procedure 

2.4.1. 3GPP Specification
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Figure 4: SMS delivery mechanism according 3GPP TR 23.804

Figure 4 shows the SMS delivery mechanism according to 3GPP TR 23.804. This mechanism consists of:

1) SIP Based UE registers to the S-CSCF according to the IMS registration procedure. Note, that I-CSCF and P-CSCF are not shown in this figure.

2) The SM-SC forwards the SMS message to the SMS-GMSC.

3) The GMSC interrogates the HLR/HSS to retrieve routeing information. When a user is IMS registered, the HLR/HSS returns the address of IP-Message-GW (AS) along with the address of the MSC.  The logic for selecting the preferred route for message delivery is FFS.

4) SMS-GMSC delivers the short message to IP-Message-GW (AS), in the same manner that it delivers the short message to an MSC or SGSN, carrying the MSISDN of the target UE. 

5) The IP-Message-GW (AS) uses the TEL-URL of the target UE to populate the SIP Request URI, and then sends the short message using SIP MESSAGE towards the S-CSCF.

6) S-CSCF forwards the SIP MESSAGE to the UE.

7) UE responds with a 200 OK to S-CSCF (Note: This is not yet the delivery report, because 200 OK may not carry such information.)

8) S-CSCF responds with a 200 OK to IP-Message-GW (AS).

9) UE sends a delivery report using SIP MESSAGE to the S-CSCF.

10) Based on filter information S-CSCF forwards the SIP MESSAGE to the IP-Message-GW (AS).

11) The IP-Message-GW (AS) sends a delivery report to the SMS-GMSC. It is FFS how the IP-Message-GW (AS) recognizes the SIP MESSAGE as a delivery report message from the UE.

12) The SMS-GMSC sends a SM delivery report status to the HLR/HSS.

13) The SMS-GMSC sends a delivery report to the SM-SC.

14) P-Message-GW (AS) acknowledges the delivery report to S-CSCF using 200 OK.

15) S-CSCF acknowledges the delivery report to the UE using 200 OK

2.4.2. ETSI Specification

Figure 5 shows the delivery mechanism described in ETSI DES/AT-030036. To deliver a Short Message the SM-SC makes a query to the Database (e.g. via XML/HTTP, Diameter or LDAP protocol) to get the user application profile in order to check if the destination terminal is an SIP SM-TE; then the SM-SC sends the MESSAGE request to the SIP Server with the TL GSM SMS-DELIVER message in its body.
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Figure 5: SMS delivery mechanism according to DES/AT-030036

After having received the MESSAGE, the SIP Server verifies there are no errors in the following mandatory fields: "From", "To", "Call-ID", "Cseq", "Via") or in the request-line ("MESSAE sip:…), then it makes a query to the Database to get the B user control profile containing the location data and the registration status of the destination terminal; then the SIP server forwards the SIP MESSAGE request to the SM-TE B with the GSM TL SMS-DELIVER message in its body.

If no errors are detected in the following fields: "Content-Encoding", "Content-Type" and in the TL encapsulated in the MESSAGE body, the SM-TE B replies with a ‘200 OK’ answer to the SIP Server and the latter forwards the message to the SM-SC.

2.4.3. Recommendation

Both specifications seem to be quite aligned in using SIP MESSAGE requests to deliver messages. The 3GPP Specification seems to use also SIP MESSAGE requests to convey message delivery notification, and perhaps, the status of the message (read/unread). Additionally, in the 3GPP specification the IM-Messaging-GW use existing protocols (SIP, MAP). 

The ETSI specification requires changes to existing SIP servers (e.g., S-CSCF) to query a database that appears to be similar to the combination of HLR and S-CSCF. 

Recommendation: The ETSI specification should be able to leverage an IMS system and avoid adding new functions (database) that otherwise are already in place. This specification should also avoid changing existing functional entities (e.g., S-CSCF).

The usage the MESSAGE method for both message delivery and message delivery notification seems to be appropriate. It is recommended that the ETSI specification adopt this mechanism to supply message delivery notifications. 

2.5. SMS Protocol layers

The most seamless way to provide SMS over IP access is to encapsulate SMS protocol to SIP MESSAGE method. In practise there is two alternatives: Short Message Transport Layer (SM-TL) or Short Message Relay Layer (SM-RL). The functionality should be carefully studied in conjunction with the role of the IM-Messaging-GW.

2.5.1. 3GPP Specification

The 3GPP specification does not study, though, protocol layers.

2.5.2. ETSI Specification

The ETSI specification seems to be encapsulating the SM-TL layer in the SIP MESSAGE request.

2.5.3. Recommendation

The encapsulation of the appropriate SMS layer is a delicate issue that requires further study. We recommend involving the appropriate 3GPP CT working groups to provide further guidance on this aspect.

2.6 Presence

2.6.1. 3GPP Specification

The 3GPP Specification does not offer any usage or dependency to the presence service. The IM-Messaging-GW is informed of the user's registration status via a 3rd party registration.

2.6.2. ETSI Specification

The ETSI specification seems to have a dependency on the presence service for the purpose of discovering when the user is registered. However, the specification does not consider aspects such as: 

a) Presence is an optional service in IMS. There might be IMS deployments that do not contain a presence service.

b) Authorization of the SM-SC to watch the user's presence information. In general, any watcher pretending to see presence information requires the an authorization from the presentity to access such information;

c) Supplying presence information (what about if the user does not publish its presence information?).

2.6.3. Recommendation

The 3GPP specification does not have a dependency on the presence service, since the IM-Messaging-GW learns the user's registration status via a 3rd party registration. This seems to be more natural way to achieve the requirement for the IM-Messaging-GW to be informed of when the user becomes online.

3. Conclusion

We have indicated that two different specifications from ETSI and 3GPP are trying to solve a similar problem in very different ways. The contribution has been a breif analysis of the specifications and proposes aspects where action can be taken to harmonize the solutions. Further cooperation among the relevant working groups is advised.
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