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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP
3rd Generation Partnership Project

AC
Access Condition

ACL
APN Control List

ADF
Application Dedicated File

AID
Application IDentifier

[…]

OCI
Outgoing Call Information

OCT
Outgoing Call Timer


PBID
Phonebook Identifier

PIN
Personal Identification Number

[…]

4.2.18
EFAD (Administrative Data)

This EF contains information concerning the mode of operation according to the type of USIM, such as normal (to be used by PLMN subscribers for 3G operations), type approval (to allow specific use of the ME during type approval procedures of e.g. the radio equipment), cell testing (to allow testing of a cell before commercial use of this cell), manufacturer specific (to allow the ME manufacturer to perform specific proprietary auto‑test in its ME during e.g. maintenance phases).

It also provides an indication of whether some ME features should be activated during normal operation as well as information about the length of the MNC, which is part of the International Mobile Subscriber Identity (IMSI).

	Identifier: '6FAD'
	Structure: transparent
	Mandatory

	SFI: '03'
	

	File size: 4+X bytes
	Update activity: low

	Access Conditions:


READ
ALW


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	UE operation mode
	M
	1 byte

	2 to 3
	Additional information
	M
	2 bytes

	4
	length of MNC in the IMSI
	M
	1 byte

	5 to 4+X
	RFU
	O
	X bytes


‑
UE operation mode:

Contents:
mode of operation for the UE

Coding:

Initial value

‑
'00' normal operation.

‑
'80' type approval operations.

‑
'01' normal operation + specific facilities.

‑
'81' type approval operations + specific facilities.

‑
'02' maintenance (off line).

‑
'04' cell test operation.

‑
Additional information:

Contents: 
additional information depending on the MS operation mode

Coding:

‑ specific facilities (if b1=1 in byte 1):
Byte 2 (first byte of additional information):

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


Byte 3 (second byte of additional information):
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	b1=0: ciphering indicator feature disabled 
b1=1: ciphering indicator feature enabled 
see Note

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


Note: b1 is used to control the ciphering indicator feature as specified in 3GPP TS 22.101 [24]
- ME manufacturer specific information (if b2=1 and b1=0 in byte 1):

Byte 2 (first byte of additional information):

	
	
	B8
	b7
	b6
	B5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


Byte 3 (second byte of additional information):

	
	
	B8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)


· Length of MNC in the IMSI:

Contents: 


The length indicator refers to the number of digits, used for extracting the MNC from the IMSI 

Coding:

Byte 4:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	This value codes the number of digits of the MNC in the IMSI. Only the values '0010' and '0011' are currently specified, all other values are reserved for future use.

	
	
	
	
	
	
	
	
	
	
	RFU (see TS 31.101)




Extract from 3GPP TS 02.07 (V7.1.0 R98):

B.1.26
Ciphering Indicator

The ciphering indicator feature allows the ME to detect that ciphering is not switched on and to indicate this to the user, as defined in GSM 02.09.

The ciphering indicator feature may be disabled by the home network operator setting data in the "administrative data" field (EFAD) in the SIM, as defined in GSM 11.11.

If this feature is not disabled by the SIM, then whenever a connection is in place, which is, or becomes unenciphered, an indication shall be given to the user.

Ciphering itself is unaffected by this feature, and the user can choose how to proceed.

Extract from 3GPP TS 22.101 (V6.5.0 Rel-6):

14
Types of features of UEs

3GPP specifications should support a wide variety of user equipment, i.e. setting any limitations on terminals should be avoided as much as possible. For example user equipment like hand-portable phones, personal digital assistants and laptop computers can clearly be seen as likely terminals.

In order not to limit the possible types of user equipment they are not standardised. The UE types could be categorised by their service capabilities rather than by their physical characteristics. Typical examples are speech only UE, narrowband data UE, wideband data UE, data and speech UE, etc..

In order to enhance functionality split and modularity inside the user equipment the interfaces of UE should be identified. Interfaces like UICC-interface, PCMCIA-interface and other PC-interfaces, including software interfaces, should be covered by references to the applicable interface standards.

UEs have to be capable of supporting a wide variety of teleservices and applications provided in PLMN environment. Limitations may exist on UEs capability to support all possible teleservices and information types (speech, narrowband data, wideband data, video, etc.) and therefore functionality to indicate capabilities of a UE shall be specified. 

The basic mandatory UE requirements are:

· Support  for USIM. Optional support of GSM phase 2, 2+, 3GPP Release 99 and Release 4 SIM cards [34]. Phase 1, 5V SIM cards shall not be supported. Support for the SIM is optional for the UE, however, if it is supported, the mandatory requirements for SIM shall be supported in the UE;

Note 1: 
There is no Release 5 specification for the SIM, and therefore references to "SIM" apply to earlier releases.

Note 2:
It is strongly recommended that manufacturers implement SIM support on terminals supporting GERAN until the population of SIMs in the market is reduced to a low level.

· Home environment and serving network registration and deregistration;

· Location update;

· Originating or receiving a connection oriented or a connectionless service;

· An unalterable equipment identification; IMEI, see 3GPP TS 22.016 [12];

· Basic identification of the terminal capabilities related to services such as; the support for software downloading, application execution environment/interface, MExE terminal class, supported bearer services.

· Terminals capable for emergency calls shall support emergency call without a SIM/USIM.

· Support for the execution of algorithms required for encryption, for CS and PS services. Support for non encrypted mode is required;

· Support for the method of handling automatic calling repeat attempt restrictions as specified in 3GPP TS 22.001 [4];

· At least one capability type shall be standardised for mobile terminals supporting the GERAN and UTRAN radio interfaces.

· Under emergency situations, it may be desirable for the operator to prevent UE users from making access attempts (including emergency call attempts) or responding to pages in specified areas of a network, see 3GPP TS 22.011 [11];

· Ciphering Indicator for terminals with a suitable display;

The ciphering indicator feature allows the UEto detect that ciphering is not switched on and to indicate this to the user. The ciphering indicator feature may be disabled by the home network operator setting data in the SIM/USIM.  If this feature is not disabled by the SIM/USIM, then whenever a connection is in place, which is, or becomes unenciphered, an indication shall be given to the user. Ciphering itself is unaffected by this feature, and the user can choose how to proceed;

· Support for PLMN selection.

· Support for handling of interactions between toolkits concerning the access to UE  MMI input/output capabilities;

Whenever an application (e.g. a SAT/MExE/WAP application) requires the access to the UE MMI input/output capabilities (e.g.  display, keyboard,… ), the UE shall grant this access subject to the capabilities of the UE. This shall not cause the termination of any other applications (e.g. WAP browser or MExE/SAT application) which were previously using these UE resources. The UE shall give the user the ability to accept or reject the new application. In the case that the application request is rejected, the access to the UE MMI input/output capabilities is returned to the applications which were previously using these UE resources.  If the user decides to continue with the new application, then when this new application is terminated, the access to the UE MMI input/output capabilities shall be returned to the UE to be re-allocated to applications (e.g. the preceding application which was interrupted). Subject to the capabilities of the UE, the user shall have the ability to switch the MMI input/output capabilities between applications.

Note:
Rejecting a request to access the UE MMI input/output capabilities  by an application does not necessarily mean that it is terminated, but only that the access to the UE MMI input/output capabilities  are not granted to this application. Handling of rejection (termination, put on hold,…) is the responsibility of the application.

Annex A describes a number of features which may optionally be supported by the UE.  
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