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Summary

This documents aims at defining part of Device Management Requirements in order to

· Be examined by relevant standards bodies, in order to improve current specifications and products

· Refine the requirements expressed in M Services Phase 2 document 
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Title:
Liaison Statement on Device Management Requirement

Source:
MSIG

To:
OMA/Requirements, OMA/DMDP 

Cc:
OMA/SCEG, 3GPP T3

Cc:
GSMA : SCAG, SERG, TWG
1. Context

1.1. Multiple APNs requirements

1.1.1. The MMS approach
In the deployment of MMS, the operators have been expressing a very strong requirement to investigate per-message billing solutions.

Given the current structures of the mobile networks, it appeared that the best short term solution for a number of  operators for this, is to use of a dedicated APN for MMS, different from the APN used for WAP.
1.1.2. The M Services approach

More generally, during the M Services discussions, it appeared as very important that every « service » could be mapped onto a dedicated APN, in order to :
· Provide flexibility & differentiation in Services offering options

· Support offers towards corporate intranets
1.1.3. The problem

This approach is certainly aiming at fulfilling a market requirement, but it suffers two main problems

· From a (software) architecture standpoint, the "One Service = One APN" paradigm can soon become a nightmare (how to architecture GPRS stacks and provisioning to cope with such a vague requirement ?)

· In terms of provisioning, it also implies a complexe process (10 applications on a device would mean 10 – potentially different ? - sets of configurations), that could hardly be performed OTA

To this extent, the current situation is not satisfying, neither for manufacturers, nor for operators, hence for the final customers.

1.2. Fall back requirement
Another set of requirements from the operators community regards the need to provide a fall back mechanism between the different bearers. The typical use cas for this is "If GPRS does not work, fall back to CSD Digital … or even to CSD Analog"

We should also keep in mind that there is also a strong requirement that the user must always be able to understand the impact of his actions on billing (this can, for instance, be achieved by means of clear user prompt each time the network is used)
If we elaborate a bit further, we also would like the following use cases to be supported :
· There are cases when CSD would be the preferred bearer rather than GPRS

· Eg : a small file transfer would be better peformed with CSD (dialup, download file, switch the circuit off, to save radio resources)
· There are cases when the  operator would not want the device to use CSD for the given service 

· Eg IM service, where CSD may be a too resource-consuming option. Maybe GPRS and SMS would be the only proposed bearers for the offer.
2. Provisioning Requirements
2.1. Connectivity Profiles

We define a "Connectivity profile" by
· A list of bearer for that profile

· The proper connectivity information for those bearers (APN, linger time, login, password, etc …)

· A fall back order  (eg « GPRS, then CSD » , or « only GPRS », or « GPRS, then SMS »)

2.2. Provisioning requirements
The device provisioning can then be specified and structured by a « bearer provisioning table »

	Service
	Connectivity profile 1

GPRS : APN1

No fallback
	Connectivity profile 2

GPRS : APN2

CSD : ISDN 2
	Connectivity profile 3

	WAP
	X
	
	

	MMS
	
	X
	

	Instant Messaging
	X
	
	

	Java VM
	
	X
	

	Application XYZ
	
	
	X


This table can be read as follows :

· WAP and Instant Messaging would always use profile #1, while MMS and the Java VM would always use profile #2


· On another hand profile #1 would enable use of "GPRS only, on APN1", while profile #2 would mean "GPRS on APN2, and fall back to CSD to number ISDN2"

This LS is asking for structuring the provisioning parameters, so that it would be possible to use the Provisioning Content format to include the above-table structure.

Note that this does not preclude provisioning of other provisioning parameters/block, related specifically to the service

· Bearer


Connectivity set : GPRS APN, CSD, etc …
· Access


PEP/WapGW server address 
· Applicative 

SyncML server address, POP or IMAP4 Server address
· Tuning parameters
Linger time, size threshholds, etc …
3. Recommended actions

Here are the known groups where provisioning is standardized or discussed
· OMA/DMDP :  
OTA Client Provisioning, Sync ML
· OMA/SCEG : 
Handling SWIM specifications
· 3GPP T3  : 
Handling SIM specifications


· GSMA : 
TWG, Charging Principles WG, SERG, SCAG, HARG, MSIG
We believe the following actions should be undertaken
· Examine and discuss these requirements
·  in the OMA/DMDP an other relevant groups.
· Incorporate part of these requirements to OMA Device Management Stage 1 document
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