Page 3



3GPP T3 (USIM) Meeting #21

Kyoto, Japan, 5 – 7 November 2001
Tdoc T3-010637

CR-Form-v3

CHANGE REQUEST



(

31.112
CR

(

rev
-
(

Current version:
5.0.0
(




For HELP on using this form, see bottom of this page or look at the pop-up text over the (
 symbols.



Proposed change affects:
(

(U)SIM
X
ME/UE

Radio Access Network

Core Network




Title:
(

Correction of TAR value usage




Source:
(

USAT Interpreter ad-hoc




Work item code:
(

USAT Interpreter

Date: (

17.10.01







Category:
(

F

Release: (

REL-5


Use one of the following categories:
F  (essential correction)
A  (corresponds to a correction in an earlier release)
B  (Addition of feature), 
C  (Functional modification of feature)
D  (Editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
Use one of the following releases:
2
(GSM Phase 2)
R96
(Release 1996)
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
REL-4
(Release 4)
REL-5
(Release 5)




Reason for change:
(

To align TS 31.112 with TS 31.114 concerning TAR value handling.

According to TS 31.114 the destinction between different types of access is made by TAR value ranges rather than by dedicated TAR values.




Summary of change:
(

Usage of the term "TAR value range" instead of "TAR value".




Consequences if 
(

not approved:
Inconsistency between TS 31.112 and TS 31.114.




Clauses affected:
(

4.3, 6.4




Other specs
(


 Other core specifications
(



affected:

 Test specifications




 O&M Specifications





Other comments:
(



4.3
USAT Interpreter System Architecture
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Figure 1: System Architecture

The Access Node is the network entity that provide the transport layer specific connectivity to the Security Node as specified in TS 23.048 [4]. The Access Node can be connected to any number of different Security Nodes.

The bearer type determines the access node. For example in the case where SMS is the bearer, the Access Node would be an SMSC. In GPRS the Access node would be a GGSN. The Access Node is addressed according to the bearer's addressing principle. The user reaches the Access Node using the Service Center Address if the bearer is SMS. If the bearer is IP, the user addresses the Access Node using its IP Address. 

The Security Node is the entity that terminates the 23.048 protocol. The Security Node is addressed according to the used bearer. For example in the case where SMS is used as bearer, the Access Node addresses the  Security Node using the Destination Address. In the case where the bearer is IP, the IP Port addressing is used to reach the Security Node.

The Gateway Selector is the entity that subscribes to data from the Security Node based on TAR value and is responsible for connecting the data flow into the appropriate Gateway for the application that is addressed.

The Gateway Selector System consists of logically separate Gateway Selectors to handle the different types of access. These are Administrative, Operational Pull and Operational Push Access. The distinction between these is made using separate TAR value ranges. Thus, one TAR value range is reserved for each of these three different access types. The TAR value ranges are specified in TS 31.114 [3].

The Gateway is the entity that has the capability to encode and decode data between the formats used by the application system and the USAT Interpreter byte codes. The Gateway terminates the operational layer of the protocols. One Gateway potentially handles only a limited set of conversions from Application encoding to USAT Interpreter byte codes. There might be Gateways for dedicated purposes that can be addressed using the Gateway Address. Examples can be separate Gateways for banking, different application languages, content types etc.

6.4
Administrative mode

The following figure gives an example for a data exchange in the administrative mode.
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Figure 2: USAT Interpreter Administrative Flow

1.
The Administrative Entity requests the Gateway to send administrative byte codes to the USAT Interpreter. In the given example, this request uses Http.

parallel and independent processing:

2.
The Gateway sends administrative byte codes to the USAT Interpreter using the transmission protocol for administrative messages (TS 31.114 [3]).
A.
The Gateway optionally replies data after the interpretation of the information received from the Administrative Entity. In the given example, where the Http protocol is used, the data reply of the Gateway is mandatory.

3.
The USAT Interpreter renders the received administrative byte codes. In the given example, where no blocking conditions are defined, the delivered administrative byte code from the Gateway is rendered.


4.
If the USAT Interpreter encounters a reply request within the administrative byte codes, the USAT Interpreter shall send information using the transmission protocol (TS 31.114 [3]) to the Gateway.


5.
The Gateway shall process the information previously received from the USAT Interpreter and then forward the resulting information to the Administrative Entity.


6.
In the given example, where the Http protocol is used, the Http reply to the Administrative Entity is mandatory.


The logic of the administrative flow is similar to the Push Mode from the previous clause. The difference is that the USAT Interpreter is addressed through a TAR value range that has been reserved for administrative commands. The behaviour of the administrative mode depends on the state of the USIM Interpreter at reception of the USAT Interpreter byte code.
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6.	Http reply(xML)
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3.	Parsing of byteCode
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