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Introduction

TSG-T3 reviewed 3G TS 33.103 “3G Security: Integration Guidelines” v2.0.0 and would like SA3 to clarify the following technical points related to section “4.2  User services identity module”.
Items to be clarified.

Section
Item
Description

1
4.2.2
THRESHOLDc
Our interpretation is that it specifies the maximum value of re-using a key set (IK and CK) after that the generation of a new set is triggered (according to S3-99338, section 6.4.4, p32)

T3 kindly asks for confirmation.

2
4.2.2

AMF

Our interpretation is that this field can be used operator specifically for managing authentication options (key no., algorithm, mode, ...) and as such no standardised format is required.

T3 kindly asks for confirmation.

3
4.2.2

WINDOW

Why do we need up to 100 bits? What is the maximum value?

4
4.2.2

KSI

The usage and the coding are not completely clear.

According to S3-99333, section 6.6.5 the KSI is to be stored in the ME. Should it rather be stored in the USIM? 

5
4.2.2


C1 to C2


How are these mapped to the functions described in S3-99332?



TSG-T3 would appreciate if TSG-S3 could provide clarifications on these matters.
