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The SIM Toolkit Framework shall:

· verify the GSM03.48[4] security of the SMS TPDU ;

· trigger the toolkit applet registered with the corresponding TAR defined at applet loading;

· take the optional Application Data posted by the triggered toolkit applet if present;

· secure and send the response packet.

Note: There are at least two interpretations of the previous point:

1. Either the SIM Toolkit Framework builds the response packet according to 03.48, secures and sends the response packet

2. the SIM Toolkit Framework secures and sends the response packet, already built by the applet in the post method.

As the behaviour is not clearly defined, and a clarification in one way or another would not be editorial only, it is proposed NOT to decide on a behaviour in Release 1998. However, a change in Release 1999 should be made.

1. 

Positive:

· Unciphering and RC/CC/DS verification made by STF

· Possiblity for the application to set the Response Status Code Octet in the response in order to send the correct answer to the server ( counter management, security level verification, … ).

· All PoR response format are possible : SMS-DELIVER-REPORT or SMS-SUBMIT

· Ciphering and RC/CC/DS computed by STF

· The STF is not responsible of the presence or not of the PoR response, it sends a PoR response only if the applet provides an answer.

Negative

· The applet has to copy from EnvelopeHandler some parameters to construct the answer, usually parameters it has to check.

2.

Positive:

· Unciphering and RC/CC/DS verification made by STF

· The applet has just to return Optional Application Specific Response Data

· Ciphering and RC/CC/DS computed by STF

Negative

· The STF has to reply OK even if there is a problem in the application (exception) ie post method not used.

· The application can not set the Response Status Code Octet in the response in order to send the correct answer to the server ( counter management, security level verification, … ). So, the server is not inform of the correct execution or not of the message

· PoR response using SMS-SUBMIT seems impossible with the current specification

