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Clarifications demanded to the API Workgroup by Incard: in 03.48 there is no specific sentence about relationship between the TAR of the Sending Application and the Receiving Application. Incard argues this could lead to misunderstanding on TAR usage.

Incard opinion is that the TAR shall be the same for SA and RA (i.e. 03.48 defines a peer to peer protocol) for the following reasons:

-
According to 03.48 Specifications (v8.5.0 §5.2 page 14) the TAR in a Response Packet shall be a copy of the contents of the TAR in the Command Packet.

-
According to 03.19 Specifications (v7.4.0 §6.2 page 11) on reception of a Response Packet an EVENT_FORMATTED_SMS_PP_… occurs and so “the SIM Toolkit Framework shall:
-verify the GSM 03.48 security of the SMS-TPDU;

-trigger the toolkit applet registered with the corresponding TAR defined at applet loading;

…”

Moreover: 

-
According to 03.48 Specifications(v8.5.0 §5 page 10): “The Sending Application prepares an Application Message and forwards it to the Sending Entity, with an indication of the security to be applied to the message.

The Sending Entity prepends a Security Header (the Command Header) to the Application Message.” 

A clarification to this Working Group is requested.

