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Liaison Statement on SAT/MExE <-> CAMEL Interworking / Traceability

SMG3 WPA thanks SMG1/9 SAT Ad Hoc WPA for their Liaison Statement SMG1 (99)173, which is attached.

SMG3 WPA would like to ask for guidance on the service requirements from SMG1 before implementing the requested changes.

Could SMG1 please assist SMG3 WPA with answers to the following questions:

(1) Which protocols will need to use application identifiers? SMG3 WPA has considered that CC, SMS and SS (including USSD) as likely candidates, but also wondered about GPRS services.

(2) How many code points should be reserved? SMG3 WPA has considered that it is necessary to distinguish between transactions originated by the human operator, the SIM card, the mobile itself, or an external device; but is this sufficient?

(3) Does any additional information need to be traced? For example, a call could be initiated by the human user but then the number modified by SAT. Does this need to be traced? SMG1/S1 are kindly asked to be extremely specific with respect to the requirements if this is the case.

(4) This must be a new feature for R99. This means that existing SAT implementations will not support this trace-ability. The CAMEL CSE which supports trace-ability will need to work with terminal SAT implementations which don’t, and vice versa. These cross phase compatibility issues need to be considered.

