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Introduction

The Chairman opened the meeting and welcomed the delegates.  The meeting was convened as a combined T2 SWG1 and SMG4 MExE meeting.

1 Approval of Agenda

STC_DOC
Subject
Source
(Sub-)Group

T2-99653
Draft MExE Agenda
Chairman
SWG1

The agenda was agreed.

2 Registration of Input Documents

TDOC
Subject
Source
SWG

T2-99611
T2 work program (status after T#4, Miami)
MCC
all SWGs

T2-99625
LS from SMG1: Answer to LS on SAT/MExE  <-> CAMEL Interworking / Traceability
SMG1
SWG1

T2-99626
LS from SA1: The role of MExE and SAT within the OSA concept of VHE
SA1
SWG1

T2-99639
LS from RAN2: Support of Handover Notification
RAN2
SWG1

T2-99645
Report of the MExE Meeting, Tampere, Finland 15-16 July 1999
T2 secretary
SWG1

T2-99646
Draft report of MExE meeting, Newbury, ENGLAND, 11-13 August 1999
Motorola
SWG1

T2-99647
3G TS 23.057 v1.3.0
rapporteur
SWG1

T2-99648
CR 23.057: addition of actions in security domains and action table
Alcatel
SWG1

T2-99649
Improvement of MEXE CR proposal on root certificate storage in SIM
Alcatel
SWG1

T2-99650
CR 23.057 : addition of display access for untrusted application
Alcatel
SWG1

T2-99651
interroperability and  security algorithms
Alcatel
SWG1

T2-99652
interroperability and storage of key in SIM
Alcatel
SWG1

T2-99653
Agenda SWG1
SWG1 chairman
SWG1

T2-99654
LS from WAP Forum: SUPPORT OF I-MODE
WAP FORUM BOARD
SWG1

T2-99655
LS from T3: Support for synchronisation of phonebook data on the USIM
T3
SWG1

T2-99656
CR 23.057: Security table actions
Nokia
SWG1

T2-99657
Email from Gary Adams (SUN Microsystems): Re: LSs from 3GPP T2 MExE
SUN
SWG1

T2-99658
CCM Length and timestamp fields
Motorola
SWG1

T2-99659
Draft MExE Report (Helsinki 6-9th September 1999)
SWG1 Chairman
SWG1

T2-99708
LS from N1: SAT/MExE <-> CAMEL Interworking / Traceability
N1
SWG1

T2-99716
LS from CN2: Response to LSs on MExE support of QoS negotiation and HO notifications
CN2
SWG1

T2-99725
LS to WAP Forum on Support of root keys storage on SIM for MExE release 99
Vodafone
SWG1

T2-99726
SDR Forum Presentation
SDR Forum
SWG1

T2-99727
LS to S3 on MExE security
Vodafone
SWG1

T2-99728
CR 23.057: Security table actions (updated tdoc 648)
Alcatel
SWG1

T2-99729
LS to WAP EFI
Vodafone
SWG1

T2-99730
A brief guide to certificate formats
Vodafone
SWG1

T2-99731
LS to SDR Forum
Motorola
SWG1

T2-99732
Improvement of MEXE CR proposal on root certificate storage in SIM (updated T2-99649)
Alcatel
SWG1

T2-99733
CR 23.057: Security table actions (updated tdoc 656)
Nokia
SWG1

T2-99734
QoS Discussion document
BT Cellnet
SWG1

T2-99735
Proposed LS on QoS to S2
BT Cellnet
SWG1

T2-99736
CCM Length and timestamp fields (updated 658)
Motorola
SWG1

T2-99737
CR 23.057: Security table actions (updated tdoc 728)
Alcatel
SWG1

T2-99738
LS to T3 USIM on synchronisation
Motorola
SWG1

T2-99739
LS to RAN2 and CN1 on handover notifications
BT Cellnet
SWG1

T2-99767
LS to Sun and WAP Forum on QoS APIs
Alcatel
SWG1

3 Approval of the previous MExE meeting report

TDOC
Subject
Source
SWG

T2-99646
Draft report of MExE meeting, Newbury, ENGLAND, 11-13 August 1999
Motorola
SWG1

The meeting report of the previous meeting was agreed.

4 Report on MExE-related activities in 3GPP TSG-S1

No S1 meetings have taken place since the last MExE meeting.

5 Report on MExE-related activities in 3GPP TSG-T2

The chairman referred to the preceding T2 opening plenary, and noted how MExE could for example support multimedia messaging.

6 Report on MExE-related activities in WAP Forum

TDOC
Subject
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SWG

T2-99654
LS from WAP Forum: SUPPORT OF I-MODE
WAP FORUM BOARD
SWG1

Response from WAP Forum to the MExE LS from Tampere (T2X99089) regarding the addition of a new classmark for i-mode.  The WAP Forum point out their plans for convergence of WAP and Internet standards.  The WAP Forum encourage integration with i-mode but say it is MExE’s decision whether to have a new MExE classmark for i-mode.

Yoshaki Hiramatsu stated  that NTT DoCoMo welcomed the WAP Forum LS, saying that i-mode also had a goal of converging with Internet standards, as does WAP, and therefore that I-mode and WAP should converge.

Armin Torabi asked if there were inputs to MExE from NTT on I-mode. Yoshaki Hiramatsu said that they wanted convergence of WAP and I-mode and if this were achieved, a separate I-mode classmark for MExE would not be required.  However, if the WAP forum did not accept NTT’s proposals, they would have to seek another route.

Avinash Palaniswany asked that MExE send a response saying that convergence should happen as soon as possible, before 3G services are launched, and wanted to know when WAP 2.0 would come out and to have some understanding of when I-mode and WAP could therefore converge.  The WAP 2.0 roadmap is currently under development and is not yet published and may come out next week.

Conclusion:

The LS from the WAP Forum was noted. 

TDOC
Subject
Source
SWG

T2-99725
LS to WAP Forum on Support of root keys storage on SIM for MExE release 99
Vodafone
SWG1

The LS (updated from T2X99126), requests feedback from the WAP Forum on the proposed support of SIM certificates. 

Conclusion:

The revised LS was accepted.

7 MExE Specifications Contributions

TDOC
Subject
Source
SWG

T2-99657
Email from Gary Adams (SUN Microsystems): Re: LSs from 3GPP T2 MExE
SUN
SWG1

The informal LS from SUN (in an e-mail from Gary Adams) in response to MExE LS T2X99112 (user preferences), T2X99116 (messaging) and T2X99132 (location information).  

MExE were informed that for details on User preferences Mr. Joshua Block (JB) should be used as a contact.

Regarding Messaging, MExE were informed that SUN are internally working on this and that a JSR (defining the scope of the work) has not yet been done, and therefore did not see their work being completed within MExE release 99 timescales.

For Location MExE were informed that this had only been informally discussed within SUN and that companies within MExE with the relevant expertise in this area they should contact SUN directly to offer their expertise.

Conclusion:

The LS from sun was noted.  Tim Wright will contact JB and seek further information on user preferences. Armin Torabi to investigate SUN response to MExE LS’s on messaging and location services.

TDOC
Subject
Source
SWG

T2-99647
3G TS 23.057 v1.3.0
rapporteur
SWG1

Mark Cataldo had not received any comments and it was agreed that CRs had been correctly included. 

Conclusion:

Version 1.3.0 of 23.057 was agreed.

7.1 Security

TDOC
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T2-99658
CCM Length and timestamp fields
Motorola
SWG1

T2-99736
CCM Length and timestamp fields (updated 658)
Motorola
SWG1

The CR makes corrections to the Certificate Control Message definition which is being addressed.  Changes noted at the last review of the CR (including offset values and timestamp fields) were noted.  Other changes were agreed and incorporated into T2-99736. 

The CR addressed the bit ordering and replay attacks of the CCM.  Lars Brenk noted that the offset for CCM Signature Hashtype was incorrect (k+20 instead of k+19), and that the figure references require to be updated.

Joerg Swetina noted that the hour range should be 1-23, and a note was to be added to state that seconds were in the range 0-60 to support leap seconds. 

Hubert Helaine noted that the protection from a replay attack was not complete, and proposed  adding text to highlight the issue. He suggested that there was no need to support the signature hashtype and proposed its removal; the change was not supported.

Conclusion:

Tim Ambrose to contact Bob Geiger to help draft some text describing the replay attack defence.  Tim Ambrose is to also contact Bob Geiger CB on the classification required for ASN.1 data encoding rules (BER/DER), and that signed certificate signature appears to be redundant as the certificate already contains the certificate.

The T2-99736 is to be agreed by e-mail by the 17th September.
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T2-99648
CR 23.057: addition of actions in security domains and action table
Alcatel
SWG1

T2-99728
CR 23.057: Security table actions (updated tdoc 648)
Alcatel
SWG1

T2-99737
CR 23.057: Security table actions (updated tdoc 728)
Alcatel
SWG1

T2-99729
LS to WAP EFI
Vodafone
SWG1

The CR proposes that as action permitted for trusted application is limited to the actions listed in security table, that several new actions require to be added.

Satu Matela said that only a provisioned application should be able to verify a signature, objected to the “No” for “External port access” and that one application should be able to stop another (648 would not allow this) in case one application were behaving badly.

Avinash Palaniswamy stated that the “Security function other than GSM” category is redundant as all these functions could be done without MExE.  On the “Input/Output” category he pointed out that all such operations are performed as files so could be handled by file handling constraints, and it was agreed that allowances could be made to forbid SIM access.

Phillipe Dumay pointed out that SIM card access was forbidden in one place and that launching of SAT applications was mentioned in another, therefore there was a contradiction.  Hubert Helaine responded that an intermediate application could access the SIM instead of the MExE application.

Tim Wright stated that MExE access to SAT cannot be done, and expressed security concerns were it to be allowed.

Avinash Palaniswany stated that the "Security function other than GSM  functions could be performed by the source code of the application and therefore that this entry should be deleted.  Tim Wright agreed, that unless the entry was made to refer to existing, defined security functions within the MS, it was meaningless.  Hubert Helaine pointed out that such functionality existed in WAP in that there was a WMLScript function to request signing of a string by (a private key held) in the WIM.  Consensus not achieved.

On the Input output/User interface category it was agreed that user permission was not required (printer access will be taken out of this entry).  For Read/write date/time it was agreed that it would be useful for applications to be able to read the system time (this would be forbidden by the entry as it stands)

For the User notification category questions were raised as to the difference between this entry and the preceding one, and it was therefore to be combined with the preceding one.

Hubert Helaine pointed out that if there were no security restrictions on access to external ports that an application could access a GPS receiver attached to the terminal and so override any security restrictions within MExE on location information.  

For External port access it was agreed that this issue would be left open and proposed to be included as a question in the LS to S3, and that a separate LS to the WAP EFI group in T2-99729 would ask EFI what work they had done on the security of access to external ports from the WAP browser.

For SIM smart card access the entry will be clarified to say that access at an APDU level is not allowed.  If access at the APDU level is given, an application could knowingly or by mistake issue an incorrect CHV 3 times and cause the SIM to be locked.

Application access – Hubert Helaine will give a more precise definition of application issuer. The issue of one application with a certain set of permissions calling another application with a different set of permissions.  A suggested compromise was that the permissions of the calling application would apply but Mark Cataldo suggested that this might have implementation difficulties and that the specific entry for application launch should be left open.  Footnote 9 will be changed to ensure that the user and the MExE environment as a whole shall be able to terminate any MExE application.

The decision on the proposed new entries were as follows:-

· GSM security function – entry agreed

· Security function other than GSM – entry not agreed.

· Input output/User interface - entry agreed with changes.

· User notification – entry not agreed.

· Printer access - entry agreed 

· External port access – left undecided.

· SIM smart card access – entry agreed with changes.

· Smart card other than SIM card access – left undecided.

· Application access – entry agreed with changes.

Conclusion:

The changes were incorporated in tdoc T2-99648.  A new definition was added, and changes to the category sections were corrected.  The position of the new categories in the table will require to be confirmed with the re-ordering of the categories as agreed in tdoc T2-99733, and Hubert Helaine is to consult Satu Makela.  

There was insufficient time for the LS to the WAP Forum in T2-99729 to be agreed during the meeting, and it will be considered in the closing plenary.

The CR updates are to be incorporated in T2-99737 and agreed by e-mail by the 17th September.
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T2-99727
LS to S3 on MExE security
Vodafone
SWG1

Tim Wright had proposed sending a request for a security review of MExE release 99.  

The proposed LS was considered by all present delegates to be an unnecessarily negative view of the strong MExE security, and the group expressed disappointment with the views therein.  

Delegates also noted that many of the concerns expressed in the proposed LS appeared to be casting doubt on the agreed contents of 03.57, which had been recommended for approval to SMG10, and had been approved by SMG. Mark Cataldo noted that Tim Wright had previously informed SMG10 that 03.57 Release 98 (with the exception of some clarifications and editorial changes) was to be recommended for approval from a security perspective.  MExE Release 99 had as yet only made minor changes to the Release 99 specification, and there was no justification for the negative view.

Conclusion:

The proposed LS was rejected.
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T2-99649
Improvement of MEXE CR proposal on root certificate storage in SIM
Alcatel
SWG1

T2-99732
Improvement of MEXE CR proposal on root certificate storage in SIM (updated T2-99649)
Alcatel
SWG1

The tdoc contained an updated LS/CR to SMG9/S3, proposing the support for certificate storage and management on the SIM.

Section 6.6 of the CR, which lists the reservation of file ID’s will be left to SMG9 to complete.

After some discussion of the level of the DF that MExE should seek and whether this space should be shared with WAP or not, the meeting concluded that MExE should seek a first level DF and to copy the CR to WAP SCEG and suggest to them that the space allocated below the MExE DF could be used for WAP.

Lars Brenk pointed out that the CR was not based on the version of the LS that was sent to T3, which included some changes that were discussed via the mailing list.  Hubert Helaine will therefore find the version of T2X99133 that was sent to T3 and will base the revised version of the CR on it. 

It was agreed that the CR would follow the conventions for the storage of image files on the SIM (see 11.11 section 10.6.1) with regard to the storage of root public keys on the SIM.  Lars Brenk pointed out several changes to T2-99649 that resulted from this agreement.

The CR was based on version 7.3.0 of 11.11, LB believed that a version 8.0.0 was available.

In section 10.4.2.1 it was agreed that EFMExE_SST could be optional – if MExE was not supported on the SIM, the EF would not be required.

In section 10.4.2.2 the meeting agreed that it should be possible to have more than one valid operator root public key (ORPK) on the SIM.  The third party domain supports more than one root public key and therefore the same methods could be used for the operator and manufacturer domains.  Hubert Helaine wondered if this would present problems for terminals that could not support the number of root public keys that were present on a SIM.  It was agreed that a minimum number was not required, and it could be left to manufacturers and market forces if manufacturers found a need to specify a maximum number of SIM ORPK’s.  A large number of SIM ORPK’s would not require additional memory space on the terminal because the SIM ORPK’s are only copied to the terminal when required.

Hubert Helaine proposed the addition of a validity flag for ORPK’s but this was opposed on the grounds that it could add confusion (there are fields within the certificate (e.g. expiry date)) that dictate its validity and rules of precedence between these conditions and the validity flag would have to be defined.  Further, a clear use case for a validity flag could not be found.  It was agreed that the fields key identifier, request identifier and alpha identifier could be replaced with a single field “Root public key originator” that would to identify the root public key when finding the root public key that should be used to verify a certificate signed by that root public key.  This change applies to all root public keys on the SIM.

In section 10.4.2.3 it was agreed that there could only be one Administrator root public key, or there would be problems of precedence among CCM’s.  This section needs to be changed to reflect this.

In section 10.4.2.4 an additional field to give the identity of the third party root public key (TPRPK) as used in the CCM is required.  The validity of the TPRPK with regard to the CCM will be stored on the terminal and not on the SIM, as storage on the SIM would require the EF to have CHV1 as the update condition and this compromises the security of the EF.

Conclusion:

Lars Brenk will find out if version 8.0.0 of 11.11 is available (to ensure that the draft CR is based on the latest version).

Changes to the LS and CR will be in T2-99732 to be agreed by e-mail by the 17th September.
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T2-99650
CR 23.057 : addition of display access for untrusted application
Alcatel
SWG1

The CR was created to clarify and collate the permissions for untrusted applications regarding screen access.

Tim Wright stated before leaving the meeting that he was opposed to this CR as it stood as it would allow a long lived untrusted application to reside on the phone and listen to the keyboard to record passwords, phone numbers and the like.  It was clarified by Mark Cataldo that the CR does not propose any increased functionalities for untrusted applications (except for allowing data transfer to a server, and then only with user permission); instead such functionality was clearly identified in the specification in Release 98.

Tim Wright  stated that if the CR was present because Alcatel was concerned that WAP browsing could not be performed using MExE they should introduce a CR that specifically dealt with WAP browsing.  Further, Tim Wright stated that if the CR was accepted as it stood, he would feel duty bound to bring this to the attention of S3.

As a compromise Mark Cataldo suggested that the untrusted applications could ask permission of a provisioned application, and added that there would be no point in having an untrusted domain if untrusted applications could not access the screen.  Tim Wright suggested that the untrusted domain should be deleted.  It was pointed out that if untrusted applications could not access the display then untrusted games would not be possible, and that these facilities were essential for a meaningful untrusted domain.

The group was generally agreed that untrusted applications have access to the screen was an agreed understanding, and part of the approved MExE Release 98.  

Conclusion:

With the exception of allowing data transfer to a server (and then only with user permission), this CR does not allocate any new functionality to untrusted applications, but collates existing support for untrusted applications into an existing subclause.

The CR was accepted.

TDOC
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T2-99651
interroperability and  security algorithms
Alcatel
SWG1

The discussion document proposed that for interoperability reasons that MExE should define mandatory certificate formats, mandatory hash algorithms, and mandatory signature algorithms.  

Hubert Helaine stated that the minimum support of mandatory algorithms should be defined.

Avinash Palaniswamy stated that all forms should be supported by the ME to allow interoperability and extension of standards.  He stated that if the ME cannot support a particular format, then the ME does not support that particular security domain.

Mark Cataldo noted that to mandate some algorithms would require future backward compatibility.  Thus in a future release when a different more efficient algorithm were to be available, it would require the old mandatory algorithm to be supported.  Mark Cataldo suggested that instead an informative list of algorithms should  be identified instead of a normative list of algorithms. 

Conclusion:

Hubert Helaine will contact Bob Geiger to help draft a proposed informative clause to MExE Stage 2 including much of the discussion document's contents.  

TDOC
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T2-99652
Interroperability and storage of key in SIM
Alcatel
SWG1

The discussion paper was written to discuss the question of what type of certificate information is to be stored on the SIM and the syntax and coding of this information.

Avinash Palaniswamy asked if PKCS#15 could indicate whether the certificate was an Administrator, Operator or Third Party.  Hubert Helaine clarified that he was not proposing a “PKCS#15” area on the SIM, but just that some “PKCS#15-type” elements were added to the elementary files already agreed in T2X99133.

Avinash Palaniswamy pointed out that the certificate file may be only 250 bytes and therefore that the key identifier and request identifier fields (20 bytes each) represented a significant increase in the SIM memory required per certificate.  The issue was therefore raised that if the EFORPK is a linear fixed file then it must be 255 bytes at the minimum and therefore that the “two files per certificate” approach. 

Phillipe Dumay said that a file could be defined with the required space and not with a minimum size of 255 bytes.  However, once space has been allocated to a file, the size of that file cannot be reduced, though the size can be increased.    The file can also be deleted and the space reclaimed.

Conclusion:

The discussion paper was noted.
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T2-99730
A brief guide to certificate formats
Vodafone
SWG1

This contribution on PKI standards and technologies from USECA D09 was presented for information.

Conclusion:

The discussion paper was noted.
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T2-99656
CR 23.057: Security table actions
Nokia
SWG1

T2-99733
CR 23.057: Security table actions (updated tdoc 656)
Nokia
SWG1

Tim Wright made several comments and proposed acceptance and a referral to S3.

Mark Cataldo stated that all actions required user permission.  With regard to S3, he stated that MExE should not have to refer to S3 every time there was the smallest of changes to the security table.  Tim Wright agreed with this and will write a draft LS to S3 in T2-99727.

Lars Brenk was concerned that manufacturers would interpret the table in different ways and so have different implementations of the security table by different manufacturers.  Satu Makela agreed that this was a problem, the definitions have to be precise and yet open to new actions within each definition.  Would has already commenced to clarify the categories, and an Editor’s note will be added stating that the table requires some additional work.

Hubert Helaine asked about the status of the Miscellaneous functions category.  Satu Makela and Lars Brenk proposed removing this category, however Mark Cataldo reminded the group of the need to allowed manufacturer innovation.  Satu Makela will draft a new version in T2-X99733.

Tim Ambrose asked if an application could install its own API’s. Carsten Burmeister and Avinash Palaniswamy said that software is layered and that new APIs would have to use existing APIs/core functions, and that the security should be implemented at this level.

Conclusion:

It was noted that, in a subsequent CR, the subcategories may be moved out of the security table to expand the definitions for the action categories.  

The CR T2-99733 was agreed.
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T2-99708
LS from N1: SAT/MExE <-> CAMEL Interworking / Traceability
N1
SWG1

T2-99708a is an LS on traceability from CN1 to S1 and copied to MExE.  The traceability requirement is for an application identifier to be included in call setup requests so that call and billing records could indicate if a call was initiated by an application rather than a human user.

Avinash Palaniswamy said that he did not think application identifiers would be useful as they were dynamically allocated by the terminal and would not mean anything to the user.  Mark Cataldo re-iterated the usefulness of the requirement and also the conclusions of the MExE group that application identifier could be provided by the terminal, even if they were dynamically assigned.

Tim Wright commented that the measure is not designed to prevent the activities of malicious applications but merely to give qualitative information to users and operators with regard to billing records.  It was acknowledged that “clever” malicious applications may be able to spoof application identifiers.

Avinash Palaniswamy pointed out that an application could call another and the get the second to make the call, and which application identity would be used? Carsten Burmeister believed there were solutions to this.

Conclusion:

Mark Cataldo will raise some of these points with S1.  The LS was noted.

7.2 Non-security
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T2-99726
SDR Forum Presentation
SDR Forum
SWG1

T2-99731
LS to SDR Forum
Motorola
SWG1

Mark Cataldo received the presentation from the SDR Forum following the Newbury's meeting for details on the SDR Forum.  MExE, together with WAP, has been suggested as an enabler for SDR.  SDR are looking at co-operation with WAP and MExE to achieve their goals.

Avinash Palaniswamy pointed out that MExE is already capable of downloading functions below the application layer, by manufacturers, via JAR files. Avinash Palaniswamy also agreed with the presentation that there could be regulatory problems with download of new code, with regard to the type approval of the software to be downloaded.  Further, that base station software can be reconfigured by reconfiguration of FPGA’s.

Mark Cataldo pointed out that MExE was standardising download mechanisms and not the functionality of downloaded code.  He doubted that the major manufacturers would be able to agree on a common software architecture that would allow generic download of low level functionality and that manufacturers had not expressed a desire to do this in any case.

Mark Cataldo believed that the SDR forum had clearly expressed interest in MExE and that MExE should respond with an LS.  

Conclusion:

MExE will require approval of the PCG to establish formal liaisons with the SDR Forum.  Mark Cataldo is to draft the LS in T2-99731 and will request permission of the T2 chair to liase with the SDR forum.  This LS will be approved by e-mail by September 17th.
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T2-99625
LS from SMG1: Answer to LS on SAT/MExE  <-> CAMEL Interworking / Traceability
SMG1
SWG1

The LS from SMG1 to SMG1/9 SAT ad hoc copied MExE on the traceability of network resource usage, and included comments which had been sent by MExE to SMG1.

Joerg Swetina asked if it was sufficiently clear what application identify could be used.  Lars Brenk and Mark Cataldo stated that it should be a familiar application name to the user, which would make sense when receiving the monthly bill.

Carl Binding suggested that a unique application names should be considered and suggested a reference to ISO standard 7816 for further information.  

Conclusion:

The LS was noted, and Carl Binding will research ISO 7816 and report back to MExE.
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T2-99626
LS from SA1: The role of MExE and SAT within the OSA concept of VHE
SA1
SWG1

The LS from S1 on the role of MExE and SAT had already been answered by the MExE group in the Tampere meeting.

Conclusion:

The LS was noted. 
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T2-99639
LS from RAN2: Support of Handover Notification
RAN2
SWG1

T2-99739
LS to RAN2 and CN1 on handover notifications
BT Cellnet
SWG1

The LS from RAN2 informed MExE on handover notification support following a request from MExE on further details.

The issue is how handover notification could be exposed to MEXE applications, and indeed whether it is necessary.  Tim Costello (BT Cellnet) agreed to investigate the matter. Only the most recent handover notification is of interest, and no handover history to be maintained.

Conclusion:

Tim Costello will investigate the issue, and LS create an LS in T2-99739 to be agreed by e-mail by the 17th September.
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T2-99655
LS from T3: Support for synchronisation of phonebook data on the USIM
T3
SWG1

T2-99738
LS to T3 USIM on synchronisation
Motorola
SWG1

LS from T3 informing MExE that they are performing synchronisation work in T3 on the phonebook data.

Lars Brenk suggested that synchronisation co-ordination with T3 would be good.  T3 requested information regarding MEXE requirements for synchronisation of phone book data.  Since SWG2 (Terminal Interface) has the mandate for data synchronisation and MExE has asked SWG2 to support the MExE syncrhonisation work, it was agreed to draft a reply informing TSG T3 about this situation, and to copy SWG2.  Mark Cataldo is to draft LS (Tdoc 99738).

Conclusion:

Mark Cataldo will draft an LS in T2-99738 to be agreed by e-mail by the 17th September.
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T2-99716
LS from CN2: Response to LSs on MExE support of QoS negotiation and HO notifications
CN2
SWG1

T2-99739
LS to RAN2 and CN1 on handover notifications
BT Cellnet
SWG1

TSG CN1 LS reponse to MExE LS on MExE support of QoS negotiation and handover notifications.

TSG CN1 seek clarification from T2 SWG1 as to the intended use of the requested information so as to enable them to properly formulate a response.  It was noted that RAN2 appeared to have misunderstood MExE's intentions, and MExE only wishes to be notified of handovers and not control them!  

Conclusion:

Tim Costello will draft an LS reply and combine it in T2-99739 to be agreed by e-mail by the 17th September.
TDOC
Subject
Source
SWG

T2-99734
QoS Discussion document
BT Cellnet
SWG1

Tim Costello presented a discussion paper on QoS following discussions at the Newbury meeting, identifying how QoS may be dynamically modified, and how it could be used by MExE.

Modification of QoS is now possible not only by the network but also by the MS.  This paper is a summary of QoS work happening within UMTS (TSG S2/SMG12) and attempts to analyse the potential impact on MExE features related to QoS management. TSG S2/SMG12 will eventually develop incorporate QoS management which can be used by MExE applications (Classmark 2) through an appropriately defined API.  Example APIs are Win2000 GQoS which defines a QoS API; it is not entirely clear if Java (java.net) contains similar features. Some discussion regarding the security of QoS, i.e. user permission, and in which security table category QoS management features would fall. UMTS QoS supports 3 classes of QoS: Conversational class (= real time), Streaming class         (= real time), Interactive class (= best effort), Background class (= best effort). 

MExE need to inform S2 on the parameters which will be presented by the MExE API to the QoS network manager.

Hubert Helaine proposed that the user should be consulted on each and every QoS change, and was supported by Phillipe Dumay.  Joerg Swetina and Mark Cataldo stated that this would be part of the user's permission for network access anyway.  Hubert Helaine stated that the user could give blanket permission for such access.  Joerg Swetina stated that the QoS support should be seen not only from a MExE perspective.

The inclusion of the QoS issue into the security table will have to be deferred for later MExE sessions.

Conclusion:

The discussion paper was welcomed and noted.

TDOC
Subject
Source
SWG

T2-99735
Proposed LS on QoS to S2
BT Cellnet
SWG1

T2-99767
LS to Sun and WAP Forum on QoS APIs
Alcatel
SWG1

Tim Costello proposed the LS to S2 identifying the QoS parameters to be presented by MExE applications to the network QoS manager. In the LS MEXE agrees to adhere to the TSG S2 QoS management parameters which shall be presented to the QoS management sub-system via some suitable MExE API.

QoS aware MExE applications will potentially present the S2 identified parameters to the TE through a standardised QoS API, such as GQoS.  Mark Cataldo identified the S2 QoS group which has made significant advances in identifying QoS support.  The 3 parameters TokenRate, TokenBucketSize, and PeakBandwidth are the minimum required by MExE applications.

MExE will have to identify the APIs to allow the parameters to be passed.

It was proposed by Hubert Helaine to send an LS to both SUN and WAP request support for an API to interface to the TSG S2/SMG12 QoS environment from Java and WMLScript. 

Conclusion:

The LS to S2 was agreed.  Hubert Helaine/Tim Costello will draft an LS in T2-99767 to be agreed by e-mail by the 17th September.
8 AOB

There was no other business raised.

9 Future Meetings

The next MExE meetings will be 

· 4th-5th October, 1999: during T2 hosted by Samsung, Seoul, Korea (days to be confirmed)

· 23rd-25th November, 1999: no venue identified planned yet (days to be confirmed)

· December, 1999: no meeting requirement identified yet

Annex

10 Output Liaison Statements

STC_DOC
Subject
Source
(Sub-)Group

T2-99725
LS to WAP Forum on Support of root keys storage on SIM for MExE release 99
Vodafone
SWG1

T2-99729
LS to WAP EFI
Vodafone
SWG1

T2-99735
Proposed LS on QoS to S2
BT Cellnet
SWG1

LS T2-99729 needs to be approved in the closing plenary, as insufficient time was available during the meeting. 

The following LSs are to be agreed by the 17th September:-

STC_DOC
Subject
Source
(Sub-)Group

T2-99731
LS to SDR Forum
Motorola
SWG1

T2-99732
Improvement of MEXE CR proposal on root certificate storage in SIM (updated T2-99649)
Alcatel
SWG1

T2-99736
CCM Length and timestamp fields (updated 658)
Motorola
SWG1

T2-99737
CR 23.057: Security table actions (updated tdoc 728)
Alcatel
SWG1

T2-99739
LS to RAN2 and CN1 on handover notifications
BT Cellnet
SWG1

T2-99738
LS to T3 USIM on synchronisation
Motorola
SWG1

T2-99767
LS to Sun and WAP Forum on QoS APIs
Alcatel
SWG1

The MExE group informs the T2 plenary that it requires to send an LS to the SDR Forum, and requests formal authorisation to establish a liaison with the SDR Forum.

11 MExE Stage 1 Changes

No changes were presented/agreed for MExE Stage 1.

12 MExE Stage 2 Changes

STC_DOC
Subject
Source
(Sub-)Group

T2-99650
CR 23.057 : addition of display access for untrusted application
Alcatel
SWG1

T2-99733
CR 23.057: Security table actions (updated tdoc 656)
Nokia
SWG1

The following CRs are to be agreed by the 17th September:-

STC_DOC
Subject
Source
(Sub-)Group

T2-99736
CCM Length and timestamp fields (updated 658)
Motorola
SWG1

T2-99737
CR 23.057: Security table actions (updated tdoc 728)
Alcatel
SWG1

13 Other Output Documents

STC_DOC
Subject
Source
(Sub-)Group

T2-99646
Draft report of MExE meeting, Newbury, ENGLAND, 11-13 August 1999
Motorola
SWG1

T2-99647
3G TS 23.057 v1.3.0
rapporteur
SWG1
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