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1. Overall Description:

CN1 would like to thank T1 for their LS N1-022401 (T1-02888) seeking confirmation from CN1 on certain allowed R99 UE behaviour with respect to detecting network failure of authentication.

In the LS, T1 ask the following questions and actions from CN1:-

1. T1 would like CN1 to confirm whether the REL-5 behaviour if implemented in a R99 terminal is acceptable for R99 conformance. Further does CN1 agree that it is inappropriate to fail a terminal that does not strictly bar a cell after 2 MAC (or SYNC) failures seeing that that behaviour is surpassed in Rel 5 core specifications.

2. T1 would also like CN1 to confirm if MS is expected to send the AUTHENTICATION AND CIPHERING FAILURE message before the MS aborts the RR connection and the PS signalling connection due to deeming network as not genuine.
CN1’s answer to question and requested action 1 is:-

In the LS from T1, N1-022401 (T1-020888), T1 has identified five criteria – a) to e) – on which the MS can reject the network. CN1 confirms that it is allowed for a R99 mobile to diagnose authentication failure after three consecutive failures according to alternative e). CN1 wish to further confirm that it should be allowed for a R99 mobile not to do steps a) to d). This of course means that a R99 mobile that does steps a) to d) and also step e) is naturally acceptable.

CN1’s answer to question and requested action 2 is:-

In 24.008, subclauses 4.7.7.6. and 4.7.7.6.1, the sending of AUTHENTICATION AND CIPHERING FAILURE in this situation is not required. From a procedural perspective, whether AUTHENTICATION AND CIPHERING FAILURE is sent or not, does not matter since the cell(s) will be barred anyway.

2. Actions:

None.

3. Date of Next TSG-CN1 Meetings:

CN1_28
10th  – 14th February 2003
Dublin

CN1_29
07th – 11th April 2003
TBD

