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5.1 MMS User Agent 

5.1.1 MMS User Agent operations 

The MMS User Agent shall provide the following application layer functionalities:- 

- the retrieval of MMs (initiate MM delivery to the MMS User Agent); 

- terminal capability negotiation. 

The MMS User Agent may provide additional application layer functionalities such as:- 

- the MM composition  

- the MM submission 

- the MM presentation; 

- the presentation of notifications to the user; 

- the signing of an MM on an end-user to end-user basis; 

- the decryption and encryption of an MM on an end-user to end-user basis; 

- all aspects of storing MMs on the terminal; 

- handling of MMS-related information on the (U)SIM, if the USIM supports MMS; 

- management and presentation of MMBox content; 

- the handling of external devices; 

- the user profile management. 

This optional list of additional functionalities of the MMS User Agent is not exhaustive. 

 

7.1.14 Handling of MMS-related information on the (U)SIM 

NOTE : This section does not apply when the MMS-UA is implemented within equipment which does not support 
a (U)SIM. 

If the USIM according to [67] stores MMS related information, anAn MMS User Agent shall use the MMS related 
information stored in the (U)SIM [67] or SIM [XX],  if present, according to the definitions in this subclause 7.1.14 - 
unless otherwise specified by the user., may be able to handle that MMS-related information on the USIM which  This 
information comprises: 

• MMS connectivity information, as defined in Annex F. This information is used to connect to the network for the 
purpose of accessing the MMS Relay/Server., 
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• MMS user preferences, as defined in Annex F, and 

• MMS notifications. 

MMS connectivity information, which is stored on the (U)SIM, should be used by an MMS User Agent to connect to 
the network for the purpose of accessing the MMS Relay/Server.  

The MMS connectivity information on the (U)SIM may includes a number of sets of MMS connectivity parameters. 
One Some of these sets of MMS connectivity parameters is are preset by the issuer of the (U)SIM with the first set 
being the default. Such default preset MMS connectivity parameters set shall be selected unless otherwise specified by 
the user. 

The MMS connectivity information on the (U)SIM may includes preferences for the selection of Interface to Core 
Network and Bearer parameters (cf. Annex F) as defined in [67] or [XX]. If these are stored on the (U)SIM the MMS-
capable UE should shall automatically select the Interface to Core Network and Bearer parameters based on their order 
of precedence defined on the (U)SIM unless otherwise specified by the user. 

When conflicting MMS connectivity information is stored on both the USIM and outside the USIM, the MMS 
connectivity information stored on the USIM should be used by an MMS User Agent to connect to the network. 

MMS user preferences information, which is stored on the (U)SIM, may shall be used by an MMS User Agent for 
user assistance in preparation of terminal-originated MMs (e.g. default values for parameters that are often used). 

MMS notifications, may should be stored on the (U)SIM together with an associated status by a recipient MMS User 
Agent:.  

• When an MMS User Agent has deleted a notification which was stored on the (U)SIM, the associated status shall 
be set to “Free space” 

• When an MMS User Agent stores a notification on the (U)SIM, the associated status shall be set to “Used space” 

• When a recipient MMS User Agent has not handled the notification which is stored on the (U)SIM (e.g. the details 
of the notification were not shown to the user), the associated status should shall be set to “notification not read”, 

• When a recipient MMS User Agent has handled the notification which is stored on the (U)SIM (e.g. the details of 
the notification have been shown to the user), the associated status should shall be set to “notification read”, 

• When a recipient MMS User Agent has not retrieved an MM based on the notification which is stored on the 
(U)SIM, the associated status should shall be set to “MM not retrieved” – unless the recipient MMS User Agent has 
rejected or forwarded the MM, 

• When a recipient MMS User Agent has retrieved an MM based on the notification which is stored on the (U)SIM, 
the notification should shall be either deleted or the associated status may shall be set to “MM retrieved”, 

• When a recipient MMS User Agent has rejected an MM based on the notification which is stored on the (U)SIM, 
the notification may shall either be deleted or the associated status may shall be set to “MM rejected”, 

• When a recipient MMS User Agent has forwarded an MM based on the notification which is stored on the (U)SIM, 
the notification may shall either be deleted or the associated status should shall be set to “MM forwarded”, 

Upon an attempt to store a notification on a (U)SIM, an MMS User Agent should ensure that the notification is not lost 
unless the (U)SIM acknowledges the storage attempt to be successful. 

 

Annex F (normative): 
Configuration of MMS-capable UEs 
An MMS-capable UE may be configured with information about MMS connectivity and user preferences. A configured 
MMS-capable UE requires minimum user interaction for different MMS-specific purposes, e.g. accessing network 
infrastructure, composing mobile-originated MMs. The information may be stored on (U)SIM as part of terminal 
configuration. MMS connectivity information and user preferences are described below.  
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F.1 MMS Connectivity Information 
MMS connectivity information consists of a set of information elements needed to access network infrastructure for the 
MMS purpose. This includes bearer, protocols, and addresses of related access points.  

A list of information elements concerning MMS connectivity information is outlined below. Some of the connectivity 
information elements can also be used for purposes other than MMS. An MMS-capable UE can be configured with all 
or a subset of the listed elements depending on the provided service in terms of e.g. bearer, security, implementation 
protocol. Moreover, an MMS-capable UE can be configured with more than one sets of connectivity information for 
multiple access mechanisms, e.g. bearer, access type. Further information about the listed information elements for 
WAP MMS implementation can be found in [55] and [56]. 

MMS Relay/Server 

- address: the address of the associated MMS Relay/Server as defined in [56] 

WAP Gateway for WAP implementation of MMS (the terminology of the information elements as defined in chapter 
5.6 in [55] is given in parenthesis) 

- address: the address of the associated WAP Gateway. The address can be of different types, as indicated by the 
"type of address" (PXADDR)  

- type of address: indicates the type (e.g. IPv4, IPv6) of the "address" of the WAP Gateway (PXADDRTYPE) 

- port: indicates the port number specific to the address of the WAP Gateway (PORTNBR) 

- service: specifies available service, e.g. connection-less, secured (SERVICE) 

- authentication type: indicates the authentication method used by the WAP Gateway (PXAUTH-TYPE) 

- authentication id: indicates the authentication identifier used for authentication by the WAP Gateway (PXAUTH-
ID) 

- authentication pw: indicates the authentication secret used for authentication by the WAP Gateway (PXAUTH-
PW) 

Interface to core network including access point for the core network (e.g. GGSN) and required bearer (the terminology 
of the information elements as defined in chapter 5.6 in [55] is given in parenthesis) 

- bearer: indicates the type of network (e.g. CSD, GPRS) (BEARER) 

- address: the address of the associated access point. The address could be of different types depending on the bearer, 
as indicated by the "type of address" (NAP-ADDRESS) 

- type of address: indicates the type (e.g. MSISDN for CSD, APN for GPRS) of the "address" of the access point 
(NAP-ADDRTYPE) 

- speed: indicates the speed of the connection for circuit switched bearers (LINKSPEED) 

- call type: indicates type of call for specific bearer (e.g. analogue for CSD) (CALLTYPE) 

- authentication type: indicates the authentication protocol used by the access point (AUTHTYPE) 

- authentication id: indicates the authentication id used for authentication by the access point (AUTHNAME) 

- authentication pw: indicates the authentication secret used for authentication by the access point (AUTHSECRET) 

For the storage of WAP Gateway Information and Interface to Core Network and Bearer Information on the (U)SIM 
only the binary encoding of information elements as defined in chapter 8 of [55] shall be taken into account, i.e. for 
each  information element (“attribute name” according to [55]) and for each predefined attribute value according to [55] 
the equivalent tokens shall be used. Non-predefined attribute values shall be represented by ASCII string encoding with 
NULL character termination in order to indicate the end of the attribute value. The “connectivity document” structure as 
defined in previous chapters of [55] shall not be used for the storage of WAP Gateway Information and Interface to 
Core Network and Bearer Information on the (U)SIM. 
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F.2 User Preferences 
User preferences consist of a set of information elements with user-defined values. The set is a subset of information 
elements required for composing an MM. User preferences include following information elements. 

For the WAP implementation of MMS the corresponding header field names and their equivalent binary tokens as 
defined in [56] are given in parenthesis. For the storage of MMS User Preferences on the (U)SIM only these binary 
tokens shall be taken into account. The header field encoding according to [23] shall not be used for that purpose. 

- Delivery report (Delivery-Report, encoded as 0x06) 

- Read reply (Read-Reply, encoded as 0x10) 

- Sender visibility (Sender-Visibility, encoded as 0x14) 

- Priority (Priority, encoded as 0x0F) 

- Time of expiry (Expiry, encoded as 0x08) 

- Earliest delivery time (Delivery-Time, encoded as 0x07) 

Further information about the information elements, listed here, can be found in section 8.1.3 (Submission of 
Multimedia Message) of this specification. 
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