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**Comments**

This pCR proposes to conclude on KI #3 in TR 33.713.

**Proposed Changes**

\* \* \* First Change \* \* \* \*

## 7.3 Conclusion on KI#3

The following aspects and principles are agreed for the conclusion on KI#3

* The AIoT device should not send the permanent identifier of the AIoT device in plaintext over the air interface.
* The Network should not send the permanent identifier of the AIoT device in plaintext over the air interface.
* Solution for protecting AIoT device ID shall be based on the use of temporary ID.
* A mechanism to protect ambient IoT device identifier(s) is mandatory to support by the AIoT device and the network and optional to use.

NOTE 1: During AIoT device provisioning, privacy protection capability is set to enabled/disabled, and the capability status is stored at the network e.g., as part of the AIoT device subscription information. Transmission of a privacy protection capability indication is therefore not required.

NOTE 2: Detailed use of temporary ID in Paging procedures (e.g., how initial temporary ID or subsequent temporary ID is derived, how temporary ID is mapped to a permanent ID, etc.) is to be decided during normative phase.

\* \* \* End of Change \* \* \* \*