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Meeting topics
	Item
	Title
	UID
	Acronym

	1
	Agenda and Meeting Objectives

	2
	Meeting Reports

	3
	Reports and Liaisons from other Groups (related to Rel-18 release content only)

	4
	Work areas (Rel-18)

	4.1
	New WID on Security Assurance Specification for Management Function (MnF)
	940014
	SCAS_5G_MF

	4.2
	New WID on SECAM and SCAS for 3GPP virtualized network products
	940017
	VNP_SECAM_SCAS

	4.3
	New WID on Mission critical security enhancements phase 3
	940015
	MCXSec3

	4.4
	      New WID on Security Assurance Specification (SCAS) for 5G Rel-17 Features                                                                                             
	950016
	SCAS_5G_Ph2

	4.5
	New WID on Security Assurance Specification for the Authentication and Key Management for Applications (AKMA) Anchor Function Function (AAnF)
	950019
	SCAS_5G_AAnF

	4.6
	
New WID on SCAS for split-gNB product classes 
	950022
	SCAS_5G_split_gNB

	
	Maintenance 

	4.7 
	Service Based Architecture (Rel-15/16/17)
	
	

	4.8 
	Security Aspects of Proximity based services in 5GS ProSe (Rel-17)
	
	

	4.9 
	All topics (Rel-15/16/17/18 )
	
	

	
	New Rel-18 WIDs

	4.10 
	ProSe Secondary Authentication 
	970027
	PROSESA

	4.11
	New WID on DTLS protocol profile for AKMA and GBA
	980021
	AKMA_GBA_DTLS

	4.12
	New WID on Security Aspects of the 5G Service Based Architecture Phase 2
	980022
	5G_eSBA_Ph2

	4.13
	New WID on IETF OSCORE protocol profiles for GBA and AKMA
	980023
	AKMA_GBA_OSCORE

	4.14
	New WID on Security aspect of home network triggered primary authentication
	980024
	HN_Auth

	4.15
	New WID on 5G Security Assurance Specification (SCAS) for the Policy Control Function (PCF)
	990044
	SCAS_5G_PCF

	4.16
	New WID on Security aspects for 5WWC Phase 2
	970010
	5WWC_Ph2

	4.17
	Proposed WID for UAS Phase 2 security
	990036
	UAS_Ph2

	4.18
	New WID on Automated certicate management in SBA
	990037
	ACM_SBA

	4.19
	New WID on security enhancements for NGRTC
	990038
	NG_RTC_SEC

	4.20
	New WID on Security Aspects of Enhancement of Support for Edge Computing in 5GC — phase 2
	990039
	EDGE_Ph2


	4.21
	New WID on AKMA phase 2
	990040
	AKMA_Ph2

	4.22
	New WID on security aspects of MSGin5G Ph2
	990041
	5GMARCH_Ph2_SEC

	4.23
	New WID on security aspects of enablers for Network Automation for 5G - phase 3
	990042
	eNA_Ph3

	4.24
	New WID on Security aspects of enhanced support of Non-Public Networks phase 2
	990043
	eNPN_Ph2

	4.25
	New WID on Security Aspects of Proximity-based Services in 5GS Phase 2
	990045
	5G_ProSe_Ph2

	4.26
	New WID on Security Aspects of Ranging Based Services and Sidelink Positioning
	990046
	Ranging_SL_Sec

	4.27
	New WID on enhanced security aspects of SEAL for vertical
	990047
	SEAL_Ph3

	4.28
	New WID on application enablement aspects for subscriber-aware northbound API access
	990048
	SNAAPPY

	5
	Rel-18 Studies

	5.1
	
Study on 5G security enhancement against false base stations
	810032
	FS_5GFBS

	5.2
	
Study on Security Impacts of Virtualisation
	820007
	FS_SIV

	5.3
	
Study on Security Aspects of Proximity Based Services in 5GS Phase 2
	950024
	FS_5G_ProSe_Ph2

	5.4
	      Study on privacy of identifiers over radio access
	940016
	FS_Id_Prvc


	5.5
	      Study on Standardising Automated Certificate Management in SBA
	920022
	FS_ACM_SBA

	5.6
	      New SID on AKMA phase 2
	950018
	FS_AKMA_Ph2

	5.7
	Study of Security aspect of home network triggered primary authentication
	950020
	FS_HN_Auth

	5.8
	Study on security aspects of enablers for Network Automation for 5G – phase 3
	950021
	FS_eNA_SEC_Ph3

	5.9
	Study on Security Enhancement of support for Edge Computing — phase 2
	950023
	FS_EDGE_Ph2

	5.10
	Study on Personal IoT Networks Security Aspects
	960027
	FS_PIN_Sec

	5.11
	Study on SNAAPP security
	960028
	FS_SNAAPPY

	5.12
	Study on enhanced security for network slicing Phase 3
	960029
	FS_eNS_Ph3

	5.13
	Study on Security aspects for 5WWC Phase 2
	960030
	FS_5WWC_Ph2_Sec

	5.14
	Study on the security aspects of Artificial Intelligence (AI)/Machine Learning (ML) for the NG-RAN
	960031
	FS_NR_AIML_NGRAN_SEC

	5.15
	Study on security support for Next Generation Real Time Communication services
	960032
	FS_NG_RTC_SEC

	5.16
	Study on security aspects of enhanced support of Non-Public Networks phase 2
	960033
	FS_eNPN_Ph2_SEC

	5.17
	Study on Security of Phase 2 for UAS, UAV and UAM
	960034
	FS_UAS_Ph2_SEC

	5.18
	Study to enable URSP rules to securely identify Applications
	960035
	FS_USIA

	5.19
	Study on Security Aspects of Ranging Based Services and Sidelink Positioning
	960036
	FS_Ranging_SL_Sec

	5.20
	Study on Security and Privacy of AI/ML-based Services and Applications in 5G
	960037
	FS_AIML

	5.21
	Study on applicability of the Zero Trust Security principles in mobile networks
	960038
	FS_ZTS

	5.22
	Study of Security aspects on User Consent for 3GPP Services Phase 2
	960039
	FS_UC3S_Ph2

	5.23
	Study on security enhancements for 5G multicast-broadcast services Phase 2
	960041
	FS_5MBS_SEC_Ph2

	5.24 
	
Study on enhanced Security Aspects of the 5G Service Based Architecture
	900020
	FS_eSBA_SEC

	5.25
	Study on Security Aspects of Satellite Access 
	970028
	FS_5GSAT_Sec

	6
	New Study/Work item proposals

	7
	CVD and research

	8
	Any Other Business


Meeting objectives

· Selected LSs pertaining to Rel-18 content features

· Selected Rel-18 SIDs and WIDs (as listed above) to make progress and complete according to Rel-18 work plan. 

· On newly approved WIDs (i.e 4.15 to 4.28) only skeleton contributions maily from rapporteurs are expected, so that content addition can begin SA3#111 onwards.

