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1. Introduction
This pCR proposes to put forward an overall evaluation update from KI#1 to KI#6.
2. Reason for Change
This paper gives an overall evaluation of PIN. 
For KI#1 and KI#6, they describe the management of PIN. For example, the PIN create/modification/delete. 

For KI#2, it describes how the PINE enjoys the 5GS connection, which is the most important benefit that PIN brings. 
For KI#3, KI#4 and KI#5, they describe the application procedure enhancement/support. For example, to offload the traffic internal PIN or support the PIN continuity. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.5.0.
* * * First Change, all new text * * * *

9.2.1
General

All the key issues, solutions and architecture enhancements specified in this technical report are listed in Table 9.2.1-1.

Table 9.2.1-1 provides a mapping of the key issues to the related solutions. 
Table 9.2.1-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Architectural enhancement


(clause reference)
	Enhancements required
	Dependency on other working groups

	KI#1: PIN Management
	Solution #x: <title>
	6.x
	Architecture / None
	<WG>

	
	Solution #y: <title>
	6.y
	Architecture / None
	<WG>

	KI#2: PINAPP accesses 5G network by application mechanism
	Solution #x: <title>
	6.x
	Architecture / None
	<WG>

	KI#3: Service switch in PIN
	
	
	
	

	KI#4: PIN Application Server Discovery
	Solution #11: Application Server Discovery in a PIN
	
	
	

	KI#5: Service continuity
	
	
	
	

	KI#6: PEMC/PEGC replacement in PIN
	
	
	
	


For KI#1 and KI#6, they describe the management (control plane interaction) of PIN. 

Phase 1: Prepare phase, before PIN create. 
Before the PIN create, two procedures should be done. 
Firstly, as solution 12 describes, the PEMC, PEGC, PINE should register into the PIN server first. This procedure has two purpose. The fist is some of the PINE can receive the role of PEMC from PIN server. The second purpose is the device metadata of PINE, for example, the MAC address, GPSI, PIN client ID and etc can be obtained by PIN server. 
Secondly, as solution 7 describes, the PIN server discovery. Some of the PIN management procedures needs the PIN server to help. So, the PINE should receive the PIN server endpoint address first and then trigger the phase 2 procedure. 
Phase 2: PIN management procedure.  

In phase 2, it is the real PIN management procedure. And during the PIN management procedure, it can be divided as the following parts: 
1.
PIN lifecycle: PIN create/delete.

2.
PIN management procedure internal PIN (PIN modification): Including the PEMC/PEGC changes and PIN Profile recover.

3.
Member management: Including add PINE into a PIN or delete a PINE from PIN.

4.
PIN configuration: PIN Profile.

For the PIN lifecycle, it includes the PIN create/modification/delete. The PIN create (solution 2) can only be triggered by PEMC, and approved by PIN server. For the PIN delete (solution 10), the PEMC can trigger the delete either internally or with the help of PIN server’s authorization that a PIN is not needed. Also, the PIN server can trigger the PIN release for example, the life cycle of PIN comes to the end. 
For the PIN management procedure internal PIN (PIN modification), it includes the role changes of PEMC/PEGC. For the PEMC changes, it includes the PEMC changes itself (Solution 2), PIN server triggers PEMC changing (Solution 2), PEMC failure triggers the relocation (Solution 9). For PEGC relocation, it includes (Solution 2) the PEGC relocation itself, PEMC triggers the PEGC relocation, PIN server triggers the PEGC relocation. During the PEMC/PEGC relocation procedure, the PIN profile also need to recover. (Solution 2) A PIN profile recover procedure that recover the profile from PIN server is defined.
For the member management, it includes the add PINE into a PIN or delete a PINE from PIN. For adding the PINE into a PIN, only the PINE takes the initiative to join the PIN is defined. (Solution 5) The PINE discovers the PIN from PEMC/PIN server first, and the PINE joins the PIN (Solution 3). For removing a PINE from PIN, one possible way is (Solution 3) the PINE leaves a PIN and this PINE is removed. Another possible way is (Solution 3) the PEMC/PIN server removes the PINE in a PIN. 
For the PIN configuration, it is related to the definition of PIN profile. (Solution 6) PIN profile and dynamic PIN Profile are defined to describe the related information about PINE, PEMC and PEGC. For example, the ID, endpoint address and etc. This information is important for a PIN, and can be seen as the control plane management information for the PIN. 
Phase 3: Enhancement function of PIN
After the PIN management procedure, some of the enhancement functions are defined in the PIN, including: 

1.
PINE communication via 5GS: the most important and fundamental features that PIN provide
2.
Service Switch: offload the application traffic to internal PIN or changes the traffic termination
3.
Application Server Discovery in a PIN: enhance the PIN to support application server procedure
4.
PIN Continuity: A variety of PIN device interaction and changes the communication path, for example, via Gateway or via 5GS. 
For PINE communication via 5GS, (solution 14) PIN server triggers the QoS establishment or the PEGC triggers the PDU session establishment/modification (to coordinate with SA2). 
For Service Switch, two possible solutions are defined: (Solution 8) PIN server assisted service switch and (Solution 10) Service switch internal PIN. 

For Application Server Discovery in a PIN, (Solution 11) one or more PINAPP(s) (e.g. in a PEMC or in a PIN server) can maintain a registry to manage information about AS(s) that are available to the PIN. The AS(s) register their availability with the PINAPP. And the AS can be discovered at PIN server. 
Editor’s note: PIN Continuity parts need to update later. 
Phase 4: Architectures of PIN
(Solution 1) PIN enabler architecture needs a new design of PIN enabler layer that both supports AC and the 3GPP communication layer. 
(Solution 13) Another SEAL enhancement architecture is the UE also has a SEAL group management client, and the PIN client interact with the SEAL group management client via the GM-C to achieve PIN management. 
* * * End of Change * * * *

