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1. Introduction
This pCR provides overall evaluation and conclusion for KI#23. This pCR is dependent on S6-222097 which describes the solution for KI#23.
2. Reason for Change
It is required to provide overall evaluation and concusion for the agreed key issue as the the TR template.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.1.1.
* * * First Change * * * *

10.2.x
Key issue #23: Reliable Edge service
Solution #x addresses key issue#23 by introducing edge server set and edge service set for EES/ECS to provide reliable services. The edge server set and edge service set are adoption of the NF set and NF service set approach, as specified in clause 5.21.3 of 3GPP TS 23.501 [5], and with edge enabler layer specific enhancements. The solution specifies the differences from the base solution in clause 4.17.12 of 3GPP TS 23.502 [8]. The solution enables ECSP to gracefully shutdown the EES by informing its consumers (EEC, EAS) about the EES unavailability, and to re-select another EES instance within the same EES set. The solution also enables the EESs in the EES Set to synchronize their stored contexts among them. The solution can be considered as a base for normative work for KI#23.
In this solution, determining equivalent EESs (e.g. based on KPIs, service area) to group in an EES set should be discussed in the normative work.
NOTE: The study result can be applied to other application services (e.g. SEAL services), however it needs to be discussed in particular service related study/work.
* * * Next Change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #1: Service provisioning via push notification

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #1
-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #1
b.
Solution #3: Service provisioning triggering via SMS over NAS

-
The usage of SMS over NAS to trigger service provisioning procedure will be specified in TS 23.558 as per Solution #3.
c.
Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server

-
SEAL Notification Service will be specified in TS 23.434 to support the Solution #20

-
The usage of SEAL Notification Service in TS 23.558 will be captured to Solution #20
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #8: EAS Service API enablement using CAPIF
iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #x (<<title>>)
iv.
for Key issue #4 (EDGE-5):

a.
Solution #34 (EDGE-5 APIs)
v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)
vi.
for Key issue #6 (Edge services support across ECSPs):

a.
Solution #x (<<title>>)
vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #x (<<title>>)
ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)
x.
for Key issue #10 (Support for roaming UEs):

a.
Solution #x (<<title>>)
xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)
xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #x (<<title>>)
xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (<<title>>)
xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #x (<<title>>)
xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)
xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #x (<<title>>)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)
xviii.
for Key issue #18 (Linkage between EASs):

a.
Solution #26 (Bundled EASs)
xix.
for Key issue #19 (ACR scenario combination):

a.
Solution #x (<<title>>)
xx.
for Key issue #20 (Method of supporting federated EAS service):

a.
Solution #x (<<title>>)
xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #x (<<title>>)
xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)
xxiii.
for Key issue #23 (Reliable Edge service):

a.
Solution #x (Edge server set and edge service set)
2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
* * * Next Change * * * *
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