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1. Introduction
Network slice related performance and analytics exposure is discussed and captured as key 7 in TR 23.700-99 in the study of FS-NSCALE. In this key issue the NSCE server identifies which data are needed, collects the data from different data sources (e.g., the OAM system, the Core Network or the VAL end users), performes the data organizations and aggregations and expose the processed data to VAL users for monitoring.
2. Reason for Change
Add the procedure, information flows and APIs of performance and analytic monitoring capability exposure.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.435 v0.1.0.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".

[x]

3GPP TS 28.532: "Management and orchestration; Generic management services".
[y]
3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
* * * Second Change * * * *

9.x
Network slice related performance and analytics monitoring

9.x.1
General
The NSCE server supports the end to end network slice related performance and analytic monitoring capability exposure.The NSCE server identifies which data are needed, collects the data from different data sources (e.g., the OAM system, the Core Network or the VAL end users), performes the data organizations and aggregations and expose the processed data to VAL servers for monitoring.
9.x.2
Procedure
9.x.2.1
Network slice related performance and analytics monitoring request
For network slice related performance and analytics monitoring capablites exposed to the VAL server, the VAL server triggers the procedure by sending the network slice related performance and analytics monitoring request to NSCE server as Figure 9.x.2.2-1 shows:
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Figure 9.x.2.2-1: Request Network slice related performance and analytics monitoring
1.
The VAL server sends a request to NSCE server to collect the desired service/VAL service specific performance data and analytics data, the detailed content of the reported data depends on the type of the VAL services. 

2.
The NSCE server shall check if the VAL server is authorized to request the the network slice performance and analytics data monitoring.
3.
NSCE server reposnd to VAL server to inform the VAL server if the monitoring request is succeed. 
4.
NSCE server collects the performance data and analytics data of network slice from 5GS. For OAM system, the APIs defined in clause 11.3, TS 28.532[x] is utilized. For CN functions, the APIs of Nnwdaf_AnalyticsInfo service defined in clause 7.3, TS 23.288[y] is utilized. 
5.
NSCE server retrieves the KQI data of services, the network performance related data and the end users information,
Editor’s Note: The APIs to retrieve the data from NSCE client depend on the conclusion on discussion of Data Collection AF in SA4.Whether to define the data collection function or reutilize the DCAF services in SA4 is FFS.
6.  NSCE server correlates and analyses the performance data of network slice instance, the analytics data of group of UEs and the KQI/QoE data to generate the performance data and analytics data report as required by VAL server.
9.x.2.2
Network slice related performance and analytics report subscription and report
For network slice related performance and analytics result subscription and report, the VAL server triggers the procedure by sending the network slice related performance and analytics report subscription to NSCE server, the NSCE server reports the performance and analytics report after the subscription is succeed, as Figure 9.x.2.2-1 shows:
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Figure 9.x.2.2-1: Network slice related performance and analytics report subscription and report
1.
The VAL server subscribes to the required performance and analytics report.
2.
The NSCE server response to the VAL server to indicate whether the report is successfully generated and ready.
3.
NSCE server sends the performance reports to VAL server if the report is ready. 

9.x.3
Information flows
9.x.3.1
General

The following information flows are specified for Network slice related performance and analytics monitoring:

-
Network slice related performance and analytics monitoring request and response
-
Network slice related performance and analytics monitoring report subscription
-
Network slice related performance and analytics monitoring report
9.x.3.2
Network slice related performance and analytics monitoring request and response
Table 9.x.3.2-1 and Table 9.x.3.2-2 describes information elements for the network slice related performance and analytics monitoring request and response between the VAL server and the NSCE server.

Table 9.x.3.2-1: Network slice related performance and analytics monitoring request
	Information element
	Status
	Description

	VAL information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	>VAL Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the VAL.

	>Security credentials
	M
	Security credentials resulting from a successful authorization for the NSCE service.

	Performance Monitoring Request ID
	M
	Identifier of the performance and analytics monitoring

	Performance and analytics monitoring metrics
	M
	The information of performance and analytics monitoring

	> VAL service identity
	M
	Identifier of the VAL service to be monitored

	>PerfList
	M
	The list of performance to be monitored

	>S-NSSAI
	O
	Identier of the network slice to be monitored

	>StartTime
	M
	The start time point of the performance and analytics monitoring

	>EndTime
	O
	The end time point of the performance and analytics monitoring, If the EndTime IE is not included, it indicates that the performance and analytics monitoring will not stop until the monitoring request is released or updated.


Table 9.x.3.2-2: Network slice related performance and analytics monitoring response

	Information element
	Status
	Description

	status
	M
	The result of performance and analytics monitoring request

	>Successful response 
	CM
(NOTE 1)
	Indicates that the VAL server performance and analytics monitoring request was successful.

	> > Performance Monitoring Request ID
	M


	Identifier of the performance and analytics monitoring

	>>StartTime
	M
	The start time point of the performance and analytics monitoring

	>>EndTime
	O
	The end time point of the performance and analytics monitoring, If the EndTime IE is not included, it indicates that the performance and analytics monitoring will not stop until the monitoring request is released or updated.

	>Failure response 
	CM
(NOTE 2)
	Indicates that the performance and analytics monitoring request failed.

	Reason
	M
	Indicates the cause of VAL performance and analytics monitoring request failure

	NOTE 1:
Information element shall be present when performance and analytics monitoring request is successful.

NOTE 2
Information element shall be present when performance and analytics monitoring request status is failure.


9.x.3.3
Network slice related performance and analytics report subscription 
Table 9.x.3.3-1 and 9.x.3.3-2 describes information elements for Network slice related performance and analytics report subscription from the NSCE server to the VAL server.

Table 9.x.3.3-1: Network slice related performance and analytics report subscription
	Information element
	Status
	Description

	VAL information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	>VAL Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the VAL.

	Report ID
	M
	Identifier of performance and analytics results the report

	Report Information
	M
	The information of performance and analytics report retrieving

	> VAL service identity
	M
	Identifier of the VAL service of which the performance and analytics results are required

	>S-NSSAI
	O
	Identier of the network slice of which the performance and analytics results are required

	>StartTime
	
	The start time the report involved.

	>EndTime
	
	The stop time the report involved.

	>PerfList
	M
	The list of performance to be reported

	>> PerfName
	M
	The name of the performance to be reported


Table 9.x.3.3-2: Response of Network slice related performance and analytics report subscription
	Information element
	Status
	Description

	status
	M
	The result of performance and analytics subscription

	>Successful response 
	CM

(NOTE 1)
	Indicates that the VAL server performance and analytics report subscription was successful.

	> > Report ID
	M


	Identifier of the performance and analytics report Id

	>Failure response 
	CM

(NOTE 2)
	Indicates that the performance and analytics subscription failed.

	Reason
	M
	Indicates the cause of VAL performance and analytics subscription failure

	NOTE 1:
Information element shall be present when performance and analytics subscription is successful.

NOTE 2
Information element shall be present when performance and analytics subscription status is failure.


9.x.3.4
Network slice related performance and analytics report
Table 9.x.3.4-1 and 9.x.3.4-2 describes information elements for Network slice related performance and analytics report from the NSCE server to the VAL server.

Table 9.x.3.4-1: Network slice related performance and analytics report request 
	Information element
	Status
	Description

	VAL information
	M
	The information of the VAL server

	>VAL server ID
	M
	The identifier of the VAL server

	>VAL Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the VAL.

	Report ID
	M
	Identifier of the report


Table 9.x.3.4-2: Network slice related performance and analytics report
	Information element
	Status
	Description

	Report ID
	M
	Identifier of the report

	PerfResultFile
	CM 
(NOTE 1)
	PerfResultFile contains one or more PerfResult

	>PerfResult
	CM

	Information element containing the VAL service identity or S-NSSAI followed by a list of result values for the aggregated or analyzed network slice related performance

	>VAL service identity
	M
	Identifier of the VAL service of which the performance and analytics results are reported

	>S-NSSAI
	O
	Identier of the network slice of which the performance and analytics results are reported

	>ResultsValueList
	
	List of ResultsValue

	>>ResultsValue
	M
	Information element containing the perfName and perfValue.

	>>PerfName
	M
	The name of the performance to be reported

	>>PerfValue
	M
	The corresponding value of the monitored performance

	Failure response 
	CM

(NOTE 2)
	Indicates that network slice related performance and analytics results reporting failed.

	Reason
	CM 
(NOTE 2)
	Indicates the cause of network slice related performance and analytics results report failure

	NOTE 1:
Information element shall be present when the network slice related performance and analytics results retrieving is successful.

NOTE 2:
Information element shall be present when the network slice related performance and analytics results retrieving is failure.


9.x.4
APIs

9.x.4.1
General

Table 9.x.4.1-1 and 9.x.4.1-2 illustrates the API for network slice realted performance and analytics monitoring.

Table 9.x.4.1-1: Ensce_PerfMonitoring API

	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Ensce_PerfMonitoring
	Perf_Monitoring_Request
	Request /Response
	VAL server


Table 9.x.4.1-2 Ensce_PerfResultReport API

	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Ensce_PerfReportSubscription
	Perf_ PerfReport_Subscription
	Subscription/response
	VAL Server


Table 9.x.4.1-3: Ensce_PerfReport API

	API Name
	API Operations
	Operation
Semantics
	Consumer(s)

	Ensce_PerfReporting
	Perf_Report
	Request /Response
	VAL Server


9.x.4.2
Ensce_PerfMonitoring API
API operation name: Perf_Monitoring
Description: The consumer requests to monitor network slice realted performance and analytics.
Known Consumers: VAL server.
Inputs: See table 9.x.3.2-1.

Outputs: See table 9.x.2.2-2.
See clause 9.x.2.1 for details of usage of this operation.

9.x.4.3
Ensce_ PerfReportSubscription API
API operation name: Perf_Result_Reporting
Description: The consumer requests to report network slice realted performance and analytics.
Known Consumers: VAL server.
Inputs: See table 9.x.3.3-1.

Outputs: See table 9.x.3.3-2.
See clause 9.x.2.2 for details of usage of this operation.
9.x.4.4
Ensce_ PerfReport API

API operation name: Perf_ Report
Description: The consumer requests to report network slice realted performance and analytics.

Known Consumers: VAL server.
Inputs: See table 9.x.3.4-1.

Outputs: See table 9.x.3.4-2.
See clause 9.x.2.2 for details of usage of this operation.

* * * Next Change * * * *

9.2.3.1
General

The following information flows are specified for VAL server registration:

-
VAL server registration request and response; and

-
VAL server de-registration request and response.
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