
3GPP TSG-SA WG6 Meeting #50-e
S6-222272
e-meeting, 22nd – 31st August 2022
(revision of S6-22xxxx)
Source:
Huawei, Hisilicon
Title:
Solution to KI #X: SEALDD enabled traffic control for different VAL services
Spec:
3GPP TR 23.700-34 v0.6.0
Agenda item:
9.10
Document for:
Approval
Contact:
Yaxin (wangyaxin11@huawei.com), Niranth (namogh@huawei.com)
1. Introduction
This contribution proposes a solution for SEALDD enabled traffic control for different VAL services with different priorities.
2. Reason for Change
A new KI is proposed as SEALDD enabled traffic control. One of the scenarios is that the data delivery resource may be occupied by low priority services but high priority packets are congested. This contribution proposes a solution for that scenario to help VAL server manage the traffic control of different services with different priories.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.6.0.
* * * First Change * * * *

6.X
Solution #X: SEALDD enabled traffic control for different VAL services 

6.X.1
Architecture enhancements

None.

6.X.2
Solution description

6.X.2.1
General

The following solution corresponds to the new key issue Support for traffic control for VAL applications. A VAL server may have serveral VAL services with different priorities. The VAL server may prefer to serve the important services first when the data delivery and data processing resources are limited. This solution proposes a SEALDD service to help VAL server manage the traffic control for different VAL services.
6.X.2.2
Procedure

SEALDD can offer traffic control service for VAL applications as available API. In this solution, when VAL server subscribes to SEALDD server for data delivery services, it will also provide bandwidth limit and priorities of different VAL services to let SEALDD help manage the data delivery of different VAL services. The VAL server will also provide its traffic limit to SEALDD server. 
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Figure 6.X.2.2-1 SEALDD enabled traffic control for different VAL services
0.
The VAL server discovers and selects the SEALDD server by CAPIF functions.
1.
The VAL server sends a SEALDD service subscription request to the SEALDD server. The service request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), the VAL server’s total traffic limit and the VAL service types with specific traffic limits and service priorities.

2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server responds with a SEALDD service subscription response.
3.
SEALDD connection establishment steps as proposed in clause 6.9.2.2.

4.
The SEALDD server can monitor the traffic bandwidth usage satus of each VAL service over the different SEALDD connections. The SEALDD server will check the current traffic bandwidth usage status, the traffic limit of each VAL service and the total traffic limit of the VAL server to maintain the traffic control.

5a.
When the total traffic bandwidth usage is approaching the VAL server’s traffic limit, the SEALDD server may calculate and re-allocate the traffic bandwidth resource of each VAL service according to the VAL services’ traffic limit and priorities and notify related SEALDD clients about the new traffic control configuration of bandwidth resource allocation.

5b. The SEALDD server may also notify the VAL server about the traffic control configuration to help VAL server re-allocate its processing resource.

6.
The SEALDD server and SEALDD clients execute the new traffic control configuration via application layer bandwidth control.

7.
When a bursting congestion occurs, the SEALDD server will keep transferring high priority services’ packets and hold or drop the low priority services’ packets according to the VAL services’ priorities.

8.
The SEALDD server also notifies the related SEALDD clients to stop sending or requesting low priority services’ packets until congestion is resolved.
6.X.3
Solution evaluation

Editor's note:
Solution evaluation is FFS.

* * * Next Change * * * *

<Proposed change in revision marks>

* * * Next Change * * * *

<Proposed change in revision marks>
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