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1. Introduction
This contribution proposes a solution for SEALDD enabled traffic control for different VAL users with different priorities.
2. Reason for Change
A new KI is proposed as SEALDD enabled traffic control. One of the scenario is that VAL server may need to restrict access bandwidth for specific users. This contribution proposes a solution for that scenario to help VAL server manage the traffic control of different VAL users with different priories.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.6.0..
* * * First Change * * * *

6.X
Solution #X: SEALDD enabled traffic control for different VAL users 

6.X.1
Architecture enhancements

None.

6.X.2
Solution description

6.X.2.1
General

The following solution corresponds to the new key issue Support for traffic control for VAL applications.
In some scenarios, VAL servers need to restrict the bandwidth of users accessing it for traffic control. 
6.X.2.2
Procedure

SEALDD can offer traffic control service for VAL applications as available API. In this solution, when VAL server subscribes to SEALDD server for data delivery services, it will also provide traffic limit (i.e. minimum bandwidth requirement and maximum bandwidth limit) and priorities of different VAL users to let SEALDD help manage the data delivery of different VAL users. The VAL server will also provide its traffic limit to SEALDD server.
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Figure 6.X.2.2-1 SEALDD enabled traffic control for different VAL users
0.
The VAL server discovers and selects the SEALDD server by CAPIF functions.
1.
The VAL server sends a SEALDD service subscription request to the SEALDD server. The service request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), the VAL server’s total traffic limit and different categories of the VAL users (i.e.VAL user type, VAL user priority) with specific traffic limits (i.e. minimum bandwidth requirement and maximum bandwidth limit). The subscription request may also contain the user priority policy (e.g. permission of re-allocate the bandwidth limit of low priority VAL users to get more available bandwidth resources for high priority VAL users)
2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server responds with a SEALDD service subscription response.
3.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application as described for scenario (a) in sol #7 and sol #8. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
4.
The SEALDD client sends SEALDD connection establishment request to SEALDD server with the SEALDD client ID, the VAL user’s information.
5.
The SEALDD server can subscribe to 5GC for QoS monitoring of the specific UE related to the VAL user.

6.
The SEALDD server performs traffic limit check according to the VAL user’s traffic limit, the current SEALDD traffic delivery status and the VAL server’s total traffic limit.

7a.
If the available bandwidth (i.e. the remaining bandwidth that can be used for the VAL user without exceeding the VAL server’s total traffic limit) can not meet the VAL user’s minimum bandwidth requirement, the SEALDD server will reject the SEALDD client’s connection establishment request.
7b.
When the available bandwidth can meet the VAL user’s requirement, the SEALDD client can establish the SEALDD connection with the SEALDD server.

NOTE: The SEALDD server can re-allocate the other users’ bandwidth resource according to the VAL users’ priorities to get more available resources for the high-priority user to meet its requirements according to the user priority policy received in step 1.

8.
The SEALDD server can allocate the bandwidth resource to the SEALDD client according to the VAL user’s traffic limit and the related UE’s current network status (i.e. via QoS monitoring report from the 5GC).

9.
The SEALDD server notify the SEALDD client about the traffic control configuration of bandwidth resource allocation.

10.
The SEALDD server and SEALDD client execute the new traffic control configuration via application layer bandwidth control.
6.X.3
Solution evaluation

Editor's note:
Solution evaluation is FFS.

* * * Next Change * * * *

<Proposed change in revision marks>
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