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1. Introduction
This contribution provides overall evaluation and conclusion for KI#7.
2. Reason for Change
This contribution provides overall evaluation and conclusion for KI#7.

There are two solutions in the TR, Solution #5 proposes to reuse CAPIF architecture and functionalities to enable VAL server discover and select SEALDD server in general scenario (non-EDN scenario). Solution #7 proposes two alternative ways to find SEALDD server for VAL/SEALDD client in general scenario (none-EDN scenario).

 Solution #7 proposes two scenarios about how SEALDD service is used:

. -
Scenario (a): SEALDD service is used for both signalling and data traffic transfer.

-
Scenario (b): SEALDD service is used only for data traffic transfer.
For scenario (a) solution #7 leaves it to VAL’s implementation on enhancement of DNS query mechanism.

For scenario (b) solution #7 proposes to let VAL server notify the VAL client about the associated SEALDD server via application layer signalling.
Solution #5 and both alternative ways of solution #7 can be considered in the normative work, solution #5 can be merged into solution #7 to form a general SEALDD server discovery solution.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.6.0..
* * * First Change * * * *

6.7.3
Solution evaluation


This solution proposes two alternative ways to find SEALDD server for VAL/SEALDD client in general scenario (none-EDN scenario). And this solution addresses the second and third open issues of KI #7.
* * * Next Change * * * *

7.X
Overall evaluation of key issue #7
The open issues of KI #7 include:
-
How to discover and select the proper SEALDD server for a specific VAL server.

-
How to discover and select the proper SEALDD server related to a specific VAL server for a SEALDD client.

-
How to discover and select a new SEALDD server due to the change in VAL server.
There are two solutions in the TR, Solution #5 proposes to reuse CAPIF architecture and functionalities to enable VAL server discover and select SEALDD server in general scenario (non-EDN scenario). And Solution #5 addresses the first open issue of KI #7. Solution #7 proposes two alternative ways to find SEALDD server for VAL/SEALDD client in general scenario (none-EDN scenario). And Solution #7 addresses the second and third open issues of KI #7.
 Solution #7 proposes two scenarios about how SEALDD service is used:

. -
Scenario (a): SEALDD service is used for both signalling and data traffic transfer.

-
Scenario (b): SEALDD service is used only for data traffic transfer.

For scenario (a) solution #7 leaves it to VAL’s implementation on enhancement of DNS query mechanism.

For scenario (b) solution #7 proposes to let VAL server notify the VAL client about the associated SEALDD server via application layer signalling.

* * * Next Change * * * *

8.3.X
Overall conclusion of key issue #7
Solution #5 and both alternative ways of solution #7 can be considered in the normative work. Solution #7 can be the baseline solution and solution #5 can be merged into solution #7 to form a general SEALDD server discovery solution.
* * * Next Change * * * *
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