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1. Introduction
This contribution proposes a new key issue on support for load control for VAL applications.
2. Reason for Change
In EDN scenario, there are such traffic control requirements because of the reason below:
1. Limitations of the VAL server itself determines that VAL server needs to limit the total bandwidth of users' access 
a). VAL server has limited computing resources (e.g. Video rendering (DL), image recognition (UL)), so the data processing capacity is limited
b). VAL server has limited data delivery resources (e.g. limited NIC bitrate, limited CPU/memory resource to decapsulate or encapsulate the packets)
2. User priority: some specific user has higher priority to be firstly guaranteed, the bandwidth of low priority users needs to be limited
3. Service priority: different VAL services have different priorities, some services should be better served. (e.g. remote control service and video monitoring service should be guaranteed while services like file downloading or video record fetching can be delayed)

Considering the above requirements，more functions that belong to SEALDD server can be discussed to offer better service to VAL applications:
1. How to allocate the limited bandwidth resource to the users with different priorities.
2. How to allocate the limited bandwidth resource to the VAL services with different priorities.

3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-34 


* * * First Change * * * *
 4.9	Key issue #9: Support for traffic control for VAL application
Different VAL application may have different traffic limit due to the server’s capability (e.g. VAL server has limited computing resources, maximum downloading/uploading traffic processing bandwidth is needed), or the VAL application has different traffic control requirements for different users (e.g. some specific user has higher priority to be firstly guaranteed, and the bandwidth of low priority users needs to be limited). And also, different VAL services have different priorities, some services should be better served. (e.g. remote control service and video monitoring service should be guaranteed while services like file downloading or video record fetching can be delayed)
Therefore, how to allocate the limited bandwidth resource to the users with different priorities and how to allocate the limited bandwidth resource to the VAL services with different priorities need to be considered.
If the traffic control is implemented by the application layer, VAL server does not know the network status of UE, problems would happen such as: (1) the data delivery resource is occupied by low priority services but high priority packets are congested. (2) low priority packets are transferred to the VAL server and they are dropped due to traffic processing limit but the data delivery resource is already wasted. It is beneficial to employ traffic control functions in SEALDD layer to help control the traffic before it is sent into the data delivery path. SEALDD server can get the network information of the specific UE to allocate the resources efficiently. Associated SEALDD server is responsible of transmitting all the traffic from or towards the VAL server. And SEALDD enabler layer can monitor the packets transmitted via the SEALDD connection and is aware of the transmitting status of the specific VAL traffic. For VAL servers that have the requirements of traffic control, SEALDD can provide the data delivery related traffic control services to the VAL servers. 
Based on the above requirements, the following coordination aspects can be studied for this Key Issue:
-	How to enable a specific VAL server for traffic control?
NOTE: Solutions for this KI should focus on the data delivery related enhancements in SEALDD.



