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1. Introduction
Series of capabilties are discussed and approved in the study of NSCALE, include some general requirements which are compliant with SEAL architecture and the NSCE specific requirements related to end-to-end network slice management.
This contribution proposes to re-category the general requirements of SEAL and NSCE specific requirements, and add the requirements on slice performance and analytics monitoring capability exposure.
Besides, the referrence to CAPIF is added.
2. Reason for Change
To category the general requirements of SEAL and NSCE specific requirements, and add the requirements on slice performance and analytics monitoring capability exposure.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.435 v0.1.0..
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[x]
3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".

* * * Next Change * * * *

6.2
General requirements

[AR-6.2-1] The NSCE architecture shall support the NSCE server to communicate with the VAL server with one or more applications.

[AR-6.2-2] The NSCE architecture shall support the NSCE server to communicate with one or more VAL servers.


[AR-6.2-x] The APIs interactions between the vertical application server(s) and NSCE server(s) shall conform to CAPIF as specified in 3GPP TS 23.222 [x].
* * * Next Change * * * *

6.3
Network Slice Lifecycle management requirements
[AR-6.3-1] The NSCE server shall enable lifecycle management capability exposure of network slice by authorized VAL server.
[AR-6.3-2] The NSCE architecture shall enable lifecycle management capability exposure of network slice communication service by authorized VAL server.
[AR-6.3-x] The NSCE server shall support the interactions with 3GPP network management system to consume network slice management service provided by MNO.
[AR-6.3-x] The NSCE server shall support the end-to-end network slice performance and analytics monitoring capability exposure to authorized VAL server. 
* * * Next Change * * * *
9.2.2
Procedure

9.2.2.1
VAL server registration
For registration of the VAL server to be a recognized user of the NSCE server, the VAL server triggers registration procedure which is defined as onboarding the API invoker in TS 23.222[x] clause 8.1.3. In such procedure, the NSCE server could play the role of CAPIF core function.

9.2.2.2
VAL server de-registration

For de-registration of the VAL server, the VAL server triggers de-registration procedure which is defined as offboarding the API invoker in TS 23.222[x] clause 8.2.3.
