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1. Introduction
This pCR resolves the EN in Solution #9 and provides solution evaluation.
2. Reason for Change
Following EN is removed:
Editor's note: The information flow details corresponding to step 1 and 4 is FFS.

Step#1 in the procedure already contains information included in the step. No change is needed in step#1.

Step#4 is response message, and can include success or failure response. 

With update in step#4, this EN can be removed.

Further, this pCR also provide solution evalution.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.1.1.
* * * First Change * * * *

7.9.2.2
Procedure
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Figure 7.9.2.2:  AF influence the traffic for EAS
1.
The EAS sends an EAS traffic influence request, the request consists of necessary parameters such as N6 Traffic Routing requirements, the Target UE Identifier(s), Temporal Validity Condition.

2.
The EES performs an authorization check to verify whether the EAS has the authorization to request application traffic influence. 
3.
Upon successful authorization, the EES sends the traffic influence request to 5GC to influence the traffic for EAS as described in 3GPP TS 23.501, clause 5.6.7.1.
4.
The EES sends the EAS traffic influence response indicating success or failure of the request, and optionally the reason for the failure in case of failed response.

* * * Next Change * * * *

7.9.3
Solution evaluation


The solution addresses KI #14. The solution allows the initially selected EAS to influence the application traffic for list of UE(s) to the EES. 
* * * End of Change * * * *
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1. EAS traffic influence request


 


4. EAS traffic influence response


2. Authorization check and processing the request 
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



