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1. Introduction
This pCR provides overall evaluation and conclusion for KI#2 (Application server monitoring and control of traffic).
2. Reason for Change
It is required to provide overall evaluation and conclusion for the agreed key issue.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-97 v0.8.0.
* * * First Change * * * *

6
Overall Evaluation

Editor's Note: This clause will provide evaluation of the solutions.

6.x
Key issue #2: Application server monitoring and control of traffic
Solution #1 (Application Service Management Service) and solution #5 (Application Server status monitoring via CAPIF) addresses the key issue#2.
Solution #1 proposes application service management using SEAL server. The solution proposes data collection procedures using request-response model and also subscribe-notify model. If required, the ASM server decides corrective action to take for VAL client or VAL server.
Solution #5 proposes to enhance CAPIF service to monitoring application server status. When an AS acting as an AEF publishes its service API to the CCF, the AS updates its service API status (active, inactive) at the CCF. The API invoker can discover the service API status via service API discovery procedure or be notified about the service API status change via CAPIF event exposure procedure.
Both solutions can be considered as a base for normative work.
* * * Next Change * * * *

7
Conclusions

Editor's Note: This clause lists conclusions drawn or agreed during the course of the study item activities to enable development of CRs to the related normative specifications within the responsibility of SA6.
7.1
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #2: (Application server monitoring and control of traffic):

a.
Solution #1: Application Service Management Service
b.
Solution #5: Application Server status monitoring via CAPIF
* * * Next Change * * * *
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