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1. Introduction
This pCR provides a solution for SEALDD server relocation.
2. Reason for Change
A new solution is provided to address SEALDD server relocation and context transfer.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.700-34.
* * * First Change * * * *

7.X
Solution #X: SEALDD server relocation

7.X.1
Solution description

As describe in Figure 4.2-2 of KI#2, the SEALDD server may be relocated due to UE mobility or load re-balance. KI#7 also discussed open issue about SEALDD server discovery and selection in case of SEALDD server change.
If SEALDD server is adapted to EDGEAPP as an EAS, the EAS relocation procedure can be used to support SEALDD server relocation for both UE mobility and SEALDD server load re-balance. If SEALDD is not adapted to EDGEAPP, for UE mobility, the SEALDD client can discover (e.g. using DNS) a new SEALDD server in the target area and establish a new SEALDD communication channel including the old SEALDD communication channel information. For load re-balance, the SEALDD server can discover (e.g. using DNS) a equivalent SEALDD server and communicate with the new SEALDD server.
During SEALDD server relocation with UPF change, the new UPF takes care of the existing unfinished application traffic flow towards the the old VAL server and inter-UPF tunnel is used to forward the traffic. For new application traffic flow which may have UE’s new IP address as source IP address, the new SEALDD server sends it directly to the new VAL server.
For SEALDD server relocation, the inter-SEALDD server communication via SEALDD-E reference point is needed, which transfers the SEALDD context from the old SEALDD server to the new SEALDD server. The following figure describes SEALDD context transfer procedure in pull (step 1a and 2a) or push (step 1b and 2b) operation. The transferred SEALDD context includes the service subscription information created upon VAL server’s interaction for requesting SEALDD transmission service, and also the SEALDD client and SEALDD server communication tunnel management information (e.g. UE IP address) which is created upon SEALDD client’s interaction for requesting data transmission (e.g. step 5 and 6 in solution #9). The new SEALDD server, after receiving the SEALDD context from the old SEALDD server, may update the connection info in step 3, e.g. update the allocated IP address and port for SEALDD-Uu communication. Then the SEALDD client acknowledges the received SEALDD Connection info update notification in step 4.
NOTE:
The SEALDD client has subscribed to receive the connection info update notification in SEALDD connection establishment request.
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Figure 7.X.1-1: SEALDD context transfer
There is a EAS IP replacement feature defined in 3GPP TS 23.548 [8] which allow an AF to perform server change (e.g. due to load re-balance) without impacting the UE (i.e. UE is not aware of EAS change). In Figure 7.X-1-2, the differences comparing to Figure 7.X.1-1 are:
-
Additional transport layer context is transferred from the old SEALDD server to new SEALDD server in step 1 and 2; and
-
instead of notifying the SEALDD client about the new SEALDD server IP address and port, the AF traffic influence with EAS IP replacement is performed either by the old or new SEALDD server towards the 3GPP Core Network as described in 3GPP TS 23.548 [8], clause 6.3.3.2.
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Figure 7.X.1-2: SEALDD context transfer with transport context transfer
The EAS IP replacement feature requires support of TCP/TLS/QUIC context transfer between EASs. One possible impact for the SEALDD discovery using EEL can be an enhanced EAS profile with such a seamless transport service continuity capability during EAS registration procedure, so that the old SEALDD server can discover new SEALDD servers (i.e. T-EASs in EDGEAPP context) supporting TCP/TLS/QUIC context transfer.
7.X.2
Solution evaluation
This solution address KI#7 about SEALDD server discovery and selection, the T-EAS discovery procedure is utilized to faciliate SEALDD layer service continuity.
This solution addresses KI#2 to support SEALDD enabled transport layer status coordination for service continuity utilizing SA2 defined feature for EAS IP replacement. Impact for EAS registration is identified to enable a proper T-EAS discovery supporting smooth transport service continuity.
* * * End of Changes * * * *
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