
3GPP TSG-SA WG6 Meeting #49-bis-e
S6-221870
e-meeting, 22nd June – 1st July 2022
(revision of S6-221601)

Source:
China Mobile, Huawei, Hisilicon

Title:
solution for KI#x Support for load control for VAL applications
Spec:
3GPP TR 23.700-34 v0.5.0

Agenda item:
9.10

Document for:
Approval

Contact:
Xiaohui Shi, shixiaohui@chinamobile.com

1. Introduction

This paper proposes a solution for new KI#x support for load control for VAL applications.

2. Reason for Change

Different VAL application may have different traffic limit due to the server’s capability (e.g. maximum downloading/uploading traffic processing bandwidth), or the VAL application has different traffic control requirements for different users (e.g. The VAL server may decide to preferentially serve some specific users when approaching the traffic processing limit). For VAL processing and data delivery optimization, the traffic transferring towards or from the VAL server should be optimized with different limits. If the traffic control is left to the application layer decision, problems would happen such as: (1) the data delivery resource is occupied by low priority services but high priority packets are congested. (2) low priority packets are transferred to the VAL server and they are dropped due to traffic processing limit but the data delivery resource is already wasted. It is beneficial to employ traffic control functions in SEALDD layer to help control the traffic before it is sent into the data delivery path. Associated SEALDD server is responsible of transmitting all the traffic from or towards the VAL server. And SEALDD enabler layer can monitor the packets transmitted via the SEALDD connection and is aware of the transmitting status of the specific VAL traffic. For VAL servers that have the requirements of traffic control, SEALDD can provide the data delivery related traffic control services to the VAL servers. Based on the above requirements, the following coordination aspects can be studied for this Key Issue:
-
How to enable a specific VAL server for traffic control?

NOTE: Solutions for this KI should focus on the data delivery related enhancements in SEALDD.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.5.0.

* * * First Change * * * *

6.X
Solution #X: Support for Load control for VAL applications 

6.X.1
Architecture enhancements

None.

6.X.2
Solution description

6.X.2.1
General

The following solution corresponds to the new key issue Support for traffic control for VAL applications.
In some scenarios, VAL servers need to restrict the bandwidth of users accessing it for traffic control:
1.
The VAL server needs to limit the total bandwidth of all the users accessing it.

2.
The VAL application needs to limit the bandwidth of specific users accessing it. 
6.X.2.2
Procedure

6.X.2.2.1
Bandwidth management for the VAL server

SEALDD can offer bandwidth management for VAL applications as API. In this solution, when VAL server needs bandwidth management service due to the traffic limit of the server instance，it will provision its bandwidth management requirements to SEALDD server, carrying such key information as VAL application info, bandwidth allocation, direction(uplink/downlink/both) etc.
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Figure 6.X.2.2.1 Bandwidth management for the VAL server

1.
VAL server provisions its bandwidth management requirements to the associated SEALDD server.

2.
SEALDD server performs APP bandwidth management according to the request initiated by VAL app, when the total bandwidth of the users accessing the VAL application exceeds the limit, SEALDD may hang up the flow, or return an access denied response to users. 

Editor's Note: whether this procedure is independent or merged in other procedure is FFS
6.X.2.2.2
Bandwidth management for the specific user

When VAL application needs bandwidth management service for specific user accessing it, it will create user bandwidth management request to SEALDD server, carrying such key information as UEID that uniquely identifies a user (e.g. GPSI/SUPI/source IP address), VAL application info, bandwidth allocation, direction(uplink/downlink/both) etc.
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Figure 6.X.2.2.2 Bandwidth management for specific user
1.
VAL server creates a user bandwidth management request to the SEALDD server for specific user(s).

2.
SEALDD performs UE bandwidth management according to the request initiated by VAL app, when the bandwidth of specific user that accessing the VAL application exceeds the limit, SEALDD may hang up part of the data flows, or return an access denied response to user.

Editor's Note: whether this procedure is independent or merged in other procedure is FFS
6.X.3
Solution evaluation

Editor's note:
Solution evaluation is FFS.

* * * Next Change * * * *

<Proposed change in revision marks>
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<Proposed change in revision marks>

