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1. Introduction

This paper proposes a solution for Network slice optimization.
2. Reason for Change

As declared in Key issue 10, the 5G system shall support a mechanism to optimize resources of network slices (e.g., due to operator deploying different frequency to offer different network slices) based on network slice usage patterns and policy (e.g., application preference) of a UE or group of UEs.

SA6 could handle the application preferences; therefore, SA6 could provide the network slice optimization capability based on the network slice usage patterns and policy of a UE or group of UEs from the application layer perspective.

This paper proposes a solution for Network slice optimization based on AF policy and slice usage. The network slice optimization capability could be resources optimization by triggering the network slice modification.










4. Proposal

It is proposed to agree the following changes to 3GPP TR23.700-99 v1.1.0.
* * * First Change * * * *

6.X
Solution #X: Network slice optimization based on AF policy 
6.X.1
Solution description

6.X.1.1
General

This solution aims at providing potential procedures for KI 10. It provides a mechanism to optimize the network slice parameters for the vertical applications (by triggering the slice modification), based on network slice usage patterns and policy of application, e.g., to trigger some slices operation when the pre-configured thresholds are met. 
The AF policy can be in form of a policy profile which contains the listed trigger event and expected action.
For example, the trigger events can be:

-
Slice load exceeding the threshold (a numeric value or a percentage of the maximum number), 

-
A specific time period (e.g., summer vacation or spring festival).

The event list above is not exhaustive list, and just something for information.

When one or more event(s) are triggered, then network slice optimization operations are expected to be triggered.   
The expected network slice optimization operations could be:

Network slice modification for network slice(s), 

Or just sending out the notification. 
Then some examples of policy are:

In June, trigger the slice modification to decrease the slice with 10%, with updated network slice related requirement (e.g. maximum number of UEs, latency, and throughput).

When the max number of PDU sessions is reached, trigger the slice modification to expand with 20% this parameter for slice capacity.
When the uplink throughput threshold is reached, trigger the slice modification to expand with 20% this parameter.
According to the trigger event, slice optimization can be triggered by OAM as describe in 6.X.1.2, triggered by NWDAF as describe in 6.X.1.3, or triggered by NSCE server itself as describe in 6.X.1.4.

6. X.1.2

OAM event triggered network slice optimization
Figure 6.x.1.2 illustrates the procedure of OAM event triggered Network slice optimization.
In this clause, the AF policy is triggered by the network slice management data reported from OAM. The measured object is defined in item f) of measurement definitions (3GPP TS 32.404 [47], TS 28.552 [18]) and in item d) of KPI definitions (TS 28.554 [6]).
One use case is when the network slice is vertical owned private slice, the vertical request to only activate part of the network slice at the beginning considering the energy saving. Based on the monitored connected UE or established PDU session or Downstream Throughput, more resource could be activated by triggering the modification of uLThptPerSlice/dLThptPerSlice.
Pre-conditions:

The NSCE server is authorized to get network slice management data notification from OAM;

The VAL server is authorized to the NSCE server for network slice optimization.
There is enough network capacity when the expected action is to expand the network slice.
The AF policy has been pre-configured on the VAL server based on the agreement with NSCE server which is not conflicts with the SLA.
The AF policy has been provided to the NSCE server as specified in clause 6.x.1.5.
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Figure 6.x.1.2: Network slice optimization triggered by OAM

VAL server sends network slice optimization service subscription request to NSCE server. The request contains the policy ID indicating the OAM based trigger event. .
2.
To monitor the trigger event, the NSCE server translates the trigger event to service API(s) with necessary parameter, and subscribe to it by sending network slice management data subscription request to OAM. To get the monitored performance metric, the notifyThresholdCrossing as defined in TS 28.532 clause 11.3.1.3 which is filled in with corresponding S-NSSAI in objectInstance could be used. 
3.  NSCE server sends the network slice optimization response to the VAL server to confirm network slice optimization service subscription.

4.
Upon receiving the notification which indicating the trigger event is triggered, the NSCE server performs the expected action which is to trigger the slice modification/slice allocation by sending the modifyNsi/allocateNSI request as specified in TS 28.531 [5] with updated network slice related requirement. The requirement can be throughput, maximum number of UEs and maximum number of PDU session as specified in the AF policy. The OAM responds back to NSCE server that the requested slice modification was successful or not. 
NOTE:
The parameters available for modification are decision of OAM/SA5.
NOTE:
The slice modification could be done by Auto-NS-LCM as defined in clause 6.1.
5. 
The NSCE server provides a network slice optimization notification to the VAL server.
NOTE:
There is no expectation to have constant and exact mapping between slice configuration parameters and 
actual traffic load of the same slice.

6. X.1.3

NWDAF event triggered network slice optimization
Figure 6.x.1.3 illustrates the procedure of NWDAF event triggered Network slice optimization. For example, when Network Slice load predictions (Predicted Number of PDU Session establishments at the Network Slice) exceeds the threshold with high confidence, then the OAM needs to be notified to prepare for network slice modification in advance with excepted parameters including the throughput, maximum number of UEs and maximum number of PDU session.
Pre-conditions:

1. The NSCE server is authorized to get network slice analytics notification from NWDAF;

2. The VAL server is authorized to the NSCE server for network slice optimization.
3. There is enough network capacity when the expected action is to expand the network slice.
4. The AF policy has been pre-configured on the VAL server based on the agreement with NSCE server which is not conflicts with the SLA. 
5. The AF policy has been provided to the NSCE server as specified in clause 6.x.1.5.
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Figure 6.x.1.3: Network slice optimization triggered by NWDAF
VAL server sends network slice optimization service subscription request to NSCE server. The request contains the policy ID indicatingthe NWDAF based trigger event. 
To monitor the trigger event, the NSCE server translates the trigger event to service API(s) with necessary parameter, and subscribe to the NWDAF prediction by using the Nnwdaf_AnalyticsSubscription_Subscribe or Nnwdaf_AnalyticsInfo_Request as defined in TS 23.288 clause 6.1.1, and the procedures are defined in TS 23.288[17] clause 6.3.4, and clause 6.8.
3. NSCE server sends the network slice optimization response to the VAL server to confirm network slice optimization service subscription.

Upon receiving the notification which indicating the trigger event is triggered, the NSCE server performs the expected action which is to trigger the slice modification by sending the modifyNsi request as specified in TS 28.531 [5] with updated network slice related requirement. The requirement indicates the parameter to be modified, which could be  throughput, maximum number of UEs and maximum number of PDU session as specified in the AF policy. The OAM responds back to NSCE server that the requested slice modification was successful or not. 

NOTE:
The parameters available for modification are decision of OAM/SA5.

NOTE:
The slice modification could be done by Auto-NS-LCM as defined in clause 6.1.
5. 
The NSCE server provides a network slice optimization notification to the VAL server.
NOTE:
There is no expectation to have constant and exact mapping between slice configuration parameters and actual traffic load of the same slice.

6. X.1.4

NSCE server triggered network slice optimization
Figure 6.x.1.4 illustrates the procedure of NSCE server triggered Network slice optimization. For example, the event is in June, triggering the slice modification/slice de-allocation to decrease the slice with 10%, with updated network slice capacity (e.g. throughput, maximum number of UEs per slice and maximum number of PDU session per slice).
Pre-conditions:

1. The VAL server is authorized to the NSCE server for network slice optimization.
2. There is enough network capacity when the expected action is to expand the network slice.
3. The AF policy has been pre-configured on the VAL server based on the agreement with NSCE server which is not conflicts with the SLA.  
4. The AF policy has been provided to the NSCE server as specified in clause 6.x.1.5.
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Figure 6.x.1.4: Network slice optimization triggered by NSCE server
VAL server sends network slice optimization service subscription request to NSCE server. The request contains the policy ID indicating the NSCE server based trigger event. 
The NSCE server translates pre-configured policy to trigger event(s) with necessary parameter, for example monitoring the time period and slice usage.
3. NSCE server sends the network slice optimization response to the VAL server to confirm acceptance of policy.

4.
Upon the trigger event is triggered, e.g. the arrival at a specific time period (summer vacation, spring festival etc.), the NSCE server can take some actions like triggering the slice modification/slice deallocation with expected network slice capacity (e.g. maximum number of UEs, throughput) as specified in the AF policy. The OAM responds back to NSCE server that the requested slice modification was successful or not. 

NOTE:
The parameters available for modification are decision of OAM/SA5.

NOTE:
The slice modification could be done by Auto-NS-LCM as defined in clause 6.1.
5.
The NSCE server provides a network slice optimization response to the VAL server.
NOTE:
There is no expectation to have constant and exact mapping between slice configuration parameters and actual traffic load of the same slice.

6. X.1.5

AF policy provisioning

Figure 6.x.1.5 illustrates the procedure of AF policy provisioning from VAL to NSCE server.
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Figure 6.x.1.5: AF policy provisioning
VAL server sends AF policy provisioning request to NSCE server. The request contains the policy, VAL server ID and S-NSSAI.
2.
The NSCE server checks whether the policy is conflict with the service profile and other pre-configured policy. If yes, the request could be rejected. 
NSCE server sends the AF policy provisioning response to the VAL server to indicating whether the request is successful or not. If it is successful, policy ID is provided to VAL server.

6.X.2
Solution evaluation

The solution addresses the key issue #10. In this solution, the NSCE server optimizes the network slice for the vertical applications based on AF policy. After receiving the policy from AF, the NSCE Server may have interactions with 5GC and OAM system to monitor the network slice, and then trigger the network slice modification by utilize the network slice related management services exposed by EGMF defined in SA5. This solution is based on the capacity supported by SA2 and SA5 and does not introduce impact on 5GS architecture. While the SA6 SEAL will possibly need enhancement to support the interaction with 5GS and OAM system. The APIs interface needs to be defined in normative phase:

APIs of policy/service subscription of network slice modification.
APIs to provide the AF policy to NSCE server.
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