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1 Discussion
There are some unclear aspects for Sol#23 of KI#16.
1) Whether the UE providing information can always be trusted or not. 
In some case, the information provided by UE is not correct, and if EES behaves as what UE providing information, some mistake may happen. So the proposal is we should consider whether there are some methods to check the validity of UE providing information.
2) In some cases, the UEs may have overlapped private IP address in the same S-NSSAI, DNN. In TS 23.501, and TS29.512, the IP domain is introduced to distiguish the overlapped IP address, and this parameter is defined through implementation by SMF. In TS 29.513, The AF can derive the appropriate value from the source address (allocated by the NAT) of incoming user plane packets.
So the SMF/UPF/AF/AS knows the IP domain information, while the UE does not know this information. 
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-98 v1.0.1 on FS_eEDGEAPP as follows
[bookmark: _Hlk92215149]
[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc23254037]* * * * First change * * * *

[bookmark: _Toc104835223][bookmark: _Toc22214911][bookmark: _Toc43906835][bookmark: _Toc43906720]7.23	Solution #23: UE identification with NAT
[bookmark: _Toc104835224]7.23.1	Architecture enhancements
None.
[bookmark: _Toc104835225]7.23.2	Solution description
[bookmark: _Toc104835226]7.23.2.1	General
This solution corresponds to KI#16 on support of NAT deployed within the edge data network.
In this solution, the EEC provides either the CN network assigned IP address (i.e., the private IP address of the UE) or its UE ID (if it already has one) to the EES to obtain the UE identifier (temporary Edge UE ID) from the EES. If the UE ID is not provided, EES uses the private IP address of the UE provided by the EEC to invoke the CN capability to translate UE's IP address to its UE ID (e.g., UE's GPSI External Identifier).
Editor’s Note: whether there are some methods to check the validity of UE providing information is FFS
EES generates the temporary Edge UE ID based on UE ID with utilizing its own methods (e.g. based on some mathematical methods). Different EES(es) may have the same or different methods to generate the temporary Edge UE ID, and it depends on whether the EES(es) are belong to the same ECS provider.
Once obtained, the EEC passes the temporary Edge UE ID to the AC, which provides it to the EAS for use over EDGE-3 interface. This also allows the UE to protect its privacy by providing an option to obtain from the EES an temporary Edge UE ID to share with the EAS(s) via the AC(s) instead of exposing its UE ID (if it already has one) to the AC(s). With EAS and EES both being aware of the temporary Edge UE ID, issues pertaining to NAT and UE identification are resolved.
NOTE 1:	The UE ID is in the form of MSISDNExternal Identifier.
NOTE 2:	SA3 coordination may be needed corresponding to privacy. 

[bookmark: _Toc104835227]7.23.2.2	Procedure
Figure 7.23.2.2 illustrates the procedure for the EEC to obtain the temporary Edge UE ID UE ID from the EES and provide to the AC.


Figure 7.23.2.2-1: EEC obtaining UE ID from the EES
1.	AC sends an temporary Edge UE ID request to the EEC. The request may include the list of EASIDs for which the AC is requesting the temporary Edge UE ID information.
2.	The EEC upon receiving the request validates if AC is authorized to request this information. If AC is authorised, the EEC sends the temporary Edge UE ID request to the EES. The request includes either the CN assigned private IP address of the UE or its UE ID (if it already has one) and may include the list of EASIDs if provided by the AC.
NOTE 3:	EEC can also send this request without receiving a request from AC in step 1.
NOTE 4:	Private IP address used by AC and private IP address used by EEC can be the same or different (if different PDU sessions are used). The request from EEC can include either of the IP addresses.
3.	Upon receiving the request from EEC, the EES authorizes the EEC. If authorized and the UE ID is not included in the request the EES invokes the CN capability Nnef_UEId_Get for translating the UE's IP address to its UE ID as defined in 3GPP TS 23.502 clause 4.15.10 [08]. If the request from EEC includes a list of EASIDs, the EES may invoke the Nnef_UEId_Get API for each EAS individually to obtain EAS specific UE ID(s). The EES generates temporary Edge UE ID(s) which may be the same as the 3GPP CN provided UE ID or may be assigned by the EES itself. If UE ID is received, the EES generates temporary Edge UE ID.
4.	The EES sends the temporary Edge UE ID response to the EEC including the Edge UE ID(s).
5.	Upon receiving the response from the EES, the EEC provides the temporary Edge UE ID information to the AC by sending the temporary Edge UE ID response.
6.	The AC provides the temporary Edge UE ID information to the EAS.
NOTE 5:	Details on how the AC provides the information to the EAS is out of scope.
7.	Once received from the AC, the EAS uses the temporary Edge UE ID to invoke the APIs provided by the EES over EDGE-3 interface (e.g., T-EAS Discovery, UE location request, ACR request, and EELManangedACR services).
8.	Once received from the EES, the EEC uses the temporary Edge UE ID to invoke API provided by the EES over EDGE-1 interface (e.g., EAS Discovery and ACR request services).
9.	The EES uses the UE ID received from the EEC or obtained from the CN in step 3 to invoke the 3GPP CN capabilities as in TS 23.558, Clause 8.10.3. This step can be performed following triggers that require 3GPP CN capabilities to be invoked (e.g., on receiving a request over EDGE-1 or EDGE-3), in which case, to invoke the 3GPP CN capabilities the EES uses the UE ID associated with the Edge UE ID included in the trigger.
Editor's note:	Whether coordination with SA2 for this solution to work as intended in case of private IP overlap issue in large network deployments is FFS.
[bookmark: _Toc104835228]7.23.3	Solution evaluation
This solution introduces two methods to generate the temporary Edge UE ID for both EES and EAS. One is UE providing UE ID to EES, and then the EES generates a temporary Edge UE ID and reply to EEC. Another one is EEC providing private IP address to EES, and EES uses the UE private IP address to invoke the CN capability to translate UE's IP address to its UE ID (e.g., UE's External Identifier), then the EES generates a temporary Edge UE ID and reply to EEC.
While there are some cases that the UEs may have overlapped private IP address in the same S-NSSAI, DNN, so the Sol#23 of EEC providing private IP address to support EES generating the Edge UE ID, cannot work properly.
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