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1. Introduction
This contribution describes:
· The Service Session Context IE. The concept has been presented previously to SA6 as “Application-dependent Context” (during post SA6#41 conf call discussions proposals) or as “EAS specific context component” (at SA6#41, via S6-210235_was_0169).

· The relocation procedures defined for the Service Session Context IE. The use of these procedures is further described via a related “Context relocation in ACR” SA6#42 contribution.

The most substantive changes in this proposal, compared to the earlier ones are:
· Decoupling of the Service Session Context IE from the EEC Registration Context IE, based on comments received.
· Removal of the manager/attendant role in context maintenance, and the corresponding functionality. To answer concerns about clarifying which entity updates the context, it is proposed to rely upon exiting mechanisms as follows:
· TS 23.502 clause 4.26 provides information about context transfer procedures between CN NFs. In it, it is clarified that a direct and an indirect mode of transferred are assumed, as specified in TS 29.501.

· TS 29.501 clause 4.9 provides information about the direct and indirect modes. In indirect mode only links (rather than the entire resource/IE content) are provided in the transfer, with the assumption that a GET would enable the receiver to perform a read. Moreover TS 29.501 clause 4.6.1.4 provides specifics about how to support seamless change of NF producers (which is the analogous process to seamless change of EESs, when it comes to the context).
· Therefore, it is proposed that SA6 follows the SA2 path in describing context transfer by specifying the Pull and Push procedures (like those in TS 23.502 clause 4.26) and acknowledging that the existing  29.501 mechanisms can be used to determine how updates to a context can be handled after a transfer. 

2. Reason for Change
To provide Service Session Context relocation procedures
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
R01 Update (for conf call)
· The text in  8.2.B is updated to reflect that the IE refers to subscriptions set by EES on behalf of EASs (i.e. those in clause 8.6) not those set by EAS itself.

· The text in  8.2.B also updated to focus on subscriptions with CN impact, i.e. Location, UPPM, session with QoS. The AC information exposure API is EEL only, how we chose to do any sort of subscription transfer (if any, can be TBD) UE identifier API still needs to be clarified, i.e. CN aspects vs. EEL-only aspects.

Subscription identifiers @SCEF/NEF:

· Based on 23.682 and 29.122, TLTRI is provided for long term transactions (multiple response messages, notifications). This becomes subscriptionId in stage 3 (29.122, 29.522). 
· When a subscription is created,  URI structure for subscription creation {apiRoot}/<apiName>/<apiVersion>/{afId]/subscriptions
Therefore e.g. {apiRoot}/3gpp-traffic-influence/v1/EES1-id/subscriptions/subscriptionId identifies the AF traffic influence subscription

Notification Target identifiers for the SCEF/NEF subscriptions
· within the data model for each subscription, notificationDestination specifies the stage 2 Notification Target Address: see 29.122, 29.522
R02 update:
· Introduction of the EAS selection indication request (previously discussed in S6-201970/ 201812)

· Clarifications in 8.y.1 that the establishment of a service session context is triggered by the EAS selection indication request.
· Deletion of direct/indirect modes in 8.y.2.1 – to be addressed in stage 3.
· Editorials
S6-210690 update:

- added AC Information exposure subscription info to 8.2.B, updated E.N.

- Clarifications about bypass mode in 8.y
* * * First Change * * * *
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8.2.B
Service Session Context 
The Service Session Context is the EEC Context which includes information maintained by the EES for the services received by AC from an EAS registered to the EES.
Table 8.2.B-1: Service Session Context  

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EAS ID 
	M
	Identifier of the EAS providing the application services

	EAS Endpoint
	M
	Endpoint information of the EAS.

	EEC context ID
	O
	Identifier of the EEC Context received at registration, if available.

	Edge UE ID
	O
	UE ID used on Edge-3 interactions with the corresponding EAS

	AC Profile
	O 
	Information about the corresponding AC. as described in Table 8.2.2-1.

	List of subscriptions
	O
	List of session-related subscriptions (i.e. EAS subscriptions related to the EEC or Edge UE ID) managed by the EES

	>CN subscription resource URI
	O
	URI of the subscription resource at the SCEF/NEF, or the corresesponding subscriptionId. This information may be provided for UE location events, User plane path management events, Session with QoS events.

	>AC information exposure
	O
	AC Information subscription request as described in Table 8.6.4.3.2-1.


Editor’s Note: Additional IE(s) for the subscriptions to CN the list of IEs is FFS, pending SA2 discussions (see TR 23.748 clause 9.2.6). The IE(s) for UE Identifier subscriptions is also FFS.
* * * Next Change * * * *

8.y Service Session Context Relocation

8.y.1 General

The purpose of the Service Session Context relocation procedures is to allow exchange of Service Session Context(s) between EESs.  

A Service Session Context IE shall be created by an EES when receiving an EAS selection indication request , as follows:

· The EEC ID, EAS ID and EAS Endpoint shall be set to those of the corresponding EAS and EEC from the EAS selection indication request. 

· The AC Profile of the corresponding AC shall be set based on the EEC registration information. 
A Service Session Context IE shall be created by an EES when receiving a Service Session Context Push request, using the content of the received request.
NOTE: EESs in bypass mode do not provide services based on EEC context, therefore Service Session Context IE lifecycle management does not apply in bypass mode. 
A Service Session Context IE shall be determined to be stale as follows:

· After a successful Service Session Context Relocation procedure targeting the IE, or 

· When the EES determines that a registered EAS is no longer providing services to an AC on the served EEC.
NOTE 1: Stale Service Session Context IEs are subject to information persistence policies and privacy policies. Mechanisms for re-use of stale Service Session Context IEs are not in scope of the current version of specification.
NOTE 2: In this version of specification, mechanisms used by EES to determine that a registered EAS is no longer providing services to an AC on a served EEC are implementation-dependent. 

A Service Session Context IE may be updated as follows: 

- When EAS subscriptions targeting the corresponding UE ID are processed, the list of subscriptions shall be updated accordingly

8.y.2 Procedures

8.y.2.1 General

The following procedures are supported for Service Session Context relocation: 

· Service Session Context Push relocation; and

· Service Session Context Pull relocation.
8.y.2.2
Service Session Context Pull relocation
A Service Session Context is relocated via a Service Session Context Pull request initiated by the target EES.
Figure 8.y.2.2 -1 illustrates the Service Session Context Pull.

Pre-conditions:

1. The target EES has received the EEC ID, EAS ID of the desired Service Session Context

.
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Figure 8.y.2.3-1: Service Session Context Pull procedure 

1. The target EES requests a Service Session Context Pull from the source EES. The request includes EEC ID, EAS ID for the requested context.
2. Upon receiving the request from the target EES, the source EES validates the request and verifies the security credentials of the requester. The source EES uses the EEC ID, EAS ID provided to identify and authorize the Service Session Context IE to be relocated. If the relocation is authorized, other procedures may be initiated to ensure that all necessary Edge Enabler Layer entities are being updated and set up with necessary information about the new Service Session Context location.
Editor’s Note: The additional procedures to be executed are FFS.
3. The source EES sends a successful Service Session Context Pull response. The target EES stores the received Service Session Context IE. 
If the Service Session Context is not identified or maintained at the source EES, e.g. for source EES in bypass mode, an unsuccessful Service Session Context Pull response is provided with an appropriate cause.
Editor’s Note: The actions to be performed at the S-EES and T-EES to harmonize the relocation of the context with other entities (e.g. CN subscription re-targeting) are FFS, pending SA2 discussions (see TR 23.748 clause 9.2.6).

8.y.2.3
Service Session Context Push relocation
A Service Session Context is relocated via a Service Session Context Push request initiated by the source EES. 
Pre-conditions:

1. The source EES maintains Service Session Context for the EEC.

[image: image2.emf]Target EES Source EES

3. Push Service Session Context response

2. Push Service Session Context request 

1. Determine target, 

context to be pushed


Figure 8.y.2.2-2: Service Session Context Push procedure.

1. The source EES determines to forward Service Session Context for relocation to a target EES. The source EES determines the target and the Service Session Context IE to be forwarded.
2. The source EES sends Service Session Context Push request to the target EES including the Service Session Context IE determined.
3. Upon receiving the request from the source EES, the target EES validates the request and verifies the security credentials. The target EES uses the EEC ID, EES ID to authorize the Service Session Context transfer. Then the target EES sends a Service Session Context Push response indicating success.
If the target EES operates in bypass mode an unsuccessful Service Session Context Push response is provided with an appropriate cause.
Editor’s Note: The actions to be performed at the S-EES and T-EES to harmonize the relocation of the context with other entities (e.g. CN subscription re-targeting) are FFS, pending SA2 discussions (see TR 23.748 clause 9.2.6).

8.y.3
Information flows

8.y.3.1
General

The following information flows are specified for Service Session Context relocation:

· Service Session Context Pull request and response.
· Service Session Context Push request and response.
8.y.3.2
Service Session Context Pull request
Table 8.y.3.2-1 describes information elements in the Service Session Context Pull request between two EES. 
Table 8.y.3.2-1: Service Session Context Pull request 

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	EAS ID
	M
	Identifier of the EAS providing the application services

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.


8.y.3.3
Service Session Context Pull response
Table 8.y.3.3-1 describes information elements in the Service Session Context Pull response between two EESs.
Table 8.y.3.3-1: Service Session Context Pull response.

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	>Service Session Context  IE
	O
	Service Session Context  IE, mandatory if the request was successful

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure, mandatory if the request failed.


8.y.3.4
Service Session Context Push request
Table 8.y.3.4-1 describes information elements in the Service Session Context Push request between two EESs.
Table 8.y.3.4-1: Service Session Context Push request.

	Information element
	Status
	Description

	EES ID
	M
	Unique identifier of the requesting EES.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Service Session Context  
	M
	Service Session Context as described in table 8.2.B-1 


8.y.3.5
Service Session Context Push response
Table 8.y.3.5-1 describes information elements in the Service Session Context Push request between two EES. 
Table 8.y.3.5-1: Service Session Context Push response 

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the request was successful.

	Failure response
	O
	Indicates that the request failed.

	> Cause
	O
	Indicates the cause of request failure, mandatory if the request failed.


* * * Next Change * * * *

8.5.3.x
EAS selection indication request

Table 8.5.3.x-1 describes information elements for the EAS selection indication request sent from the EEC to the EES. The EEC shall send the EAS selection indication request when a communication session between a hosted AC and an EAS is established.
Table 8.5.3.x-1: EAS selection indication request

	Information element
	Status
	Description

	EEC ID
	M
	Identifier of the EEC

	Security credentials
	M
	Security credentials of the EEC.

	EEC context ID
	O
	Identifier of the EEC Context received in the EAS selection indication.

	List of selected EASs
	M
	List of EAS(s) that are selected for use by the AC(s) served by the EEC

	> EAS ID
	M
	Identifier of the selected EAS.

	> EAS Endpoint
	M
	Endpoint information of the EAS.

	> AC ID
	M
	Identifier of the AC


8.5.3.y
EAS selection indication response

Table 8.5.3.y-1 describes information elements for the EAS selection indication response sent from the EES to the EEC. 

Table 8.5.3.y-1: EAS selection indication response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the EAS selection indication request was successful.

	Failure response
	O
	Indicates that the EAS selection indication request failed.

	> Cause
	O
	Indicates the cause of EAS selection indication request failure
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