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1. Introduction
This contribution provides a proposal for overall evaluation of key issue#8.
2. Reason for Change
Add overall evaluation for key issue#8.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v1.3.0.
* * * First Change * * * *

8.3
Key issue and solution evaluation

8.3.1
General

All the key issues and solutions specified in this technical report are listed in table 8.3.1-1. It includes the mapping of the key issues (clause 5) to the solutions and corresponding solution evaluations. Also it lists the impact on other working groups that will need consideration during the Release 17 normative phase.
Table 8.3.1-1: Key issue and solution evaluation

	Key issue
	Solution
	Evaluation

(subclause reference)
	Dependency on other working groups

	Key issue 1 - Use of network slicing for FFAPP
	Solution #12: Private Slice
	7.12.2
	SA2, SA5

	
	Solution #13: Application-triggered slice re-mapping for FF applications
	7.13.2
	SA2, SA5

	Key issue 2 - Geographic location and positioning information support
	Solution #7 Geographic location and positioning information support
	7.7.5
	

	Key issue 3 - Clock synchronization
	Solution #14 clock synchronization
	7.14.3
	SA2

	
	Solution 15: Time Synchronization Management
	7.15.3
	SA2

	Key issue 4 - TSN supporting
	Solution #10: QoS monitoring for TSC services
	7.10.3
	SA2

	
	Solution #16: TSN policy negotiation via FAE layer
	7.16.2
	SA2

	
	Solution #17: Support TSN in FF Application Enabler layer
	7.17.2
	SA2

	
	Solution #22: SEAL support for TSC services
	
	

	Key issue 5 - QoS monitoring
	Solution #8: QoS monitoring
	7.8.2
	SA2

	
	Solution #10: QoS monitoring for TSC services
	7.10.3
	SA2

	Key issue 6 - 5GLAN group management
	Solution #9: 5GLAN group management
	7.9.2
	

	Key Issue 7 - Device Onboarding
	
	-
	SA2

	Key issue 8 - Communication of FF application requirements with 5GS
	Solution #2: Establishing communication with FF application service requirements
	7.2.2
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	7.19.2
	

	Key issue 9 - Communication service on the Edge deployments
	Solution #5: Edge deployment within FFAPP
	7.5.2
	

	
	Solution #6: Provisioning of FFAPP within Edge Data Network configuration
	7.6.2
	

	Key issue 10 - Integration with Existing Operation Technologies
	Annex B: Integration with Operation Technologies
	
	

	Key issue 11 - QoS coordination
	Solution #2: Establishing communication with FF application service requirements
	
	

	
	Solution #11: Establishing communication connectivity between FF Enabler Clients with FF application service requirements
	7.11.2
	

	
	Solution #19: Communicating FF application service requirements with 3GPP system
	7.19.2
	

	
	Solution #22: SEAL support for TSC services
	
	

	Key Issue 12 - User authorization
	SA3 scope
	
	SA3

	Key Issue 13: Capability Exposure related to Private Slice Network Status
	Solution #12: Private Slice
	7.12.2
	SA2, SA5

	
	Solution #1: FF application layer functional model
	7.1.2
	

	Key Issue 14 – Device monitoring
	Solution #18: Device monitoring
	7.18.2
	

	Key Issue 15 – Support for group communication
	Solution #9: 5GLAN group management
	7.9.2
	

	Key Issue 16 – Constrained devices
	Solution #20: SEAL support for CoAP to address constrained devices
	7.20.6
	

	Key Issue 17 – Using 5G CN capabilities for SEAL Groups
	Solution #21: Enabling 5G CN capabilities for SEAL Groups
	7.21.3
	

	Key Issue 18 – Support for Message communication
	
	
	


Editor's note:
Table 8.3-1 is to be updated by the end of the study.

Editor's note:
The key issues and solutions that can be considered for the normative phase is FFS.
* * * Next Change * * * *

8.3.x
Overall evaluation of key issue#8
Key issue#8 corresponds to communication of application requirements for non-TSN scenarios. 3 solutions are proposed in this document.
Solution#2 proposes that the application requirements are collected by the FAE server and further the related connectivity is established by translating the application requirements to 3GPP transport requirements and interacting with the underlying 3GPP system. 
Solution#11 proposes that application requirements are collected or fetched by the FAE server and further the related connectivity is established by translating the application requirements to 3GPP transport requirements and interacting with the underlying 3GPP system.
Solution#19 proposes to re-use SEAL's NRM server functionality specified in clause 14.3.4 of 3GPP TS 23.434 [8] and enhance it to consider translation of all vertical application requirements to 3GPP system's transport layer requirements.
The solutions propose the following for the expression of service requirements:
-
Solution#2 proposes that the service requirement from the source includes packet size, packet size, packet transmission interval, packet processing latency, allowed packet loss rate/packet loss amount/packet error rate, etc.

-
Solution#11 and solution#19 do not provide the details of the service requirements.
Editor's note:
The overall evaluation of the solutions on whether the currently expressed service requirements are sufficient or require further enhancement for normative phase is FFS.
The solutions propose the following for translating the service requirements to transport QoS requirement for communication with the 3GPP core network:

-
Solution#2 and Solution#11 specify that FAE server determines the transport QoS requirements given the service requirements as input. Such mechanism is assumed to be as per implementation usually considering the mapping of the service requirements to 3GPP transport QoS requirements specified by SA1.

-
Solution#19 specifies that NRM server should be responsible for such translation between service requirements and transport QoS requirement to communication with 3GPP core network.
Editor's note:
The overall evaluation of the solutions on whether the currently proposed mechanisms and implementation assumptions for translation of service requirements to transport QoS requirements are sufficient or require further enhancement for normative phase is FFS.
Solution#11 will be considered for normative work and enhanced to consider the flow in solution#2.
Further work during normative phase will be to evaluate whether and how the mechanisms proposed by solution#11 can be introduced in SEAL by possibly generalizing the application/service requirements across the verticals.
