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1. Introduction
This contribution introduces some clarifications for the EEC registration.
2. Reason for Change
There is an EN under EEC registration.

Editor's Note:
It is FFS to determine which EES functionality (e.g. discovery) needs to rely upon maintaining EEC context in the system.
From security point of view, the access of EDGE-1 functionalities (e.g. EAS discovery) does not depend on the registration context but the generic authentication/authorization mechanism as described in cl.8.10:
After the successful EEC authentication/authorization, the EEC acquires a valid security credential for EEC related procedures including provisioning procedure, registration procedure, EAS discovery procedure.
Also the EAS discovery is de-coupled from EEC registration as agreed in S6-201826. As a standalone procedure, the discovery request has sufficient information (e.g. EAS discovery filter) and such procedure doesn’t rely upon maintaining EEC context in the system.

The creation of EEC context upon EEC registration is OPTIONAL:

 Table 8.4.2.3.3-1: EEC registration response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the registration request was successful.



	> Registration ID
	M
	Identifier of the EEC registration.

	> Expiration time
	M
	Indicates the expiration time of the registration. To maintain an active registration status, a registration update is required before the expiration time.

	> EEC context ID
	O
	Identifier of the EEC Context information available at the EES that performed the registration.

	Failure response
	O
	Indicates that the registration request failed.



	> Cause
	M
	Provides the cause for registration request failure.


In addition, there is no other EES functionality depending on maintaining EEC context in the system.

[Observation] The EN can be solved.

Different ECSP may have different policy, some may require EEC registration for certain statistics purpose and others may not. For example, certain EEC implementation can skip EEC registration and start with other Edge-1 interaction (e.g. ACR initiation) directly.

This is similar with the discussion SA6 had about whether EAS discovery filter is mandatory or optional in the service provisioning / EAS discovery request. And SA6 had an agreement to give freedom to EEC and allow ECSP policy on the ECS/EES to react upon the missing EEC input.
[Proposal] Capture the ECSP policy to enable different options for EEC registration and provide a way for EEC to know such policy requirement before interacting with EES. 
3. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.3.3.3.3
Service provisioning response

Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3.-1: Service provisioning response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDNs.

	>> EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	>>> DNN/APN
	M
	Data Network Name/Access Point Name

	>>> S-NSSAI
	O
	Network Slice information

	>>> EDN Topological Service Area (NOTE 2)
	O 
	A list of Cell IDs or List of TAIs. The EDN serves UEs that are connected to the Core Network from one of these cells. See possible formats in Table 8.2.7-1.

	>>List of EESs
	M
	List of EESs of the EDN.

	>>> EES ID 
	M
	The identifier of the EES

	>>> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>>> EASIDs (NOTE 3)
	O
	List of EASIDs registered with the EES.

	>>> ECSP info
	O
	Information for Edge Computing Service Provider 

	>>> EES Topological Service Area
	O
	The list of Cell IDs (or TAIs) serviced by this EES. EECs of UEs that are connected to the Core Network from a cell that is not in this list shall not be served by this EES. 

	>>> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in subclause 7.3.3.3)

	>>> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	>>> EEC registration configuration
	M
	Indicates EEC registration configuration of whether the EES allows EEC registration to be bypassed or not.

	>> Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	NOTE1:
If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations.
NOTE 2:
The EDN Topological service area IE is included only if the EDN is a LADN.

NOTE 3:
EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).


* * * Next Change * * * *

8.3.3.3.6
Service provisioning notification

Table 8.3.3.3.6-1 describes the information elements for service provisioning notification from the ECS to the EEC.
Table 8.3.3.3.6.-1: Service provisioning notification

	Information element
	Status
	Description

	Subscription ID
	M
	Subscription identifier corresponding to the subscription stored in the ECS for the request

	List of EDN configuration information
	M 
	List of EDNs.

	> EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	>> DNN/APN
	M
	Data Network Name/Access Point Name

	>> S-NSSAI
	O
	Network Slice information

	>> EDN Topological Service Area (NOTE 2)
	O 
	A list of Cell IDs or List of TAIs. The EDN serves UEs that are connected to the Core Network from one of these cells. See possible formats in Table 8.2.7-1.

	>List of EESs
	M
	List of EESs of the EDN.

	>> EES ID 
	M
	The identifier of the EES

	>> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>> EASIDs (NOTE 3)
	O
	List of EASIDs registered with the EES.

	>> ECSP info
	O
	Information for Edge Computing Service Provider 

	>> EES Topological Service Area
	O
	The list of Cell IDs (or TAIs) serviced by this EES. EECs of UEs that are connected to the Core Network from a cell that is not in this list shall not be served by this EES. 

	>> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	>> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	>> EEC registration configuration
	M
	Indicates EEC registration configuration of whether the EES allows EEC registration to be bypassed or not.

	> Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	NOTE 1:
If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations. 
NOTE 2:
The EDN Topological service area IE is included only if the EDN is a LADN.

NOTE 3:
EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).


* * * Next Change * * * *

8.4.2.1
General 

An EEC performs registration with an EES in order to use Edge Computing services offered by the EES. The ECSP policy in the EES contains EEC registration configuration about whether the EEC can use EES services without registration. The procedure also enables initialization, update and removal of the EEC registration context information at the EES. The context may be further used for edge-specific operations or processing, e.g. analytics.

* * * Next Change * * * *

8.8.3.6
Target information notification

The EES uses this procedure to notify the EEC with the target EAS and target EES information during the ACR procedures. 

Figure 8.8.3.6-1 illustrates the target information notification procedure.
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Figure 8.8.3.6-1: Target information notification procedure

1.
The EES sends the target information notification message to the EEC. The target information notification message includes the details of the selected target EAS and target EES. The EEC registration configuration for the target EES is also included.
2.
Upon receiving this notification, the EEC responds with the target information notification acknowledgement message. 

NOTE:
The target EAS and target EES information can be used to determine the PDU session(s) to provide connectivity to the target EAS and the target EES.
Editor's Note:
It is FFS to whether additional information is needed in EEC registration configuration sent to EEC.
* * * End of Changes * * * *
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



