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1. Introduction
This contribution proposes editorial changes.
2. Reason for Change
Some editorial changes are proposed (see below).
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.558.
Revision history:

Fix the missing space in table note and change subclause to clause.
* * * First Change * * * *

8.2.6
EES Profile

The EES profile includes information about the EES and the services it provides.

Table 8.2.6-1: EES Profile

	Information element
	Status
	Description

	EES ID 
	M
	The identifier of the EES

	EES Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the EES. This information is provided to the EEC to connect to the EES.

	EASIDs
	M
	List of EASIDs registered with the EES.

	EES Provider Identifier
	O
	The identifier of the EES Provider (such as ECSP)

	EES Topological Service Area
	O
	The list of Cell IDs (or TAIs) serviced by this EES. EECs of UEs that are connected to the Core Network from a cell that is not in this list shall not be served by this EES. See possible formats in Table 8.2.7-1.

	EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	List of EES/EAS DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].


Editor's Note:
Whether or not to split EAS/EES DNAI (s) is FFS.

* * * Next Change * * * *

8.3.3.3.3
Service provisioning response

Table 8.3.3.3.3-1 describes the information elements for service provisioning response from the ECS to the EEC.
Table 8.3.3.3.3.-1: Service provisioning response

	Information element
	Status
	Description

	Successful response
	O
	Indicates that the service provisioning request was successful.

	> List of EDN configuration information
	M 
	List of EDNs.

	>> EDN connection information (NOTE 1)
	M 
	Information required by the UE to establish connection with the EDN.

	>>> DNN/APN
	M
	Data Network Name/Access Point Name

	>>> S-NSSAI
	O
	Network Slice information

	>>> EDN Topological Service Area (NOTE 2)
	O 
	A list of Cell IDs or List of TAIs. The EDN serves UEs that are connected to the Core Network from one of these cells. See possible formats in Table 8.2.7-1.

	>>List of EESs
	M
	List of EESs of the EDN.

	>>> EES ID 
	M
	The identifier of the EES

	>>> EES Endpoint 
	M
	The endpoint address (e.g. URI, IP address) of the EES

	>>> EASIDs (NOTE 3)
	O
	List of EASIDs registered with the EES.

	>>> ECSP info
	O
	Information for Edge Computing Service Provider 

	>>> EES Topological Service Area
	O
	The list of Cell IDs (or TAIs) serviced by this EES. EECs of UEs that are connected to the Core Network from a cell that is not in this list shall not be served by this EES. 

	>>> EES Geographical Service Area
	O
	The area being served by the EES in Geographical values (as specified in clause 7.3.3.3)

	>>> List of EES DNAI(s)
	O
	DNAI(s) associated with the EES/EAS. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

	>> Lifetime
	O
	Time duration for which the EDN configuration information is valid and supposed to be cached in the EEC.

	Failure response
	O
	Indicates that the service provisioning request failed.

	> Cause
	O
	Indicates the cause of service provisioning request failure.

	NOTE 1:
If the UE is provisioned or pre-configured with URSP rules by the HPLMN, the UE handles the precedence between EDN connection info and URSP rules as defined in 3GPP TS 23.503 [12] clause 6.1.2.2.1. EDN connection info is considered to be part of UE Local Configurations.
NOTE 2:
The EDN Topological service area IE is included only if the EDN is a LADN.

NOTE 3:
EAS information is limited to the EEC requested applications. If no AC profiles were present in the service provisioning request, the EAS information is subject to the ECSP policy (e.g. no EAS information or a subset of EAS information related to the EES).


* * * Next Change * * * *

8.8.1
General

When a UE moves to a new location, different EASs can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support from the enabling layer to maintain the continuity of the service.

This clause describes the features that support service continuity for ACs in the UE to minimize service interruption while replacing the serving EAS, called source EAS, with a target EAS.

Generally, the source EAS is associated with an application context. To support service continuity, this application context from the source EAS is transferred to a target EAS. 

The capabilities for supporting service continuity provided at the Edge Enabler Layer may consider various application layer scenarios in which there may be involvement of AC and one or more EAS(s).

The following scenarios are supported for service continuity:

-
UE mobility, including predictive or expected UE mobility for the following cases:

-
intra-EDN UE mobility;

-
inter-EDN UE mobility; and

-
LADN-related UE mobility.

-
Overload situations in source EAS or EDN for the following cases:

-
intra-EDN;

-
inter-EDN; and

-
LADN-related.

-
Maintenance aspects for the following case:

-
graceful shutdown of an EAS.

To support the need of application context relocation, following entity roles are identified:

-
detection entity, detecting or predicting the need of application context relocation;

-
decision-making entity, deciding that the application context relocation is required; and

-
execution entity, executing application context relocation.

A detection entity detects the probable need for application context relocation by monitoring various aspects, such as UE's location or predicted/expected UE location and indicates to the decision-making entity to determine if the application context relocation is required. The following entities can potentially perform the detection role:

-
AC;

-
EEC;

-
EES; and

-
EAS.

A decision-making entity determines that application context relocation is required and instructs the execution entity to perform application context relocation.

An execution entity performs application context relocation as and when instructed by the decision-making entity.

NOTE:
After a decision that another EAS is to serve the UE, the source EAS can decide if the existing Application Context is transferred to the new EAS. 

The EAS may utilize the following capabilities provided by the EES for supporting service continuity at the application layer:

-
Provide notifications of service continuity related events;

-
Fetch the target EAS; and

-
Application context relocation from a source EAS to a target EAS.

Editor's note:
The details of the APIs for the above capabilities is FFS. Each of the above capabilities to the EAS may be provided as individual API, or combined to be offered as a new service API with higher level of abstraction. Example, application context relocation service API which fulfils all the above capabilities to hide the implementation complexity from the application layer.

The EES can utilize the following capabilities provided by the ECS for supporting service continuity at the application layer:

-
Fetch the target EES.

The EEC may determine if the application context relocation is required by detecting that the UE moved outside the service area (see clause 7.3.3). The service area can be provided to the EEC by either the ECS during Service Provisioning or EES during EAS Discovery. For the PDU Session of SSC mode 3, if the UE receives PDU Session Modification Command as specified in clause 4.3.5.2 of 3GPP TS 23.502 [3], the EEC may determine that the application context relocation is required. For IPv6 multi-homed PDU Session of SSC mode 3, the EEC may determine that application context relocation is required if the UE is notified of the existence and availability of a new IPv6 prefix as specified in clause 4.3.5.3 of 3GPP TS 23.502 [3].

NOTE:
For IPv6 multi-homed PDU Session of SSC mode 3, the EEC can be aware of the notification about the IPv6 prefix configuration due to change of PSA UPF based on the UE implementation.

After successful application context relocation:

-
The EES is informed of the completion by the EAS; and

-
The EEC is informed of the completion by the EES. 

In general, a number of steps are required in order to perform the application context relocation procedure. The potential roles of an edge enablement layer in the application context relocation procedure include: 

-
providing detection events;

-
selecting the target EAS(s); and

-
supporting the transfer of the Application context from the source EAS(s) to the target EAS(s).

If the UE is connected to the 5GC, the EES/EAS acting as AF may utilize AF traffic influence functionality from the 3GPP CN as specified in 3GPP TS 23.502 [3].

A high level overview of application context relocation is illustrated in Figure 8.8.1-1.
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Figure 8.8.1-1: High level overview of application context relocation procedure
* * * End of Changes * * * *
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