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1. Introduction
This pCR proposes to finalize the building block procedure for ACR notification from EES to EAS. Note that this pCR is based on the S6-210049 that was postponed in the last meeting #41e.
2. Reason for Change
This pCR proposes to use subscribe/notification model for the procedure for ACR notification from EES to EAS.
In the last meeting, there were the following mentioned options for building block of ACR notification from EES to EAS.
· Option 1: without subscription operation, i.e., using EAS-exposed service Eeas_ACRNotification
This approach has minimal impact on the existing procedures and APIs. However, it is not recommended to use option 1 because it calls for creating a requirement for EAS (outside 3GPP domain) to specify 3GPP-specific requirement, noting that we have no such requirement for EAS in Rel-17.
· Option 2: with subscription operation

· Option 2a: modify the UPPM API to be generic ACR API

· Option 2b: separated API only for ACR notification with a dedicated sub/noti procedure
It is recommended to select the Option 2b. The need of ACR operation can be detected by various methods such as EEC’s request, UE location monitoring, or UP path management event, etc. As the current UPPM API is specific to the event of UP path change, it is necessary to have a generic ACR service. This approach can provide ACR service to the EASs that are unaware of specific 3GPP northbound APIs. Some EAS providers are not interested in the method for detecting the need of ACR, but rather care about the detected need of application context transfer. Also, Option 2b has less impact of the current specification compared to Option 2a.   
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.3.0.
* * * First Change * * * *

8.8.3.X
Application Context Relocation event

8.8.3.X.1
General 
Clause 8.8.3.X.2 & 8.8.3.X.3 together illustrate the Application Context Relocation event procedure between the EAS and EES based on Subscribe/Notify model.
8.8.3.X.2
Subscribe 

Figure 8. 8.3.X.2-1 illustrates the Application Context Relocation event subscribe procedure between the EAS and the EES.

Pre-conditions:

1.
The EAS is registered with the EES.

[image: image1.emf]Edge Application Server Edge Enabler Server

1. ACR event subscribe request

2. ACR event subscribe response

 


Figure 8.8.3.X.2-1: Application Context Relocation event subscribe

1.
The EAS sends Application Context Relocation event subscribe request to the EES. 
If EAS intends to utilize the user plane path management event, the EAS invokes the API with “application context relocation monitoring” event as described in clause 8.6.3.
2.
The EES sends Application Context Relocation event subscribe response to the EAS.

8.8.3.X.3
Notify 

Figure 8.8.3.X.2-1 illustrates the Application Context Relocation event notification procedure between the EES and the EAS.

Pre-conditions:

1.
The Edge Application Server subscribed for Application Client information at the Edge Enabler Server.
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Figure 8.8.3.X.2-1: Application Context Relocation event notification

1.
The EES determines to notify the EAS for a UE to the EAS which has subscribed for Application Context Relocation event notification upon receiving Application Context Relocation request or Application Context Relocation determination request as in clause 8.8.3, or upon detecting the need of application context relocation itself (e.g. via the use of northbound API of 3GPP core network such as UE location exposure or user plane path management event exposure).

2.
The EES sends Application Context Relocation Notify to the EAS.

3.
The EAS sends Application Context Relocation Complete message to the EES after the application context transfer is completed.
8.8.4.X
Application Context Relocation event subscribe
Table 8.8.4.x-1 describes information elements for the Application Context Relocation event subscribe request from the EAS to the EES. 

Table 8.8.4.x-1: Application Context Relocation event subscribe request
	Information element
	Status
	Description

	EAS ID
	M
	The identifier of the EAS

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	Notification Target Address
	M
	Notification Target Address of the EAS where the notification is to be sent by the EES


Table 8.8.4.x-2 describes information elements for the Application Context Relocation event subscribe response from the EES to the EAS. 
Table 8.8.4.x-2: Application Context Relocation event subscribe response
	Information element
	Status
	Description

	Successful response
	O
	Indicates that the subscription request was successful.

	> Subscription ID
	M 
	Subscription identifier corresponding to the subscription.

	> Expiration time
	O
	Indicates the expiration time of the subscription. To maintain an active subscription, a subscription update is required before the expiration time.

	Failure response
	O
	Indicates that the subscription request failed.

	> Cause
	O
	Indicates the cause of subscription request failure


8.8.4.y
Application Context Relocation Notify
Table 8.8.4.y-1 describes information elements for the Application Context Relocation Notify sent from the EES to the EAS. 

Table 8.8.4.y-1: Application Context Relocation Notify
	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	EAS Endpoint (NOTE)
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the EAS.

	NOTE:
EAS Endpoint relates to the T-EAS if the Application Context Relocation notify is sent from S-EES to S-EAS as in clause 8.8.2.3. EAS Endpoint relates to the S-EAS if the Application Context Relocation notify is sent from T-EES to T-EAS as in clause 8.8.2.6.


* * * Next Change * * * *
8.8.4.z
Application Context Relocation Complete
Table 8.8.4.z-1 describes information elements for the Application Context Relocation complete sent from the EAS to the EES. 

Table 8.8.4.z-1: Application Context Relocation Complete
	Information element
	Status
	Description

	Result
	M
	Indicates whether the operation is successful or failure

	Cause information (NOTE)
	O
	Indicates the cause information for the failure

	NOTE:
The Cause information IE is included when the Result indicates failure.


* * * Next Change * * * *
8.8.2.3
EEC executed application context relocation via S-EES

Figure 8.8.2.3-1 illustrates the procedure for the EEC to execute the application context relocation via source EES.

Pre-condition:

1.
The AC at the UE already has a connection to the S-EAS; and

2.
The EEC is able to communicate with the S-EES.
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Figure 8.8.2.3-1: EEC executed application context relocation procedure

Phase I: ACR Detection

1.
The EEC detects that application context relocation may be required as described in clause 8.8.1.

Phase II: ACR Decision

2.
The EEC decides to proceed required procedures for triggering application context relocation.

3.
The EEC determines the T-EES by using the provisioned information or performing service provisioning procedure per clause 8.3 of the present document. If this procedure is used for service continuity planning, then the Connectivity information and UE Location in the Service Provisioning (as specified in clause 8.3) procedure contains the expected Connectivity information and expected UE Location. Upon selecting T-EES the UE may need to establish a new PDU connection to the target EDN. The EEC can then discover and select T-EAS by performing EAS Discovery with the T-EES per clause 8.5.2 of the present document.

4.
The EEC sends the Application Context Relocation Request message (including the need to notify the EAS) to the S-EES to initiate application context transfer between the S-EAS and the T-EAS. The S-EES authorises the request from the EEC. The S-EES decides to execute application context relocation based on the information received by the EEC and the information of EEC context or EAS profile, and may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable) and sends the Application Context Relocation Notify message to the S-EAS to initiate application context transfer between the S-EAS and the T-EAS, as described in clause 8.8.3.4.

5.
The S-EAS transfers the application context to the T-EAS at implementation specific time. This process is out of scope of the present specification.

NOTE: If used for service continuity planning then the next step is performed after the UE moves to the predicted location.

Phase IV:
Post-ACR Clean up

6.
The T-EAS sends the Application Context Relocation Complete message to the T-EES to confirm that the application context relocation has completed.

Editor's Note:
Notification from T-EAS to T-EES on ACR completion is for further study. Changes may apply to other scenarios also.

7. The S-EAS sends the Application Context Relocation Complete message to the S-EES to confirm that the application context relocation has completed.

8. The S-EES sends the Application Context Relocation Complete message to the EEC to confirm that the application context relocation has completed.


* * * End of Changes * * * *
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