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1. Introduction
The procedures in clause 7.2.3 and clause 7.3.3 contain the following editor's note at the end of the list of pre-conditions:
Editor's Note:
The proper MC gateway UE configuration requires further study.
The issue is that the MC gateway UE may perform authorization check by using the provided GW MC service ID to verify that the MC service user is permitted to use the MC gateway UE to access an MC server and/or whether the requested MC service, as indicated by the GW MC service ID, is supported.
As the MC gateway UE must perform service authorization for an MC service before offering MC gateway UE capabilities anyway, the MC service UE configuration data can be used to configure the MC gateway UE with proper GW MC service ID(s). For each MC service, the MC service UE configuration data can be the same or different.
The following figure copied from TS 23.280 shows when MC service specific UE configuration data is provided.
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Figure 10.1.1.1-1 MC service UE configuration time sequence and associated configuration data 
The proposal in clause 4 suggets to use UE configuration data to configure proper GW MC service IDs towards a MC gateway UE. A related EN is suggested to be deleted, the list of pre-conditions is enhanced and a table with UE configuration data is added.
2. Reason for Change
To resolve editor's note in clause 7.2.3 and clause 7.3.3.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-79v030.
* * * First Change * * * *

7.2.2.x
MC service UE configuration data
Table 7.2.2.x-1 describes the MC service UE configuration data which must be known by an MC service UE after MC service authorization.
Table 7.2.2.x-1: UE configuration data (on network)
	Reference
	Parameter description

	Subclause 5.15 of 3GPP TS 22.280 [3]
	List of permitted GW MC service ID

	
	> GW MC service ID


* * * Next Change * * * *

7.2.3
Procedure

The procedure for connection authorisation with an MC gateway UE is shown in figure 7.2.3-1.

Pre-conditions

-
The MC service user wishes to have access to MC services by using a non-3GPP device.

-
The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.

-
The MC client has been provided with an appropriate GW MC service ID.

-
The MC gateway UE has performed service authorization for one or more MC services with the MC system.
-
The MC gateway UE has been configured with proper GW MC service ID(s).

Editor's Note:
How the MC client discovers the MC gateway UE is FFS.
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Figure 7.2.3-1: Connection authorisation with the MC gateway UE

1.
The MC client requests connection authorization with the MC gateway UE. The MC client of the MC service user provides the GW MC service ID.

2.
The MC gateway UE performs an authorization check by using the provided GW MC service ID to verify that the MC service user is permitted to use the MC gateway UE to access an MC server. In addition, the MC gateway UE checks whether the requested MC service, as indicated by the GW MC service ID, is supported by the MC gateway UE.

NOTE:
The criteria for the authorization check is outside the scope of the present document, but for example could be based on a pre-configured list of users who are expected to request connection authorization with the MC gateway UE.

3.
The MC gateway UE sends the connection authorization response to the MC client, confirming successful connection with the MC gateway UE.

The MC client has now access to an MC server and may continue with user authentication and service authorization.

* * * Next Change * * * *

7.3.2.x
MC service UE configuration data
Table 7.3.2.x-1 describes the MC service UE configuration data which must be known by an MC service UE after MC service authorization.
Table 7.3.2.x-1: UE configuration data (on network)

	Reference
	Parameter description

	Subclause 5.15 of 3GPP TS 22.280 [3]
	List of permitted GW MC service ID(s)

	
	> GW MC service ID


* * * Next Change * * * *

7.3.3
Procedure

The procedure for connection authorisation via an MC gateway UE towards an MC server is shown in figure 7.3.3-1.

Pre-conditions

-
The MC service user wishes to have access to MC services using a non-3GPP device.

-
The MC client has been configured with the necessary parameters needed for connectivity with the MC gateway UE.

-
The MC client has been provided with an appropriate GW MC service ID.

-
The MC gateway UE has performed service authorization for one or more MC services with the MC system.
-
The MC gateway UE has been configured with proper GW MC service ID(s).

Editor's Note:
How the MC client discovers the MC gateway UE is FFS.
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Figure 7.3.3-1: Connection authorisation with an MC server via an MC gateway UE

1.
The MC client requests connection authorization via the MC gateway UE with an MC server. The client of the MC service user provides the GW MC service ID.

2.
The MC gateway UE checks whether the requested MC service, as indicated by the GW MC service ID, is supported by the MC service gateway. If the MC service is supported, the procedure continues with step 3, otherwise the procedure proceeds with step 7.

3.
The MC gateway UE sends the connection authorization request to the MC server.

4.
The MC server performs an authorization check, to verify that access via the MC gateway UE is permitted. The MC server marks the MC service user as authorized to have access via the MC gateway UE.

Editor's Note:
The configuration of the MC server to perform the authorisation check needs further study.

Editor's Note:
Whether there is a need for control when the MC service user/client uses multiple MC gateway UEs simultaneously is FFS.

Editor's Note: It is FFS whether and how the MC server can mark the MC service user as allowed to have access before user authentication and service authorisation has been performed.

5.
The MC server sends the connection authorization response to the MC gateway UE.

6.
The MC gateway UE marks the MC client as authorized to have MC service access via the MC gateway UE.

7.
The MC gateway UE sends the connection authorization response to the MC client, confirming that the connection to the MC server via the MC gateway UE is authorized.

The MC client has now access to the MC server and may continue with user authentication and service authorization.

* * * End of Change * * * *
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