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1. Introduction
This pCR provides updates to Msgin5G service architecture to support constrained devices communication.
2. Reason for Change
Following architecture requirement has been agreed in clause 7.1.2 of TR 23.700-24:

[AR-7.1.2-a]
The application architecture shall enable deployment of MSGin5G UE which are of heterogeneous nature including light weight constrained devices (e.g. sensors, actuators) and unconstrained devices with advanced capabilities (e.g. washing machine, micro-ovens).

As of today, existing archtecture is not clearly supporting both types of devices. 

Changes 1), 2) and 3) – provide architecture changes to support both light weight constrained devices and unconstrained devices with advanced capabilities.

Changes 4) and 5) – provide updates to solution evaluation of solution#2 and solution#27 – to clarify the applicability of the solutions.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-24 V1.2.0.
* * * First Change * * * *

8.2
Application architecture

Figure 8.2-1 shows the application architecture of the MSGin5G Service.  The MSGin5G Service shall fulfil the service requirements which are enumerated in 3GPP TS 22.262 [2].
NOTE 1: "MSGin5G" in this document is referred to the new defined transport for the MSGin5G service. The service name in this document uses the "MSGin5G Service" term in 3GPP TS 22.262 [2].
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Figure 8.2-1: Application Architecture of the MSGin5G Service

The MSGin5G client(s) interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The MSGin5G server(s) interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service as specified in 3GPP TS 23.434 [9].
The MSGinUE-1 may be constrained devices and unconstrained devices with advanced capabilities, and can communicate with MSGin5G server over MSGin5G-1 reference point. The MSGin5G UE-2 is constrained device which do not have enough capability to communicate with MSGin5G Server. If allowed by configuration, the MSGin5G UE-1 may act as a UE Message Gateway to MSGin5G UE-2.
NOTE 2:
In certain deployment option, a Group management function based on SEAL Group Management Server specified in 3GPP TS 23.434 [9] can be implemented in the MSGin5G Server. The implementation of such deployment option is out of this specification.
NOTE 3:
In certain deployment option, the UE-2 may not contain MSGin5G Client. In such scenario, the application client in UE-2 will interact with MSGin5G Client in UE-1 to send messages.

NOTE 4:
When both UE-1 and UE-2 support MSGin5G client, MSGin5G client in UE-1 acts as a relay for the MSGin5G client in UE-2 to receive MSGin5G service. When UE-2 does not support MSGin5G client and only UE-1 supports MSGin5G client, MSGin5G client in UE-1 acts as a gateway for the Application client in UE-2 to receive MSGin5G service.
Editor's note:
Specifying details of MSGin5G Client interaction towards Application Client is FFS.
Editor's note:
Application Client ID while using Message Gateway UE is FFS.
* * * Second Change * * * *

8.3.2.Y
Protocol Conversion Function
The MSGin5G service supports both constrained devices with limited capabilities and unconstrained devices with advanced capabilities. It may be possible that both types of devices support different protocols. The protocol conversion function in the Msgin5G Server converts one protocol format (for example, CoAP) into another protocol format (for example, HTTP) or vice versa.
NOTE: The actual protocol selection is out of scope of this specification. 
* * * Third Change * * * *

8.4.7
MSGin5G-6
The MSGin5G Client-2 of MSGin5G UE-2 communicates with MSGin5G Client-1 of MSGin5G UE-1 over MSGin5G-6 reference point. The interface is based on NR PC5.
* * * Fourth Change * * * *

6.2.3
Solution evaluation

This solution allows a MSGin5G Client to register to a MSGin5G Server. The solution enables a MSGin5G Server to assign a unique identity to a MSGin5G Client and to validate whether MSGin5G capabilities of the MSGin5G Client are compatible with MSGin5G capabilities of the MSGin5G Server. The solution enables a 5GSMSG Client to share contact information (e.g. UE identifiers and port numbers) with a MSGin5G Server. This solution is suitable for the constrained devices. This solution is also suitable for the device acting as a UE Message gateway to the constrained device. This solution is useful when device is not aware of its own MSGin5G service ID.
* * * Fifth Change * * * *

6.27.5 Solution Evaluation
A UE is assigned a service layer ID (i.e. MSGin5G service ID) used in MSGin5G service to route the MSGin5G message to it, as described in 6.8. To make MSGin5G message delivery effective, it is important to know a UE's status by the MSGin5G server. The MSGin5G server learns the availability and readiness of a UE through the UE registration. A UE uses the UE registration to inform the MSGin5G server that it is online and ready for the MSGin5G serivce. This solution assumes that all UEs are assigned with its permennant MSGin5G service ID and use it to register with the MSGin5G server. With the permenant assigned the MSGin5G service ID for all UEs, a UE can be addressed by any other UEs at any time with its MSGin5G service ID. It also makes possbile for a UE be included in a pre-configured group for group communication. This solution provides UE registration procedures that cover all UE types, i.e. MSGin5G UE, legacy 3GPP UEs and non-3GPP UEs. The non-MSGin5G UE registration is performed, to base on its registration status in its message delivery service, by the Message Gateway that it connects to. De-registration procedures are also supported when a UE no longer wants to receive the MSGin5G messages. This solution is suitable for unconstrained devices with advanced capabilitites. This solution is useful when device is already aware of its own MSGin5G service ID.
* * * End of Changes * * * *
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