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1. Introduction
This contribution add context id in ACR request.
2. Reason for Change
Currently, the ACR request/response is used in EEC executed ACR scenarios (either via S-EES in cl.8.8.2.3 or via T-EES in cl.8.8.2.5) to inform the EAS about the other peer EAS.

If there is only one application client connected to the EAS, then it is working fine. In reality, there are many application clients (on the same or different UEs) served by the same EAS at the same time. Therefore, in order to identify a particular application context, the EEC needs to provide context identifier.
On the S-EAS, it uses the context id to identify the associated context and push the application context to the T-EAS; on the T-EAS, it uses the context id to pull the corresponding application context from the S-EAS.
In addition, the source EAS endpoint shall be present if the S-EAS needs to be notified by the S-EES.
Rev1: 

In ACR, for identifying the app context in app specific layer, current combination of (UE ID + AC ID) may impose specific adaptation to use this combination in the stateful app design, if such app wants to use EDGEAPP service. The use of (UE ID + AC ID) may not be suitable for the modern app design (e.g. applications may not supply UE ID and EAS is forced to use 3GPP CN capability to retrieve UE ID). Also from security point of view, using this fixed combination may imply security risk.
Therefore, an EN is added to study which information should be used to identify the app session/context.
3. Proposal

It is proposed to agree the following changes in TS 23.558.
* * * First Change * * * *

8.8.3.4
Application context relocation procedure

Figure 8.8.3.4-1 illustrates the procedure for the EEC triggered application context relocation procedure.

Pre-condition:

1.
The Edge Enabler Client has the Target Edge Application Server information that will be used for application traffic; and

2.
The Edge Enabler Client has been authorized to communicate with the source Edge Enabler Server as specified in clause 8.10. 
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Figure 8.8.3.4-1: Application Context Relocation procedure

1.
The Edge Enabler Client sends an Application Context Relocation request message (UE identity, target EAS endpoint, DNAI of the target EAS, EAS notification indication) to the source Edge Enabler Server in order to start application context relocation (e.g. influence the application traffic, notify the EAS).

2.
The source Edge Enabler Server checks if the Edge Enabler Client is authorized for this operation for the UE. If authorized, then the source Edge Enabler Server applies the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501 [2], clause 5.6.7.1.

3.
If the EAS notification indication is set in step 1 and the source Edge Application Server has subscribed to receive such notification, the source Edge Enabler Server shall notify the source Edge Application Server about the need to start application context relocation.
Editor's Note:
It is FFS which information shall be used to identify application session/context.
4.
The source Edge Enabler Server responds to the Edge Enabler Client's request with an Application Context Relocation response message (result) to the Edge Enabler Client.

* * * Next Change * * * *

8.8.4.2
Application Context Relocation request

Table 8.8.4.2-1 describes information elements for the Application Context Relocation request sent from the EEC either to the S-EES or T-EES. 

Table 8.8.4.2-1: Application Context Relocation request

	Information element
	Status
	Description

	EEC ID
	M
	Unique identifier of the EEC.

	Security credentials
	M
	Security credentials resulting from a successful authorization for the edge computing service.

	UE identifier
	M
	The identifier of the UE (i.e. GPSI).

	Target EAS Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP 3-tuple) of the target EAS.

	DNAI of the target EAS
	O
	DNAI information associated with the target EAS.

	N6 Traffic Routing requirements
	O
	The N6 traffic routing information and/or routing profile ID corresponding to the target EAS DNAI.

	EAS notification indication
	M
	Indicates whether to notify the EAS about the need of application context relocation.

	Source EAS endpoint (NOTE)
	O
	Endpoint information of the source EAS

	NOTE:
This IE shall be present if the EAS notification indication indicates that the EAS needs to be informed.


* * * End of Changes * * * *
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