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1. Introduction
In SA6#40, the usage of EEC ID and AC ID was discussed as a result of the incoming LS from SA3 in S3-203339 on using EEC ID for authentication / authorisation. It was agreed that the use cases for EEC ID should be re-visited in order to determine if the existing EEC ID is sufficiently clear to meet the expected use cases.
2. Reason for Change
Depending on how EEC ID defined, there is a possibility that this will facilitate user behaviour tracking within the ECSP and across EDNs. In order to trigger SA3 to investigate solutions that would enable user privacy to be preserved and to protect against user tracking, it is proposed to clearly state that EEC ID usage will take into account both of these aspects.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

7.2.2
Edge Enabler Client ID (EECID)

The Edge Enabler Client ID is a globally unique value that identifies the Edge Enabler Clients. 
Mechanisms to support user privacy and protection against tracking are to be considered with respect to the use of EEC ID.
Editor's Note:
Whether EEC ID can satisfy the requirement in authentication and authorization procedure over EDGE-1 and 4 without additional ID (e.g. EEC type identifying the type of EEC application) is FFS. How to allocate a unique EES ID and its format is FFS.

* * * End Changes * * * *

