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1. Introduction
This pCR proposes cleanup on the ACR determination procedure in clause 8.8.3.5.
2. Reason for Change
This pCR proposes to keep the ACR determination procedure (in clause 8.8.3.5) separate form the ACR request procedure in clause 8.8.3.4 as these two procedure is applied for different scenarios whose respective decision-making entity are different. Therefore, the EN “Whether this Application Context Relocation determination can be merged with Application Context Relocation request/response is FFS.” can be deleted. 
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 v1.2.0.
* * * First Change * * * *

8.8.3.5
Application Context Relocation determination

Application Context Relocation determination procedure enables the Edge Enabler Client to inform the Edge Enabler Server of the need for application context relocation so that the Edge Enabler Server decides whether the application context relocation is required.


Figure 8.8.3.5-1 illustrates the procedure for the Application Context Relocation determination procedure.

Pre-condition:

1.
The EEC detects the need for application context relocation.


[image: image1.emf]Edge Enabler Client Edge Enabler Server

 

ACR need detected

1. ACR determination request

 

2. ACR determination response


Figure 8.8.3.5-1: Application Context Relocation determination procedure

1.
The EEC sends the Application Context Relocation determination request to the EES.

2.
The EES responds with the result of application context relocation. The response may be sent to the EEC after the EES is aware of the result of application context transfer. 

* * * End of Changes * * * *
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1. Configuration of keying material


1. Configuration of keying material


2. MCData clients initiate service in off-network


3. User requests transmission of a one-to-one SDS message to the terminating MCData user


4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user


5. Generate MiKEY-SAKKE I_MESSAGE and sign


6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



