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1. Introduction
This contribution provides a proposal for solution to KI#4 on capability exposure using CAPIF.
2. Reason for Change
KI#4 is stated as follows:
	5.4
Key issue#4: Capability exposure of UAS related information
Capability exposure requirements are specified in subclause 6.2 of 3GPP TS 22.125 [3] which are requested to be supported by 3GPP system. 3GPP system is required to provide means to allow a 3rd party to request and obtain real-time monitoring the status information (e.g. location of UAV, communication link status) of a UAV. Based on operator's policy, the 3GPP system is required to provide a 3rd party with the information regarding the service status for UAVs in a certain geographical area and/or at a certain time.
Hence, it is required to study the following:

-
Whether and how additional service APIs are required to be supported at the UAS application enabler layer.

-
Whether and how CAPIF can be leveraged for additional service APIs.




The architecture for UASAPP is captured in clause 7.3 and the following role w.r.t CAPIF is recognized:

UAE server acts as AEF as specified in TS 23.222 and exposes UAE capabilities towards UAS application specific servers like USS/UTM or AS(s) like Video servers. UAE server can further publish the service APIs it exposes to the UAS application specific server to CAPIF core function.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.755v0.b.0.
* * * First Change * * * *

8.x
Solution #x: Capability exposure using CAPIF

8.x.1
Solution description

According to the UAS application layer architecture in clause 7.3, the UAE server is responsible to expose UAE capabilities towars the UAS application specific server(s) via Us reference point.

The capability exposure is to be compliant with CAPIF specified in 3GPP TS 23.222 [x] as follows:
a.
The UAE server acts as a AEF and exposes UAE capabilities towards UAS application specific servers. UAE server can further publish the service APIs it exposes to the UAS application specific server to CAPIF core function.
b.
The UAS specific application server(s) act as API invoker and utilize the CAPIF APIs to obtain secure access and discover UAE capabilities exposed via the UAE server.

c.
The Us reference point supports CAPIF-2/2e reference point.
8.x.2
Solution evaluation

This solution proposes a viable technical solution for capability exposure of UAE capabilities by enabling CAPIF compliance for service APIs exposed by UAE server via Us reference point.
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