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1. Introduction
An Editor’s Note in Solution 11, clause 7.11.2 points out that the entities need to be aligned with the functional model. This results in several direction of realignments in the entire text, clarifying that the direct communication enabled by the SS enabler entities is over FFA-2.

Given the new clarifications and realignments, the following EN in clause 7.11.1 requesting clarifications of the term “direct” is proposed to be deleted.

Editor's Note: The definition and consistent usage of the term "direct" to represent application layer traffic routing is FFS.
The following EN in clause 7.11.1 is proposed to be changed to a note, as the clarification provided is useful and does not need further action.

Editor's Note: The preconditions above rely upon procedures (e.g. registration, discovery) detailed as part of other solutions.

The ENs in clause 7.11.2 are proposed to be deleted as they are addressed by the changes, as well as the new text proposed in 7.11.2.
2. Reason for Change

Clean-up editor’s notes resulting in technical alignments.
In addition, the following corrections/alignments have been provided:
· In the pre-conditions, clarified that the FAE clients are provided with information about the FF application specific clients information. Also clarified that the FAE clients may subscribe to connectivity notifications during registration (alternatively, these can be included as separate steps).

· Step 4 with response to request in step 1 has been added

· A note has been added in the step in which the FAE server communicates with the underlying network, clarifying how the step may be implemented using a co-located NRM server

3. Proposal

It is proposed to agree to include the following changes in 3GPP TS 23.558 v 1.0.0.
* * * First Change * * * *
7.11
Solution #11: Establishing communication connectivity between FF Application Specific Clients with FF application service requirements
7.11.1
Solution description

This solution corresponds to the key issue #8 on communication of FF application requirements with 5GS and key issue#11 on QoS coordination. 

In this solution, a FAE client and FAE server (acting as an AS) exchange context information allowing for the desired service requirements (e.g. data rate) for the communication amongst the FF application specific clients to be derived. The FAE server adaptively triggers retrieval of context and establishment of direct service connectivity, e.g. when the two UEs are close to each other. Note that service connectivity among FF application specific clients is established over the FFA-2 reference point, without device-to-device direct radio connectivity (e.g. PC 5) requirement. 

The procedure for establishing FFA-2 service communication with FF application specific clients service requirements provided via the FAE Clients is as illustrated in figure 7.11.1‑1.


Pre-conditions:
- 
FAE client 1 and FAE client 2 are provided configuration information for the FF application specific clients served e.g. connectivity requirements, etc.
-
FAE client 1 and FAE client 2 are configured with the information of the FAE server and have registered (e.g. using clause 7.4 procedures). The information is provided via pre-configuration or registration to the FAE server includes FAE client capabilities, security information, etc. Upon registration, FAE client 1 and FAE client 2 subscribe to connectivity notifications.
-  Pre-processing determines that connectivity between FF application specific client 1 to FF application specific client 2 via the FFA-2 reference point is required. Service requirements and destination information for this connection have been provided, e.g. via discovery.

NOTE: The preconditions above rely upon procedures (e.g. registration, discovery) detailed as part of other solutions.




[image: image2.emf]FAE client 1 

(Source)

3GPP System

(5GS)

FAE Server

FAE Client 2 

(Destination)

1. FFApp connectivity request (FF application specific 

client 1 context info, destination)

2. FF application specific client 

context request (FF application 

specific client 2)

6. Decide connectivity 

parameters for FF application 

specific client 1 and FF 

application specific client 2

7. Request connectivity with 

determined parameters 

9. FFApp connectivity notification

10. FFApp connectivity 

notification

8. Connectivity response

3. FF application specific client 

context response

FF application 

specific client 1

UE1

UE 2

FF application 

specific client 2

4. FFApp connectivity response

5. Retrieve location information from 5GS

for UE 1, UE2


Figure 7.11.1-1: Establishing communication connectivity between FAE Clients with FF application service requirements

1. The FAE Client 1 sends the FFAPP connectivity request (source identity and IP address, destination identities, service requirements) to the Future Factory Enabler Server (FAE server) to establish connectivity for FF application specific client 1 on UE 1. The destination FF application specific client(s) may be hosted on one or multiple UEs (devices). The identity of the source and of the destination may be provided as the application user identity or the MAC address.
2.  The FAE server determines whether FF application specific client 1 is authorized to connect to FF application specific client 2 for direct service communications over FFA-2. If FF application specific client 1 is authorized to connect to FF application specific client 2, the FAE server contacts the FAE client 2 to retrieve its FF application specific client 2 context information. This step can be skipped if the FAE server is already aware of FF application specific client 2's context information.


Editor's Note: It is FFS how FAE server determines whether FF application specific client 1 is authorized to connect to FF application specific client 2 for direct service communications over FFA-2.

3. The FAE client 2 determines whether context information is to be provided for establishing connectivity for FF application specific 2 to FF application specific 1. FAE client 2 makes this determination based on FF application specific client 1 information provided in the request, pre-provisioned information (e.g. policies) and its context (e.g. location, time, etc.) If FAE client 2 determines that context information is to be provided, it responds to FAE server and includes the context information for FF application specific client 2. 

NOTE:
The signaling and functionality for handling the cases when FAE client 2 will be temporarily unavailable for establishing the direct service connection are implementation dependant.

4.  The FAE server responds to the FFAPP connectivity request in step 1.
5.  The FAE server retrieves location information of UE 1 and UE 2 hosting the two FF application specific clients respectively. This step may also include a request for direct link status (e.g. PDU Session Status, UE reachability, etc. as described in 23.502 [12]). This step may be skipped if the FAE server is already aware of UE 1's and UE 2's location information or if there are no location requirements for establishing the FF application specific client 1 to FF application specific 2 direct service connectivity. 
NOTE: If SEAL is used, location information may be obtained from the SEAL location management server. Alternatively, Location Reporting monitoring as described in 23.502[12] may be used. 

6.  The FAE server takes FF application specific client 1's and FF application specific client 2's context information, their connectivity requirements, location information, and network context as input, checks connectivity service policies, and determines the parameters and patterns for direct service connectivity between the FF application specific clients (i.e. FFA-2 connectivity). The FAE server may also determine transport requirements, e.g. QoS requirements, for the 3GPP system (e.g. 5GS). 


If the FAE server determines that direct service connectivity is not possible with the given connectivity requirements, it skips step 7 and proceeds to steps 9 and 10, informing each FAE client accordingly. If the FAE server determines that direct service connectivity is not authorized or not possible with the given connectivity requirements, it skips step 7 and proceeds to steps 9 and 10, informing each FAE client accordingly. 

7.
The FAE server may request the 3GPP system to establish or modify the 3GPP system level connectivity that enables the application connection between FF application specific client 1 and FF application specific client 2 e.g. via modification of existing radio bearers. FAE server provides the necessary information (e.g. identifiers of FF application specific client 1 and FF application specific client 2, transport requirements) in this request message. 
Editor’s Note: If SEAL is used, the procedure for communicating FF application service requirements from FAE server to the 3GPP system may utilize enhanced NRM server functionality. It is FFS whether NRM server functionality may be enhanced to support translating FF application service requirements to 3GPP network requirements.
8.
The FAE server receives a response from the 3GPP system indicating whether the requested connectivity in Step 6 has been successfully established or modified. 

9.  The FAE server notifies FAE client 1 of the established connection including its properties such as a FFA-2 direct service connection identifier, duration, etc.

10.
The FAE server notifies the FAE client 2 of the established connection including its properties such as a FFA-2 direct service connection identifier, duration, etc.
Editor’s Note: Traffic routing between FAE client 1 and FAE client 2 over FFA-2 is FFS.
7.11.2
Solution evaluation

This is a viable technical solution for key issue #8 and key issue #11. The FAE server translates the FF application specific requirements for connectivity to the 3GPP network based on FAE client requests. 
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