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1. Overall Description:

SA6, as part of its EDGEAPP specification (3GPP TS 23.558)  is exploring ways to map UEs’ source IP address to their GPSIs. Specifically, to enable Edge Enabler Servers (EESs) in edge data networks to provide such mapping services to Edge Application Servers (EASs) which are deployed in the same edge data network.

One alternative being explored is to have Edge Enabler Clients (EECs) in UEs, send the UE’s source IP address(s) and GPSI to trusted EESs after obtaining the consent of the subscribers. This information will be stored in the receiving EESs and used for mapping services to requesting EASs. 

SA6 would like SA3’s opinion with regards to security aspects of the stated solution/alternative.

2. Actions:

ACTION: 
SA6 would like SA3’s opinion

Q1: What are the possible security implications with respect to interactions between EESs and EASs regarding the aformation mapping service?
Q2: What are the possible security implications with respect to interactions between EECs and EESs? 
Q3: What are the secure ways for the EEC to obtain the UE’s GPSI, either from within the UE or from the core NW?
Q4: Are there any other security aspects which SA6 should consider? 
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