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1
Background

TS 23.558 specifies means for EASs to subscribe to notifications on UE-related events, such as UE mobility. These subscriptions require EASs to provide the UE’s GPSI to the core NW as means to identify the UE whose location changes should trigger notifications.

TS 23.558 also specifies means for EESs to subscribe for such notifications on behalf of requesting EASs. Such subscriptions also require GPSI as means for identifying the UE whose location change is needed.

But the specification does not require EASs to be aware of GPSIs of UE’s hosting ACs that perform client-server operations. The minimum requirement is for EASs to extract the source IP address of incoming packets and use them for UE identification.

This led to the definition of an API serviced by EESs which provide IP address to GPSI translation. 

There needs to be a way for EESs to be able to perform such translation.

2
Translating UE’s source IP address to GPSI

The straightforward way to carry out such translations is by the core NW having Northbound APIs for trusted AFs (such as EESs) to request translation services. Unfortunately, such services do not exist.
SA6 has asked SA2 to add a UE source IP address to GPSI translation service to the Northbound interface. A final response did not arrive. It is not clear whether SA2 would agree to specify such a service and if so, will it be specified in Rel-17, will it be specified only to 5GC or older versions as well, and whether or not, EESs can rely on all existing core networks to support this service once it is specified.

A backup strategy could be to include such translation services by EEL infrastructure.

There is a possibility for EESs to obtain translation information from EECs as part of EEC Registration requests/updates or EAS discovery requests, by adding a new IE to these requests – ‘list of UE’s source IP address’. This approach has several drawbacks (may not support IP NAT, may not support slicing)  and is clearly less recommended than the Northbound services approach but could be evaluated as a backup strategy for some deployments.

One of the potential issues is related to security and privacy. Can EECs be trusted to provide genuine translation information and can it be trusted to handle user-consent for sharing private information such as the subscriber’s GPSI. How can the EEC obtain the GPSI in a secured and reliable way either from within the UE or from the core network?
These questions need to be sent to SA3 for evaluation.

3
Way Forward

Given these proposals there can be several alternatives:
1) For EASs that have the GPSI, there is no need from IP address to GPSI translation services.

2) For EASs that do not have GPSI, there will be IP address to GPSI translation service provided by Northbound APIs

3) For EASs that do not have GPSI and when Northbound translation APIs are not supported ,there will be IP address to GPSI translation services provided by the EEL by EESs using EEC-supplied mapping information

More observations with regards to the 3rd alternatives:
1)
If Northbound translation services exist, they will be used.

2)
If Northbound translation service do not exist or do not cover certain deployments, EEL translation mechanism will be used.

3)
It is acknowledged that EEL services can only handle some scenarios.

4)
It is proposed to consult with SA3 with regards to security aspects, if we choose to explore EEL-based solutions
4
Next Steps

1)
Agree on the way forward.

2)
If EEL-based backup is agreed, send an LS to SA3.

