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1. Introduction
This contribution addresses KI#5 on QoS monitoring.
SA2 FS_IIOT study in TR 23.700-20 contains a KI#3 on exposure of TSC services, including exposure of deterministic QoS. It is expected that the solution worked out in that study will provide a generic mechanism for exposure of QoS monitoring via NEF. That solution should therefore be used as base for the solution in this study.
The issue to address here is whether the QoS monitoring capabilities (to be) provided by the NEF should be used by the FF application enabler layer directly or via the Service Enabler application layer, as according to the concepts defined in TS 23.434. Due to the fact that QoS monitoring is not specific to FF applications but appliacable for wider range of vertical applications, it is more suitable to enhance SEAL to support this functionality. 
SEAL Network Resource Management service enabler specifies APIs to request reservation, modification, and release of network resources, including QoS resources, see clause 14 in TS 23.434 and clause 5.5 in TS 29.549. Possible ways to add support for QoS monitoring to SEAL include:
a) enhance the existing Network Resource Management service enabler by adding QoS monitoring functionality

b) define a new service enabler, e.g. Network Resource Monitoring

Here we propose a solution where a SEAL service enabler (enhanced or new) is used for QoS monitoring -  NRx for short.

2. Reason for Change
This contribution proposes a solution to key issue #5 for QoS monitoring.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.745 v0.7.0.
* * * First Change * * * *
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* * * Next Change * * * *

7.1
Solution #1: FF application layer functional model 

7.1.1
Solution description

7.1.1.1
General

This solution provides the architecture and functional model required for addressing the application layer support aspects.

7.1.1.2
FF application layer functional model

Figure 7.1.1.2-1 illustrates the FF application layer functional model.
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Figure 7.1.1.2-1: FF application layer functional model

The FF application layer functional entities for the FF UE and the FF application server are grouped into the FF application specific layer and the FF Application Enabler (FAE) layer. The FAE layer offers the FAE capabilities to the FF application specific layer. The FF application specific layer consists of the FF application specific functionalities.

The FF application server (AS) consists of the FAE server and the FF application specific server(s). The FAE server provides the FF application layer support functions to the FF application specific server(s) via FAE-S reference point.

The FF UE consists of the FAE client and the FF application specific client(s). The FAE client provides the FF application layer support functions to the FF application specific client(s) via FAE-C reference point.

NOTE 1:
The definition of FAE-C reference point is out of scope of the present document.

In the FAE layer, the FAE client communicates with the FAE server over FAE-1 reference point. In the FF application specific layer, the FF application specific client(s) communicates with FF application specific server(s) over FFA-1 reference point.

NOTE 2:
The definition of FFA-1 reference point is out of scope of the present document.

The FAE server interacts with another FAE server over FAE-E reference point.

The FAE server interacts with the 3GPP network system (5GS) over N5/ N33 reference points which defined in 3GPP TS 23.501 [7].

The following SEAL services for FF applications are supported:

-
Location management as specified in 3GPP TS 23.434 [8];

-
Group management as specified in 3GPP TS 23.434 [8];

-
Configuration management as specified in 3GPP TS 23.434 [8];

-
Identity management as specified in 3GPP TS 23.434 [8];

-
Key management as specified in 3GPP TS 23.434 [8]; and

-
Network resource management as specified in 3GPP TS 23.434 [8].

SEAL can further be enhanced to use a new QoS monitoring capability in order to provide network resource monitoring functionality either as an enhancement of the Network Resource Management service or as a new Network Resource Monitoring service via N33. SEAL-S reference point will thus support QoS monitoring for URLLC services, e.g. TSC services.

The FAE client interacts with SEAL clients over the SEAL-C reference point specified for each SEAL service. The FAE server interacts with SEAL servers over the SEAL-S reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 3:
The SEAL-C, SEAL-S, SEAL-UU reference points for each SEAL service is specified in 3GPP TS 23.434 [8].

* * * Next Change * * * *

7.X Solution #X: QoS monitoring for TSC services

7.X.1
Solution description

This solution addresses KI#5 on QoS monitoring.

Monitoring of QoS for time sensitive communication (TSC) services is a critical requirement for many FF applications.

QoS monitoring to assist URLLC is specified in clause 5.33.3 of TS 23.501 [7], with per flow monitoring mechanism specified in clause 5.33.3.2. 

The issue to address here is whether the QoS monitoring capabilities (to be) provided by the NEF should be used by the FF application enabler layer (i.e. FFAE) directly or via the Service Enabler application layer (SEAL), as according to the concepts defined in 3GPP TS 23.434 [8]. Due to the fact that QoS monitoring is not specific to FF applications but applicable for wider range of vertical applications, it is more suitable to enhance SEAL to support this functionality. 

SEAL Network Resource Management service enabler specifies APIs to request reservation, modification, and release of network resources, including QoS resources, see clause 14 in 3GPP TS 23.434 [8] and clause 5.5 in 3GPP TS 29.549 [refx2]. Possible ways to add support for QoS monitoring to SEAL include:

a)
enhance the existing Network Resource Management service enabler by adding QoS monitoring functionality;
b)
define a new service enabler, e.g. Network Resource Monitoring.
Here we propose a solution where a SEAL service enabler (enhanced or new) is used for QoS monitoring -  NRx for short. The NRx service will make use of the NEF QoS monitoring capabilities. 

7.X.2
Subscribe/unsubscribe to/from QoS monitoring events for an established connection

The procedure to subscribe/unsubscribe to/from QoS monitoring events is shown in figure 7.X.2-1.

Pre-conditions:

· FAE client has an established TSC connection 
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Figure 7.X.2-1: Subscribe/unsubscribe QoS monitoring procedures

1.
The FF application specific server sends a QoS monitoring subscribe request to the FAE server.

2.
The FAE interacts with the SEAL NRx server to subscribe to QoS monitoring events. The SEAL NRx server interacts with the NEF to establish a QoS monitoring subscription (not shown in the sequence). In that interaction the SEAL NRx server determines QoS parameters to be measured (e.g. DL, UL or round trip packet delay as described in 3GPP TS 23.503 [refx3]), including, but not limited:
-
frequency of reporting (event triggered, periodic, or when the PDU Session is released):

a)
if the reporting frequency is event triggered:

i)
the corresponding reporting threshold to each QoS parameter;

ii)
minimum waiting time between subsequent reports;

b)
if the reporting frequency is periodic, the reporting period.
3.
The FAE server sends a QoS monitoring subscribe response to the FF application specific server.

4.
When QoS monitoring event is triggered and the SEAL NRx server is notified by the NEF (not shown in the sequence), the SEAL NRx server sends a QoS monitoring notification to the FAE server.

5.
The FAE server notifies the FF application specific server about the QoS monitoring event.

NOTE: Steps 4 and 5 are repeated when QoS monitoring events occur.

6.
When the FF application specific server decides to unsubscribe for the QoS monitoring, the FF application specific server sends a QoS monitoring unsubscribe request to the FAE server.  

7.
The FAE interacts with the SEAL NRx server to unsubscribe from QoS monitoring events. The SEAL NRx server interacts with the NEF to terminate the QoS monitoring subscription (not shown in the sequence).

8.
The FAE server sends a QoS monitoring unsubscribe response to the FF application specific server.

7.X.4
Solution evaluation

This solution depends on SA2 addressing requirements regarding the exposure of QoS monitoring via NEF. 3GPP TR 23.700-20 [refx1] has already started to address a solution to provide a generic mechanism for exposure of QoS monitoring via NEF. The specification of such a mechanism, therefore, will be required to be used as the baseline when the solution described in this clause is addressed during the normative work.
* * * Next Change * * * *
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