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1. Overall Description:

SA6 is performing a feasibility study (FS_5GMARCH) which includes analysis of the service requirements in TS 22.262 on the Message Service (MSGin5G) within the 5G System. While developing the application layer architecture support, several requirements require further clarification, as follows: 

1. [R-10.2-002] The MSGin5G Service shall be able to translate one message into multiple SMS messages when the length of a message of MSGin5G Service is large than the maximum length of a SMS message.

Question 1. Does the requirement in [R-10.2-002] apply to the MSGin5G Service in the SA6 Service Application Layer, for translating one message into multiple SMS messages when the payload of a message of MSGin5G Service is larger than the maximum payload of a SMS message? 

2. [R-5.1.2-002] The MSGin5G Service shall support variable size of payload of text and data with a maximum of 2048 bytes and support segmented transmission if the content is larger than the maximum payload length of a message. 
The SA6 MSGin5G Service may use existing mechanisms with maximum payload sizes that are less than 2048 bytes to deliver 5GMSG messages (e.g. SMS, NIDD).  

SA6 Service Application layer services such as MCData are based on IMS subsystem which is a SIP protocol network. The maximum payload size for a standalone message is 1300 bytes. That means a message with payload size of 2048 bytes will be actually sent in two standalone messages in the IMS subsystem.

Question 2. Regarding the 2048 bytes value in the requirement:
a) Can SA1 provide more information on how and why a message with payload size over 2048 bytes to start segmentation? Can SA1 explicitly confirm that this value is an example value?

b) Can SA1 provide more information on whether alignment between the [R-5.1.2-002] required segment size and existing mechanisms with variable maximum payload sizes (e.g. NIDD) has been considered?

c) Can SA1 provide more information on whether alignment between the [R-5.1.2-002] required 2048 bytes payload size and IMS has been considered? 

 

Question 3: Is it agreeable by SA1 that the application layer architecture supports a connection-oriented messaging delivery mechanism that will deliver a message between two endpoints with no payload size limit?

2. Actions:

To SA1 group.

ACTION: 
SA6 kindly asks SA1 to answer the above questions and provide any additional clarifications deemed helpful.
3. Date of Next SA6 Meetings:

SA6#38 20th – 30th July 2020
e-meeting

