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1. Reason for Change
Most countries require special handling of personal data, in addition, they require the user’s consent before personal data is exposed. Our specifications should support this during the registration process when the EEC register to the ECS or EES since this may be done before the user has selected which AC to use and before the user has accepted that this AC may expose personal data. Therefore, this proposal proposes to use similar functionality that all moderns smart phone OS already are doing today, they only expose a temporary ID of the device that is valid for that application only. In addition, the identifier is not permanent so it is not possible to track the user between different applications, sessions between different user on the same device etc. Since our specification allows the same EEC to support multiple ACs therefore, we also need to restrict that this identifier is not shared between multiple EASs. 
If the EEC ID is pernament and shared outside of the operator’s domain to 3rd part EAS(s) or ECS(s) then the operator must ensure that these 3rd parties does not correlate user data between different sources which is an unnecessary cost and responsibility that easy could be avoided with supporting this proposal.
2. Conclusions

Specify that the EEC ID is not permanent and must be different between different ECS and that it is not exposed to any EAS(s).
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.558 0.2.0.
* * * First Change * * * *

7
Identities and commonly used values

Describe the required identities and commonly used values in clauses under this clause. If need be, before approval of the TS, this clause can be merged with the 'Application layer architecture' clause.

7.1
General

The following clauses list identities and commonly used values that are used in this technical specification.

7.2
Identities

7.2.1
General

Editor's note:
Each value needs specification of when it is created and by whom.

Editor's note:
Consider adding identities for EAS instance and AC instance if we use these definitions in the specification

7.2.2
Edge Enabler Client ID (EECID)

The Edge Enabler Client ID is a globally unique value that identifies the Edge Enabler Clients. This ID is a non-permanent ID that is changed each time the UE retrieves new edge computing service as defined in clause 8.3.1. The UE must also use different ID’s between different ECS’s. This ID is not exposed to any EAS(s).
7.2.3
Edge Enabler Server ID (EESID)

The Edge Enabler Server ID is the FQDN of that Edge Enabler Server and each Edge Enabler Server ID is unique within PLMN domain.

7.2.4
Edge Application Server ID (EASID)

The Edge Application Server ID identifies a particular application for e.g. SA6Video, SA6Game etc. For example, all Edge SA6Video Servers will share the same Edge Application Server ID.

NOTE:
The format for the EAS ID is the responsibility of stage 3.

7.2.5
Application Client ID (ACID)

The Application Client ID identifies the client side of a particular application, for e.g. SA6Video viewer, SA6MsgClient etc. For example, all SA6MsgClient clients will share the same Application Client ID.

In case that the UE is running mobile OS, the Application Client ID is a pair of OSId and OSAppId.

7.2.6
UE ID

The UE ID uniquely identifies a particular UE within a PLMN domain. Following identities are examples that can be used:

a)
GPSI, as defined in 3GPP TS 23.501 [02].

* * * End of Change * * * *

